|  |  |
| --- | --- |
| **Use Case Element** | **Description** |
| **Id** | 1 |
| **Application** | Content Management Website |
| **Name** | User Login |
| **Description** | Users identify themselves to the system by use of an authentication system, likely Google or Windows Live Id. |
| **Primary Actor** | Generic User |
| **Precondition** | User is not authenticated to the system. |
| **Trigger** | User requests/requires authentication to the system for some function. |
| **Basic Flow (Sunny Day)** | 1. User is taken to a login screen where they are asked to provide the type of credential (Google, Facebook, Windows Live, etc.) 2. User is directed to the authentication provider to verify who they are. 3. If the user is authenticated, the provider returns a token and information about the user. 4. The system authenticates/authorizes the user. |
| **Alternate Flows** | 1. If the user cannot be authenticated by the provider they are returned to the web site and are not authenticated. 2. Users are taken back to the first login screen where they can select a provider and try again. |