**CPK组合公钥**

南相浩 陈钟

内容提要： CPK组合公钥体制为现存的公钥体制提供一种使之变为标识密钥体制的通用方法。CPK公钥体制又称CPK标识密钥，只要给定一个标识，就能生成公私钥对，不仅能解决规模化密钥管理难题，也能解决标识鉴别[1]的难题，同时讨论了在数字签名协议和密钥加密协议上防量子计算攻击的途径。

关键字：CPK组合公钥 CPK标识密钥 标识鉴别

在现代公钥体制中，公钥的分发一直是一个难题。1984年，Shamir 第一次提出标识直接作为公钥的问题[2]，并用整数分解难题构建了著名的基于标识的公钥体制IBC。这使公钥体制的发展向前推进了一大步。根据真值逻辑（truth logic）[3][4]，实体分为标识和本体，标识指实体的唯一名称。1989年，中国第一次使用了基于标识的公钥体制，即用RSA构建的组合公钥CPK-RSA体制，应用于大型国防网络中，2003年以“多重公钥”的名义公布[5]。CPK已形成为大家族，包括基于因子分解难题的CPK-RSA, 基于离散对数难题的CPK-DLP, 基于椭圆曲线难题的CPK-ECC, 基于圆锥曲线的CPK-CCC [6], 基于双线对的CPK-BLP等。其中CPK-ECC的签名做的最短。

量子计算机的出现，给公钥体制提出了新的挑战，必须走出依靠计算复杂度的思路。CPK提供了公钥体制中加入非线性运算的可能性，可以将公钥体制建立在线性复杂度的基础上。

下面以CPK-ECC为例，说明其工作原理。

# **1 组合原理**

CPK-ECC是在ECC体制基础上实现的基于标识的非对称公众密钥体制，密钥分为私有密钥和公有密钥。在有限域F*p*上，椭圆曲线E: *y*2 ≡ ( *x*3 + *ax* + *b* ) mod *p*由参数 (*a*, *b*, G, *n*, *p*) 定义。其中*a*, *b*是系数，*a*, *b*, *x*, *y* ∈F*p*，G为加法群的基点，*n*是以G为基点的群的阶。令任意小于*n*的整数为私钥，则*r* G= *R*为对应公钥。ECC具有复合特性：任意多对私钥之和与对应的公钥之和构成新的公、私钥对。设私钥之和为

( *r*1 + *r*2 + … + *rm*) mod *n* = *r*

则对应公钥之和为

R1 + R2 + … + R*m* = R (点加)

那么，*r*和*R*刚好形成新的公、私钥对。这是因为，

R = R1 + R2 + … + R*m*= *r*1 G + *r*2 G +…+ *rm* G

=（*r*1 + *r*2 +…+ *rm*）G = *r* G

CPK的组合矩阵分为私钥矩阵和公钥矩阵，分别用( *ri,j* )或( R*i,j* )表示，*r*是小于*n*的随机数。私钥矩阵( *ri,j* )由KMC保有，用于私钥的生成，公钥矩阵由私钥矩阵派生 *r*i,j G = ( *xi,j*, *yi,j* ) = R*i,j*

# **2 组合矩阵**

CPK-soft的组合矩阵有三种，密钥长度分别为192、112、64。组合矩阵分为私钥矩阵a和公钥矩阵A，分别用( *ri,j* )或( Ri*,j* )表示，*r*是小于*n*的32x*h*个不全为线性无关的随机整数。

**私钥矩阵**（a） **公钥矩阵**（A）

*r*1.1 *r*2.1 *r*1.*h* R1.1  R2.1 R1.*h*

*r*2.1 *r2.2* *r*2.*h* R2.1  R*2.2* R2.*h*

a = A=

*r32*.1  *r32*.2 *r32.h* R*32*.1 R*32*.2 ~~R~~*32.h* ，

私钥矩阵( *ri,j* )由KMC保有，用于私钥的生成，公钥矩阵(Ri,j)则由各实体（用户或设备）保有，用于公钥的生成。公钥矩阵要加密保护。

# **3 组合密钥**

组合密钥由组合矩阵产生。公私钥的产生过程完全相同，只是所用矩阵不同。矩阵的大小为(32×32)。

标识到矩阵坐标的映射是由YS序列指示的，YS序列是实体标识(ID)在映射密钥Hkey作用下经Hash变换而得的输出。Hash函数均在密钥下工作，设置三个映射密钥，Hkey1用于192作业，Hkey2用于112作业，Hkey3用于64作业。

YS = HashHkeyi (ID) = *w*0.*w*1,*w*2,…,*w*35；

*w*0..*w*35分成4组，分别以*w*00..*w*08; *w*10..*w*18; *w*20..*w*28; *w*30..*w*38标记。其中*w*00, *w*10, *w*20, *w*30, 的字长为6-bit，内容分别指示置换序号(3-bit)和置换起点( 3-bit )。

*wi,j* (*i* = 0..3; *j* = 1..8) 的字长为5比特，指示组合矩阵A的行坐标。列坐标则经置换变换。

置换表大小均为8×8。矩阵的32列分为4组，置换表负责4次8列的置换。假设给定置换表是：

置换表

(0)(1)(2)(3)(4)(5)(6)(7)

[0] 7 4 2 3 5 1 6 7

[1] 4 6 3 5 0 7 2 3

[2] 6 0 7 6 4 3 7 5

[3] 1 2 6 1 7 0 5 6

[4] 2 7 0 2 3 5 1 0

[5] 0 1 3 7 6 2 4 4

[6] 5 3 1 0 2 4 3 2

[7] 3 5 5 4 1 6 0 1

置换表的列为置换序号，行为置换起点。在上表中，设：序号为3，起点为1为例：

输入序列 h g f e d c b a

Disk置换  3 4 0 7 2 1 6 5

0 7 6 5 4 3 2 1

输出序列 f e b a g h d c

经置换后的列坐标，重新用*ti,j*表示列坐标(*i* = 0..3, *j* = 1..8)。

Alice的组合私钥，由KMC计算：

![](data:image/x-wmf;base64,183GmgAAAAAAAMEALgBgAAAAAACeVwEACQAAAwgDAAACAHcAAAAAAAUAAAAJAgAAAAAFAAAAAgEBAAAABQAAAAEC////AAUAAAAuARgAAAAFAAAACwIAAAAABQAAAAwCYAQgEhIAAAAmBg8AGgD/////AAAQAAAAwP///7H////gEQAAEQQAAAsAAAAmBg8ADABNYXRoVHlwZQAA8AAcAAAA+wKA/gAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///zAWCvsAAAoAAAAAAAQAAAAtAQAACAAAADIKgAISEQEAAABuAAgAAAAyCoAC/AkBAAAAciwJAAAAMgqAAjQAAwAAAGNzawIcAAAA+wIg/wAAAAAAAJABAQAAAAQCABBUaW1lcyBOZXcgUm9tYW4A/v///8EVCvQAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAIAAAAMgrvA4AIAQAAAGpzCAAAADIK4AJqDAEAAAB0cwgAAAAyCuACwQoBAAAAd/8IAAAAMgrvA9sFAQAAAGlzHAAAAPsCYP8AAAAAAACQAQEAAAAEAgAQVGltZXMgTmV3IFJvbWFuAP7///8wFgr8AAAKAAAAAAAEAAAALQEAAAQAAADwAQEACAAAADIKGAM2DQEAAABqAAgAAAAyChgDrgwBAAAAaQAIAAAAMgoYA9YLAQAAAGoACAAAADIKGANOCwEAAABpExwAAAD7AoD+AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////wRUK9QAACgAAAAAABAAAAC0BAQAEAAAA8AEAAAkAAAAyCoACMA4DAAAAbW9kABwAAAD7AiD/AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////MBYK/QAACgAAAAAABAAAAC0BAAAEAAAA8AEBAAgAAAAyCvoAwAgBAAAAOCwIAAAAMgrvA0MJAQAAADEPCAAAADIK4AKSDQEAAABdLAgAAAAyCuACLwwBAAAALG8IAAAAMgrgAmEKAQAAAFswCAAAADIK+gBIBgEAAAAzAAgAAAAyCu8DrwYBAAAAMAAKAAAAMgrgAisCBQAAAEFsaWNlABwAAAD7AmD/AAAAAAAAkAEAAAAABAIAEFRpbWVzIE5ldyBSb21hbgD+////wRUK9gAACgAAAAAABAAAAC0BAQAEAAAA8AEAAAgAAAAyChgD7wwBAAAALAAIAAAAMgoYA48LAQAAACx5HAAAAPsCwP0AAAAAAACQAQAAAAIEAgAQU3ltYm9sAADQJe12Hi/Ukf7///8wFgr+AAAKAAAAAAAEAAAALQEAAAQAAADwAQEACAAAADIK2QIuCAEAAADlAAgAAAAyCtkCsgUBAAAA5QAcAAAA+wIg/wAAAAAAAJABAAAAAgQCABBTeW1ib2wAANAl7XYeL9SR/v///8EVCvcAAAoAAAAAAAQAAAAtAQEABAAAAPABAAAIAAAAMgrvA9QIAQAAAD0ACAAAADIK7wMrBgEAAAA9ABwAAAD7AoD+AAAAAAAAkAEAAAACBAIAEFN5bWJvbAAA0CXtdh4v1JH+////MBYK/wAACgAAAAAABAAAAC0BAAAEAAAA8AEBAAgAAAAyCoACiQQBAAAAPQ93AAAAJgYPAOMATWF0aFR5cGVVVdcAAwEBAx4KARKDYwASg3MAEoNrAAMPAQALAQKBQQACgWwAAoFpAAKBYwACgWUAABEACgKGPQADHQEAAQALARKDaQAChj0AAogwAAABAogzAAANAoYRIgAKAx0BAAESg3IAAw8BAAsBAoJbABKDdwADDwEADAESg2kAAoIsABKDagAAEQALAoIsABKDdAADDwEADAESg2kAAoIsABKDagAAEQALAoJdAAARAAABEoNqAAKGPQACiDEAAAECiDgAAA0ChhEiAAoSgm0AEoJvABKCZAASg24AAAAACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIQAAcAAAAAALwCAAAAhgECAiJTeXN0ZW0A+CEAigIAAAoAnBNm+CEAigIBAAAAoPoZAAQAAAAtAQEABAAAAPABAAADAAAAAAA=)

Alice的组合公钥，由依赖方计算：

# 

密钥分别用下式表达私钥和公钥的生成：

HASHHkey(Bob)=i,j ∑(ri,j)=*bob*

HASHHkey(Bob)=i,j ∑(Ri,j)=*BOB*

其中，公钥用大、斜体标记，私钥用小、斜体标记。

# **4 数字签名**

CPK所用数字签名协议，是根据防量子穷举攻击的要求，将现行ECDSA改造而成的。

Alice的签名函数：

SIG*alice* (h) =( *s*, *c* )

其中，SIG是签名函数，*alice*是组合私钥，h是签名对象，如实体标识、日时组或数据的Hash码等，*s*是签名码，*c*是核对码。

Alice签名：选择一个随机数*k*（0<*k*<*n*），

*k* G= (*x*1, *y*1)

*c* = (*x*1+*y*1)2mod 2*m*

*s* = *k*-1 (h + *c alice* ) mod *n*

其中，2*m*用于校验码长度的选择。

Alice发送：sign = ( *s*, *c* )

Bob的验证：VER*ALICE*(*s* ) = *c*’

验证过程：Bob根据Alice的标识计算组合公钥：Alice→*ALICE*；

Bob根据签名码sign = (*s*, *c*) 计算

*s*-1hG+ *s-1 c ALICE*= (*x*1’, *y*1’)

*c*’= (*x*1’+*y*1’)2 mod 2*m*

如果*c* = *c*’, 签名被认可。

其中，VER是验证函数，*ALICE*是组合公钥。

# **5 密钥加密**

CPK所用密钥加密协议，满足防止量子计算攻击的要求，具体如下：

Alice给Bob的加密函数：

ENC*BOB*(key) =β

Ekey(data) = code

其中，ENC是非对称加密函数，*BOB*是对方公钥，*r*是随机数。

Alice加密：计算Bob的组合公钥：Bob→*BOB*

Alice选择随机数*r*，计算

*r BOB* = β

*r*G= (*x*1, *y*1)

key = (*x*1+y1)2 mod 264

Ekey (data) = code

Alice将{code, β}发送给Bob

Bob脱密：

DEC*bob*(β) = key

Dkey(code) = data

其中，DEC是非对称脱密函数，*bob*是自己的私钥。

Bob的脱密过程：用自己的组合私钥*bob*计算出脱密密钥

(*bob*)-1 β = *r*G = (*x*1, *y*1)

key *=* (*x*1+y1)2 mod 264

# **6 安全性证明**

CPK的安全涉及三个方面：体制的安全性，系统密钥的安全性，个人密钥的安全性。

### 6.1 体制的安全性

从理论上讲，世上没有永远不可破的密码，而且也没有必要。体制的安全性，主要防止解剖分析、复制分析、动态分析、静态分析等。为了增大解剖分析的难度，一般采用硬件实现体制，这只是增加分析的成本而已。体制的安全性并不是量子时代的新问题，而是从机械作业、电子作业、计算机作业时代的老问题。量子计算机与电子计算机比较，最大的差别就是运算速度，将过去不可能的穷举变得可行，对密码的性质不引起实质性的变化。

密码或公钥，均由体制和密钥组成，体制是不变的固定因素，只有密钥是可变的活跃因素。体制的弱点在于固定性上，不易抗衡各种分析。体质的更换是很麻烦烦的事，因此一般用下去，不更换。网络化自动管理，为体质的更换提供了方便。这是互联网、物联网时代提供的新的机遇。

穷举是数学问题，只能用数学的方法才能解决。任何穷举只有存在一个判别条件时才有意义，否则没有意义。

一是公钥和私钥都要保密，而只有基于标识的公钥体制才有可能做到公钥和私钥同时保密。当一定密钥长度能够阻止电子计算机的穷举攻击时，采用公开公钥的方法是解决密钥分发难题的最简单方法。但在量子计算面前，只要公钥一公开，就为私钥的穷举提供判别条件，抗不住量子计算的穷举。例如，在ECC公钥体制*aG*=*A*中，*a*是私钥，*A*是公钥，*G*是椭圆曲线的基点，基点*G*是已知因素，只要再把公钥*A*公开，那么就可以穷举私钥*a*，并能得到唯一解。反过来，如果将公钥*A*能保密，*a*就失去了穷举的判别依据，穷举就失去意义。在基于标识的公钥体制中，标识代表实体，且具有公认性。标识的公开，为不公开公钥提供了可能性。

二是在签名协议或密钥传递协议中，公钥和私钥必须以不可穷举的和数形态出现，以简单方程 (*a* *b*) mod 13 = 7为例， *a*和*b*是未知数。一眼可看出方程就有无穷解，与穷举能力无关。

### 6.2 系统密钥的安全性

CPK私钥是整数的线性组合，在私钥之间存在线性关系，可以列出方程组。但是这种线性关系没有任何意义，因为组合矩阵不提供满秩方程，求不出方程的唯一解。

### 6.3 个人密钥的安全

对个人密钥安全的最大威胁将是穷举攻击。只要公钥一公开，就成为穷举私钥的判别依据。因此，公钥和私钥都要作为秘密变量，如在以私钥进行的签名与脱密作业中私钥不能暴露在外面一样，当以公钥进行的验证与加密作业中公钥也不能以独立变量暴露在外面。在数字签名协议和密钥传递协议中的私钥或公钥，应以合成数的形式出现，形成无穷解方程。

1）在数字签名函数中的个人密钥

数字签名的验证过程如下：

VER*ALICE*(*s* ) = *c*’

Bob根据Alice的标识计算组合公钥：Alice→*ALICE*； （1）

Bob根据签名码sign = (*s*, *c*) 计算

*s*-1hG+ *s-1 c ALICE*= (*x*1’, *y*1’) （2）

*c*’= (*x*1’+*y*1’)2 mod 2*m* （3）

如果*c* = *c*’, 签名被认可。在上（1）式中暴露了公钥，为私钥的穷举提供了判别条件，实际上这样求出来的公钥还不是真正的公钥，真真的公钥还差一步运算。经运算算出来的公钥直接进入下一步合成运算，很难孤立出来。式（2）中的公钥收到两个未知数的保护。在(3)式中，只有*x*1是未知因素，可以穷举。假设密钥长度为*n =* 192，验证码长度为*m* = 40，当穷举*x*1时得到2192/240 = 2152个符合*c*的结果，并通过(2)式求出2152个可能的*s*和*alice*。私钥*alice*与随机数*s*形成自变量和应变量的关系。

另外，在本例中，当*m* = 40时，其验证错判的率概仅为1/240，且能大大缩短签名长度(从48个字节缩短到32个字节)。

2）密钥传函数中的个人密钥

在数据加密中暴露的因素是{ β, code }. 其中

*r BOB* = β (4)

*r G* = (*x*1, *y*1) (5)

key = (*x*1+*y*1)2 mod 264  (6)

Ekey (data) = code (7)

在(4)式中，*β*是给定因素，是一个随机数*r*和公钥*BOB*的乘积，

β= *r BOB* = *r bob* G = *v* G,

由*v* G可求出*v*，而*v*是*r*和*bob*乘积，形成无穷解方程。

在(7)式中，假设明文可成为判别的依据，加密密钥key可被穷举的情况下，仍可提供2192/264 =2128个可能的*x*1，在(5)式中，可求出2128个可能的*r*, 回到(4)式，虽然将随机数*r*的范围缩小到2128，但无助于确定私钥*bob*或公钥*BOB*。

**小结**

CPK将密钥生成和分发有机结合起来，简化了密钥管理的复杂性。数字签名实现了短签名，可以直接应用于标识真实性证明和实体真实性的证明，密钥加密可以直接应用于数据加密系统。CPK可灵活应用于多样化需求，可以用芯片实现，也可以用软件实现，也可以将软硬件结合起来，芯片中只保留必要的参数，以低廉的成本为国家提供网络安全，为公众提供交易安全。
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**注：CPK各版本的简要说明：**

**CPK v1.0**: 由一个（32x32）的组合矩阵构成，体制简练，但存在公开问题：即在私钥间存在线性关系，需要继续改进。

专家会：CPK解决了基于标识的密钥管理难题，解决了当前进程认证的难题，具有重大创新意义和广阔的应用前景。

新华社：就CPK报送了《我发明“电子身份证”，引起国际关注》的内参稿，对此，胡锦涛做了批示：“好东西就要用”。

国际密码94’主席James Hughes：”CPK将基于标识的公钥体制向前推进了一大步，并提供公钥密码梦寐以求的所有好处。”

国家密码管理局：“CPK理论上不具备可证明安全性，还存在共谋危险”，并在全国掀起了封杀活动。

**CPK v2.0**: 将组合矩阵大小改为（*h*x32），*h*>32，即h可以增加到几百万，仍未获批准。为了消除私钥间的线性关系，增设了随机密钥对，称TF-CPK，随获国家密码管理局的批准，但由于没有对随机密钥的第三方公证，存在替换攻击。

**CPK v3.0**: 为了防止替换攻击，增加了用标识密钥对随机密钥的公证，其芯片通过了国密局的测试。但v3.0本版本不能进行密钥传递，进而仍不能应用于数据加密，失去了CPK原有特点，不得不被自我否定。

**CPK v4.0**: 国密局的结论受到一个外国教授的嘲讽，感到丢脸，于是彻底否定了国密局的结论，并取消了增设的密钥对序列（TF），恢复了CPK本来的面目，即恢复了数字签名和密钥加密功能；

**CPK v5.0**: 将随机密钥对有限序列改为组合矩阵B，变成双矩阵；

**CPK v6.0**: 将密钥生成，数字签名，密钥传递等过程均以函数化(模块化)实现；取消了组合矩阵B

**CPK v7.0**: 增设了列坐标的置换变换，

**CPK v8.0**: 对签名协议和密钥加密协议采取了防量子计算穷举的措施。并将签名名长度从48字节缩短到29字节。实现了系统和私钥均用网上的自动分发。

**CPK v9.0**: 解决了在开放环境中私钥存储技术，并应用于CPK-chip或CPK-soft。