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| ALI MAHIN TORABI[**Ali.Mahintorabi@gmail.com**](mailto:aAli.mahintorabi@gmail.com) **(818)388-6392** | |
| **SUMMARY OF QUALIFICATIONS**  IT Specialist with seven years’ Experience in Information Technology Support and Cybersecurity Analyzing with:   * Excellent knowledge of Network Concepts, Active Directory, and Windows Server 2012-2016 configuration. * Able to evaluate system security plans and procedures, Event monitoring, Vulnerability ad risk assessments, cyber incident response, and Threat Management. * Familiar with Forensic Tools (FTK-EnCase-dd), Network, and Web application scanners (Nessus, Qualys-Guard, Nikto, and Nexpose). * Skilled in SolarWind tools: Network Performance Monitoring, traffic Analyzer, and Access manager. * Security event management: Splunk * Programming languages: Python, HTML, CSS. * Cherwell CSM Software, Shift board Scheduling Systems and Sonim Connectivity tools. * MS Office365 and G-suit.   I am Equally successful in teams, and self-directed. Eager to learn new technology and aspiring to be an asset for your organization.  **PROFESSIONAL EXPERIENCE**  **Los Angeles County Registrar and Recorder |Dec 2019 – March2020|**  Multi-Lingual proofreader  IT Technical Support  Cherwell SCM (Asset Management and incident ticketing system)  **CYBERGENICS |January 2016-March2020|**  IT Technician/ End-User Security  ***Duties and Responsibilities***   * Evaluates develops, maintain, implement, and modifies operation systems, hardware, software, and networking in business environments. * Set up Office Equipment and Network appraisals. * Proficiency in Microsoft Server Configuration and Active directory operations. * Monitor systems performance and review logs and events to detect any weakness and make sure everything works adequately. * Evaluate security plans, procedures, and implement a high-level analysis of security data to identify significant activity and secure systems. * Develop and deployment of program information security for all program systems to meet the requirements, policies, standards, guidelines, and procedures. * Perform penetration testing to detect threats and vulnerability. * Install, patch, security measures, and conduct risk assessment and investigations, execute appropriate risk mitigations, and oversee incident response activities. * Ubiquiti UNIFI Network Configuration. (Routing, switching, wireless, security gateway, Cloud backup keys, and VoIP and Cameras).   **Jon’s Market Place (Part-Time) |May 2016 – Dec2019|**  (Customer Service Representative)  ***Duties and Responsibilities***   * Resolves an average of 350 inquiries in any given week and consistently meet performance benchmarks in all areas (speed, accuracy, and volume). * Provide company products and services to customers and exceeding target sales conversions.   **Move to United States |December 2015 – April 2016|**  **“Sazeh Bana” Construction Company |July 2013 – November 2015|**  (IT Consultant)  ***Duties and Responsibilities***   * Developed IT system specifications after evaluating customer's nature of work and business volume. * Resolved client’s IT issues - Determined changes, recommended quality software, projected modifications of the software, hardware, and networking. * Researched and documented existing and new processes for IT Support Teams and interacted with business users and other IT groups to gather business requirements for proposed system enhancements. * Scheduled and allocated project activities, identified tools, standards, and guidelines suitable for each project.   **High School Computer instructor (Volunteer) |March 2011 – 2013|**  ***Duties and Responsibilities***   * Developed and executed lessons on windows, network fundamentals, and Microsoft office. * I have conducted classroom training for individuals with disabilities and disadvantaged conditions. * Assessed student academic performance regularly and provide them guidance and feedback for academic success.   **EDUCATION**  **CYBRARY |2018 – 2019|**   * Cyber Security Training   **CODING DOJO November 2018|**   * Python, HTML, CSS, and frameworks such as Flask, Django also Oracle, and MySQL Databases.   **University of Applied Science and Technology |January 2011|**   * Computer Science   **ACTIVE CERTIFICATIONS OF COMPLETION**  CompTIA A+ ,Udemy online learning Platform  Windows Server 2016 Administration , Udemy online learning Platform  Linux Foundation Certified Engineer, Linux Academy |November 2018|  Cisco CCNA, Cybrary |December 2018|  EC-Council CEH, Cybrary |December 2018|  CompTIA Network+, Cybrary |January 2019|  Penetration Testing and Ethical Hacking, Cybrary |January 2019|  CompTIA CySA+, Cybrary |February 2019|  Computer and Hacking Forensics, Cybrary |February 2019|  Social Engineering and Manipulation, Cybrary |March 2019|  CompTIA Advanced Security Practitioner (CASP), Cybrary |April 2019|  “pfSense” Network Security |April 2020| | |