**zkMe，构建Web3的zk-credential**

[PaulJames](https://mirror.xyz/0x5eeFb62052649F2B106B527dAa83b67B86bC9338)

[0x5eeF](https://mirror.xyz/0x5eeFb62052649F2B106B527dAa83b67B86bC9338)

June 4th, 2023

Mint

[The Web3 zk-Credential Network](https://zk.me/" \t "_blank)

[zk.me](https://zk.me/" \t "_blank)

随着Web3生态系统的发展和成熟，对安全、去中心化和保护隐私的身份解决方案的需求变得越来越关键。传统的身份验证方法依赖于集中式机构和中介，效率低下，容易受到各种攻击向量的威胁，并经常侵犯用户的隐私。

zkMe，一个以隐私为中心的凭证网络，利用零知识证明技术促进安全和保密凭证颁发和验证。zkMe使用户能够有选择地向授权实体披露其凭据而不危及其隐私，并提供对其数字身份更好地控制。

该协议遵循“按设计保护隐私”的范例，在其中个人数据仅被用作凭证验证输入并且未透露给验证者。通过将计算委托给分散式节点运营商来确保信任最小化。该协议是透明、开源并完全符合FATF KnowYour-Customer（KYC）和旅行规则法规要求。此外，zkMe根据W3C标准具有高度组合性，可以与其他身份孤立体无缝集成，并确保在链上和链下生态系统之间的互操作性。

通过深入探讨zkMe最引人注目的用例——在KYC中应用零知识，或称“zkKYC”，提供了对zkMe的全面架构概述以及深入实现过程。 KYC是金融机构和各种企业验证客户身份并遵守监管要求的重要程序。然而，传统的KYC流程往往繁琐、耗时，并需要共享敏感个人数据。分散式、隐私为中心的凭证网络采用零知识证明技术来实现安全和保密凭证颁发和验证，赋予用户管理其凭据并有选择地向授权方披露其凭据而不暴露敏感信息的能力。 zkMe为用户管理其凭据提供了更安全、高效的方法，降低了他们对集中式机构的依赖性。Web3生态系统中zkMe使用案例范围广泛，包括权限DeFi、信贷贷款和DAO管理等应用程序。

zkMe的愿景是将其建立为Web3领域中去中心化、无信任和隐私保护身份验证基础设施的卓越标准。通过将个人数据控制权归还给用户，zkMe旨在促进更安全、高效的数字环境，以增强隐私并减少对集中式机构的依赖。

zkMe的使命是提供一个先进的基础设施，以一种无信任和私密方式呈现验证凭据，最终赋予用户管理自己数字身份的能力。
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