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# IntroduÇão

Com a constante utilização da Internet existem um tema que é essencial ser discutido e tratado, Segurança e Privacidade. Ao longo deste trabalho iremos falar com um pouco mais de detalhe sobre este assunto, fazendo ainda uma analise de algumas soluções que já existem para o mesmo, bem como de um sistema que desenvolvemos com o intuito de englobar estas duas vertentes numa perspetiva mais educativa. Por fim, falaremos de algumas vantagens e desvantagens que ambos os sistemas de proteção possuem, seguido de uma breve comparação entre eles, e finalizando com uma discussão dos pontos em aberto e os que já estão solucionados.

# Descrição do estado da arte

Breve descrição

## Educação para segurança

Explicar

## Privacidade na Web

Explicar

# Descrição dos sistemas testados

Explicar escolha.

## DuckDuckGo

## UBlock Origin

## Privacy Badger

# Descrição do sistema implementado

Explicar

## Botão Dicas

Explicar

## Botão Pontos

Explicar

## Botão Configuração

Explicar

## Botão Ajuda

Explicar

## Botão Ligar/Desligar

Explicar

# Vantagens e Desvantagens

## DuckDuckGo

### Vantagens

* Não faz armazenamento do endereço IP do usuário nem de dados, o que torna a utilização da Internet mais anónima.
* É um aplicativo simples e de fácil utilização.
* Não contém publicidade baseada nas pesquisas que são efetuadas, não havendo um controlo de navegação como acontece com a Google, por exemplo.
* Muitas funcionalidades úteis como um gerador de password, calendário, calculadora, entre outras.

### Desvantagens

* Não inclui nenhuma proteção contra vírus, por exemplo, e outros perigos da Internet.
* Pode mostrar conteúdo que poderá não ser adequado para todo o tipo de utilizadores como crianças, ou seja não tem pesquisa baseada no utilizador.
* Não bloqueia domínios com software malicioso.

## UBlock Origin

### Vantagens

* Bloqueia notificações que poderão levar a ciberataques.
* Para além de bloquear pop-ups hostis, também permite bloquear qualquer seção ou elemento em específico de um website.
* Permite bloquear o acesso de qualquer agente externo que pretenda ter acesso a dados de utilização, por exemplo, o que pode melhorar a eficiência do site que estamos a visitar.

### Desvantagens

* Ainda possuí problemas com browser Safari, só funciona corretamente em versões antigas do mesmo.
* Em certos casos não bloqueia anúncios no *Yandex Direct*.
* Não possui uma interação direta com o utilizador, como por exemplo permitir que este saiba as etapas necessárias para bloquear certos conteúdos ou atualizações.
* A interface de utilizador apenas mostra um conteúdo limitado de informação.

## Privacy Badger

### Vantagens

* Protege as atividades online dos utilizadores, bloqueando não só *trackers* como domínios maliciosos.
* Bloqueia anúncios por *default*, o que protege a priori qualquer conteúdo indesejado.

### Desvantagens

* O software pode afetar o desempenho de um site.
* Usando como única extensão de proteção não é suficiente, necessitando assim de terceiros para uma proteção mais eficiente.
* Guarda informação sobre os domínios visitados.
* Não desativa o *tracking* por parte das redes sociais, por exemplo.

## EducaFox

### Vantagens

* A

### Desvantagens

* A

# Comparação entre os sistemas

Comparar os 4 sistemas.

# Conclusão

Concluir.
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