For safety reasons, we will temporarily not open source all code that involves directly attacking LLMs. This is because there are currently no effective defense methods against such attacks, and we believe that directly publishing code may be dangerous. We will be committed to researching defense measures against such attacks, and choosing to open source these codes after achieving certain defense effects may be a more responsible approach. If reviewers have any questions about the reproducibility of this paper, we are happy to discuss or provide evidence.