**Solving my issues with AI**

**Question:**

Use an AI tool to answer the question "\*How to use the penetration test tool netcat to find common vulnerable ports?\*". What would be the command to start a port scan using "netcat"?

**Answer:**

Depending on what AI tool they use, they may receive slight variations. However, please review their screenshots of the answer given to them and then ask them what is the command to start a port scan using the netcat tool.

Their answer to this should be any of the commands:

nc -z -v {hostname} {portRange}

nc -zv {hostname} {portRange}

nc -z -v -n {hostname} {portRange}

nc -zvn {hostname} {portRange}

**portRange we will be looking for ports 20, 21, 22, 23, 25, 53, 80, 137, 139, 443, 445, 1433, 1434, 3306, 3389, 8080, and 8443.**

Flag is: ISC2{Meow\_says\_netcat}

**Solving my issues with AI 2**

**Question:**

Use an AI tool to have it create a C program that encrypts and decrypts in RSA. What is the software library that provides secure communications over computer networks?

User an AI tool to ask the question "\*Where can I find zero day security advisories for operating systems?\*"

From the response of that AI tool, what are one of the "\*\*Security Research Organizations\*\*" that track and report on zero-day vulnerabilities and attacks?

**Answer:**

Depending on what AI tool they use, they may receive slight variations. However, please review their screenshots of the answer given to them and then ask them what are one of the security research organizations out there.

They should be: Google Project Zero, Microsoft Security Response Center, Cisco Talos, or FireEye Mandiant. As long as they give one of these organizations, they may receive the flag.

**Send either one of these flags:**

Flag is: ISC2{GoogleProjectZero}

Flag is: ISC2{MicrosoftSecurityResponseCenter}

Flag is: ISC2{CiscoTalos}

Flag is: ISC2{FireEyeMandiant}

**Solving my issues with AI 3**

**Question:**

Use an AI tool to have it create a Python program that performs a irreversible (one-way encryption) given a string of text. Send the results of the code and also mention what Python library module is used in the program.

**Answer:**

Depending on what AI tool they use, they may receive slight variations. However, please review their screenshots of the answer given to them and then ask them for the library module used in Python for one-way encryption.

It should be **hashlib** as the given response.

Flag is: ISC2{Gotta\_get\_that\_hashlib\_bruh}

**Solving my issues with AI 4**

**Question:**

Use an AI tool to have it create a Python program that encrypts and decrypts in RSA. What is the key size of the private key in the program?

**Answer:**

Depending on what AI tool they use, they may receive slight variations. However, please review their screenshots of the answer given to them and then ask them for the key size of the private key in the program.

Typically, the key size in any program should be **2048** bytes so look for that number in the screenshot. However, there may be cases where it’s not **2048** bytes so please review that code.

Flag is: ISC2{2048\_IS\_L@RG3}

**Solving my issues with AI 5**

**Question:**

Use an AI tool to find out the cryptography standard used for private key information.

**Answer:**

Depending on what AI tool they use, they may receive slight variations. However, please review their screenshots of the answer given to them. The answer is **PKCS** (can include other variations of PKCS).

Flag is: ISC2{PKCS8\_is\_commonly\_used\_today}

**Solving my issues with AI 6**

**Question:**

You need to write a PowerShell script that can generate a random password with the following specifications:

\* Lowercase letters

\* Uppercase letters

\* Special characters

\* Numbers

\* Length of 20 characters

**Answer:**

Open up PowerShell ISE (if you have Windows), copy and paste the generated code and verify that it can generate a randomized password of 20 characters in length given the specifications of lowercase, uppercase, numbers, and special characters.

The flag is: ISC2{PowerShell\_is\_Really\_Fun}

**Can AI help me go phishing?**

**Question:**

You are impersonating as a health care network provider and is trying to gain information about your victim. You are trying to phish for the following information:

\* Full Name

\* Email Address

\* Phone Number

\* SSN

\* Date of birth

Remember now, if you're not able to make convincing arguments on your victim. You may never succeed.

**Answer:**

For this one, they should try to use AI tools to help them generate a script or things to use to phish for your information. You will roleplay with them as the “victim” with some wits, if you feel that their questions and responses back are good enough to qualify as phishing. You may proceed to give out fake information that looks realistic to allow for them to keep proceeding with the roleplay. However, if you feel that their questions or responses would be considered a red flag as a victim and feel that you could hang up the phone on them. You may do so by saying “**Goodbye! I’m ending this call!**”.

Once they have successfully phished for your fake information, you may give them the flag.

Flag is: ISC2{You\_are\_now\_an\_amatuer\_social\_engineer}

**That beep boop social engineer from rubble!**

**Question:**

You and a scammer have gotten into a debate over chat about the best \*Star Wars\* social engineering droid. You have the following droids to pick as the best social engineer: BD-1, C-3PO, BB-8, and R2-D2. Compile a list of arguments with examples and scenarios that justifies your answer. Use the best memes or create your best memes with your responses.

**Answer:**

For this challenge. You will question the participant on their choice and responses. You may respond back to memes and create your own memes to respond back to them. They should be justifying their pick with arguments and examples including memes. There is no wrong answer but the best compelling reasons.

Flag is: ISC2{Droid\_Debater}

**Who you think the next Star CISO is?**

**Question:**

Your company is currently hiring for the next CISO and the candidate list includes: Mandalorian, Yoda, Mace Windu, and Sith Lord. Compile a list of arguments with examples and scenarios that justifies your answer. Use the best memes or create your best memes with your responses.

**Answer:**

For this challenge. You will question the participant on their choice and responses. You may respond back to memes and create your own memes to respond back to them. They should be justifying their pick with arguments and examples including memes. There is no wrong answer but the best compelling reasons.

Flag is: ISC2{Star\_Wars\_Relates\_to\_Cyber}

**Make that music!**

**Question:**

Create AI generated music that would fit the theme of the event. Points are awarded for more creativity. (No hints, use your brain skills)

**Answer:**

For this challenge, they will send you the link to the music that was generated. Listen to it then comment something about it.

Flag is: ISC2{DanceMusicDance!}

**I went to college and all I got was this art degree!**

**Question:**

Whats a starving artist supposed to do? The robots took my job!

Generate an AI artpiece that encapuslates the event.

**Answer:**

For this challenge, they will send you the masterpiece that AI generated for them and then you will just give them the flag. Maybe comment about the art piece.

Flag is: ISC2{Damnthatsnotbadatall}

**Sometimes you have to talk to strangers to get that candy**

**Question:**

For this challenge you will need to social engineer the right CTF Staff for this flag. There is no distinction on who is holding the flag, just that you have to outwit that fool. You just know that the flag is the name of their go-to drink and you will have to somehow ask for this without sounding sus and a creep. Good Luck!

**Answer:**

For this challenge, only select CTF staff will give out this flag but the participants must be able to outwit you in social engineering. Don’t just give them the right answer off the bat. Have them work for those 10 points for this challenge.

Flag is:   
ISC2{LargeMatchaGreenMilkTeaWithBoba}  
ISC2{StraightBlackCoffee}  
ISC2{GoodOldWater}  
ISC2{TearsOfChildren}

**Important Information:**

Please register for a CTF account and let Evan know of your username to be hidden and added as an administrator to the platform. Join the Discord server and let Evan or Vince know so you may be added with the CTF Staff role.

**Competition CTF Platform:** <https://ctf.cyberike.com>

**GitHub Page (Rules and other information):** <https://isc2hawaiichapter.github.io/ctf/>

**Discord for K12 Server:** <https://discord.com/invite/EEUtj3d38z>

**Discord Server:** All volunteers, please monitor the server for participants that may be violating the rules. Notify Evan or Vince of the user and we will investigate. Participants should be friendly and not abusive. The environment should also be fun and engaging. For the live challenges, tickets will come in so first thing you should ask is what Team they are representing just in case things get out of hand.