Laboratório - Servidores Linux

# Objetivos

Neste laboratório, você usará a linha de comando do Linux para identificar servidores em execução em um determinado computador.

Parte 1: Servidores

Parte 2: Usando Telnet para testar serviços TCP

# Equipamentos recomendados

=   Máquina virtual Security Workstation.

# Instruções

## Parte 1: Servidores

Servidores são essencialmente programas escritos para fornecer informações específicas mediante solicitação. Os clientes, que também são programas, chegam ao servidor, colocam a solicitação e aguardam a resposta do servidor. Muitas tecnologias diferentes de comunicação cliente-servidor podem ser usadas, sendo as mais comuns as redes IP. Este laboratório concentra-se em servidores e clientes baseados em rede IP.

### Etapa 1: Acesse a linha de comando

a.     Faça logon na Security Workstation VM como **analyst**, usando a senha **cyberops**. A conta **analyst** é usada como exemplo de conta de usuário neste laboratório.

b.     Para acessar a linha de comando, clique no ícone de **terminal** localizado no Dock, na parte inferior da tela da VM. O emulador de terminal é aberto.

![Captura de tela das imagens do Dock com o terminal circulado.](data:image/jpeg;base64,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)

### Etapa 2: Exibir os serviços em execução no momento.

Muitos programas diferentes podem ser executados em um determinado computador, especialmente em um computador executando um sistema operacional Linux. Muitos programas são executados em segundo plano para que os usuários não detectem imediatamente quais programas estão sendo executados em um determinado computador. No Linux, os programas em execução também são chamados de *processos*.

**Observação**: a saída do comando **ps** será diferente porque será baseada no estado da VM Security Workstation.

a.     Use o comando **ps** para exibir todos os programas em execução em segundo plano:

[analyst@secOps ~]$ **sudo ps –elf**

[sudo] password for analyst:

F S UID        PID  PPID  C PRI  NI ADDR SZ WCHAN  STIME TTY          TIME CMD

4 S root         1     0  0  80   0 -  2250 SyS\_ep Feb27 ?        00:00:00 /sbin/init

1 S root         2     0  0  80   0 -     0 kthrea Feb27 ?        00:00:00 [kthreadd]

1 S root         3     2  0  80   0 -     0 smpboo Feb27 ?        00:00:00 [ksoftirqd/0]

1 S root         5     2  0  60 -20 -     0 worker Feb27 ?        00:00:00 [kworker/0:0H]

1 S root         7     2  0  80   0 -     0 rcu\_gp Feb27 ?        00:00:00 [rcu\_preempt]

1 S root         8     2  0  80   0 -     0 rcu\_gp Feb27 ?        00:00:00 [rcu\_sched]

1 S root         9     2  0  80   0 -     0 rcu\_gp Feb27 ?        00:00:00 [rcu\_bh]

1 S root        10     2  0 -40   - -     0 smpboo Feb27 ?        00:00:00 [migration/0]

1 S root        11     2  0  60 -20 -     0 rescue Feb27 ?        00:00:00 [lru-add-drain]

5 S root        12     2  0 -40   - -     0 smpboo Feb27 ?        00:00:00 [watchdog/0]

1 S root        13     2  0  80   0 -     0 smpboo Feb27 ?        00:00:00 [cpuhp/0]

5 S root        14     2  0  80   0 -     0 devtmp Feb27 ?        00:00:00 [kdevtmpfs]

1 S root        15     2  0  60 -20 -     0 rescue Feb27 ?        00:00:00 [netns]

1 S root        16     2  0  80   0 -     0 watchd Feb27 ?        00:00:00 [khungtaskd]

1 S root        17     2  0  80   0 -     0 oom\_re Feb27 ?        00:00:00 [oom\_reaper]

<some output omitted>

#### Pergunta:

Por que foi necessário executar o **ps** como root (precedendo o comando com **sudo**)?

***Área de Resposta***

b.     No Linux, os programas também podem chamar outros programas. O comando **ps** também pode ser usado para exibir essa hierarquia de processos. Use as opções **--ejH** para exibir a árvore de processos em execução no momento após iniciar o servidor web nginx com privilégios elevados.

**Observação**: As informações do processo para o serviço nginx são realçadas. Seus valores de PID serão diferentes.

[analyst@secOps ~]$ **sudo /usr/sbin/nginx**

[analyst@secOps ~]$ **sudo ps –ejH**

[sudo] password for analyst:

 PID  PGID   SID TTY          TIME CMD

    1     1     1 ?00:00:00 systemd

  167   167   167 ?        00:00:01   systemd-journal

  193   193   193 ?        00:00:00   systemd-udevd

  209   209   209 ?        00:00:00   rsyslogd

  210   210   210 ?        00:01:41   java

  212   212   212 ?        00:00:01   ovsdb-server

  213   213   213 ?        00:00:00   start\_pox.sh

  224   213   213 ?        00:01:18     python2.7

  214   214   214 ?        00:00:00   systemd-logind

  216   216   216 ?        00:00:01   dbus-daemon

  221   221   221 ?        00:00:05   filebeat

  239   239   239 ?        00:00:05   VBoxService

  287   287   287 ?        00:00:00   ovs-vswitchd

  382   382   382 ?        00:00:00   dhcpcd

  387   387   387 ?        00:00:00   lightdm

  410   410   410 tty7     00:00:10     Xorg

  460   387   387 ?        00:00:00     lightdm

  492   492   492 ?        00:00:00       sh

  503   492   492 ?        00:00:00         xfce4-session

  513   492   492 ?        00:00:00           xfwm4

  517   492   492 ?        00:00:00           Thunar

 1592   492   492 ?        00:00:00             thunar-volman

  519   492   492 ?        00:00:00           xfce4-panel

  554   492   492 ?        00:00:00             panel-6-systray

  559   492   492 ?        00:00:00             panel-2-actions

  523   492   492 ?        00:00:01           xfdesktop

  530   492   492 ?        00:00:00           polkit-gnome-au

  395   395   395 ?        00:00:00   nginx

  396   395   395 ?        00:00:00     nginx

  408   384   384 ?        00:01:58   java

  414   414   414 ?        00:00:00   accounts-daemon

  418   418   418 ?        00:00:00   polkitd

<alguma saída omitida >

#### Pergunta

Como a hierarquia de processos é representada por **ps**?
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c.     Como mencionado anteriormente, os servidores são essencialmente programas, muitas vezes iniciados pelo próprio sistema no momento da inicialização. A tarefa executada por um servidor é chamada de *serviço.* De tal forma, um servidor web fornece serviços web.

O comando **netstat** é uma ótima ferramenta para ajudar a identificar os servidores de rede em execução em um computador. O poder do **netstat** reside na sua capacidade de exibir conexões de rede.

**Observação**: sua saída podeser diferente dependendo do número de conexões de rede abertas em sua VM.

Na janela do terminal, digite **netstat**.

[analyst@secOps ~]$ **netstat**

Conexões de Internet ativas (sem servidores)

Proto Recv-Q Send-Q Local Address           Foreign Address         State

tcp        0      0 localhost.localdo:48746 localhost.local:wap-wsp ESTABLISHED

tcp        0      0 localhost.localdo:48748 localhost.local:wap-wsp ESTABLISHED

tcp6       0      0 localhost.local:wap-wsp localhost.localdo:48748 ESTABLISHED

tcp6       0      0 localhost.local:wap-wsp localhost.localdo:48746 ESTABLISHED

tcp6       0      0 localhost.local:wap-wsp localhost.localdo:48744 ESTABLISHED

tcp6       0      0 localhost.localdo:48744 localhost.local:wap-wsp ESTABLISHED

Soquetes de domínio UNIX ativos (sem servidores)

Proto RefCnt Flags       Type       State         I-Node   Path

unix  3      [ ]         DGRAM                    8472     /run/systemd/notify

unix  2      [ ]         DGRAM                    8474     /run/systemd/cgroups-agent<some output omitted>

Como visto acima, **netstat** retorna muitas informações quando usado sem opções. Muitas opções podem ser usadas para filtrar e formatar a saída do **netstat**, tornando-a mais útil.

d.     Use **netstat** com as **opções** —tunap para ajustar a saída do **netstat**.Observe que **netstat** permite que várias opções sejam agrupadas sob o mesmo sinal “**-**“.

As informações para o servidor nginx são realçadas.

[analyst@secOps ~]$ **sudo netstat -tunap**

[sudo] password for analyst:

Conexões de Internet ativas (servidores e estabelecidos)

Proto Recv-Q Send-Q Local Address           Foreign Address         State       PID/Program name

tcp        0      0 0.0.0.0:6633            0.0.0.0:\*               LISTEN      257/python2.7

tcp        0      0 0.0.0.0:80              0.0.0.0:\*               LISTEN      395/nginx: master

tcp        0      0 0.0.0.0:21              0.0.0.0:\*               LISTEN      279/vsftpd

tcp        0      0 0.0.0.0:22              0.0.0.0:\*               LISTEN      277/sshd: /usr/bin

tcp6       0      0 :::22                   :::\*                    LISTEN      277/sshd: /usr/bin

udp        0      0 192.168.1.15:68         0.0.0.0:\*                           237/systemd-network

#### Pergunta:

Qual é o significado das opções **—t**, **-u**, **—n**, **—a** e **—p** em **netstat**? (use **man netstat** para responder)

***Área de Resposta***

A ordem das opções é importante para **netstat**?
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Os clientes se conectarão a uma porta e, usando o protocolo correto, solicitarão informações de um servidor. A saída **netstat** acima exibe uma série de serviços que estão atualmente escutando em portas específicas. Colunas interessantes são:

o      A primeira coluna mostra o protocolo de Camada 4 em uso (UDP ou TCP, neste caso).

o      A terceira coluna usa o formato **<ADDRESS:PORT>** para exibir o endereço IP local e a porta em que um servidor específico está acessível. O endereço IP 0.0.0.0 significa que o servidor está atualmente escutando todos os endereços IP configurados no computador.

o      A quarta coluna usa o mesmo formato de soquete **<ADDRESS:PORT>** para exibir o endereço e a porta do dispositivo na extremidade remota da conexão. 0.0.0.0: \* significa que nenhum dispositivo remoto está usando a conexão no momento.

o      A quinta coluna exibe o estado da conexão.

o      A sexta coluna exibe o ID do processo (PID) do processo responsável pela conexão. Ele também exibe um nome curto associado ao processo.

#### Pergunta:

Com base na saída **netstat** mostrada no item (d), qual é o protocolo da Camada 4, o status da conexão e o PID do processo em execução na porta 80?
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Embora os números de porta sejam apenas uma convenção, você pode adivinhar que tipo de serviço está sendo executado na porta 80 TCP?
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e.     Às vezes, é útil cruzar as informações fornecidas pelo **netstat** com **ps**. Com base na saída do item (d), sabe-se que um processo com **PID 395** está vinculado à porta TCP 80. A porta 395 é usada neste exemplo. Use **ps** e **grep** para listar todas as linhas da saída **ps** que contêm **PID 395**. Substitua 395 pelo número PID da sua instância em execução específica do nginx:

[analyst@secOps ~]$ **sudo ps -elf | grep 395**

[sudo] password for analyst:

1 S root       395     1  0  80   0 -  1829    19:33 ?        00:00:00 nginx: master process /usr/bin/nginx

5 S http       396   395  0  80   0 -  1866    19:33 ?        00:00:00 nginx: worker process

0 S analyst   3789  1872  0  80   0 -  1190    19:53 pts/0    00:00:00 grep 395

Na saída acima, o comando **ps** é canalizado através do comando **grep** para filtrar apenas as linhas que contêm o número 395. O resultado é três linhas com quebra de texto.

A primeira linha mostra um processo de propriedade do usuário **root** (terceira coluna), iniciado por outro processo com PID 1 (quinta coluna), em 19:33 (décima segunda coluna)

A segunda linha mostra um processo com PID 396, de propriedade do usuário **http** , iniciado pelo processo 395, às 19:33.

A terceira linha mostra um processo de propriedade do usuário **analista**, com PID 3789, iniciado por um processo com PID 1872, como o comando **grep 395**.

#### Pergunta:

O processo PID 395 é **nginx**. Como isso poderia ser concluído a partir da produção acima?
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O que é **nginx**? Qual é a sua função? (Use o google para saber mais sobre o nginx)
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A segunda linha mostra que o processo 396 pertence a um usuário chamado http e tem o número de processo 395 como seu processo pai. O que isso quer dizer? Isto é um comportamento comum?
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Isso significa que nginx iniciou o processo 396 sob o nome de usuário http. Isso é normal, pois o nginx é executado para cada cliente que se conecta à porta 80 TCP.

Por que a última linha mostra grep 395?
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## Parte 2: Usando Telnet para testar serviços TCP

Telnet é um simples aplicativo de shell remoto. Telnet é considerado inseguro porque não fornece criptografia. Os administradores que optarem por usar o Telnet para gerenciar remotamente dispositivos e servidores de rede exporão as credenciais de login para esse servidor, já que o Telnet transmitirá dados de sessão em texto não criptografado. Embora o Telnet não seja recomendado como um aplicativo de shell remoto, ele pode ser muito útil para testar rapidamente ou coletar informações sobre serviços TCP.

O protocolo Telnet opera na porta 23 usando TCP por padrão. No entanto, o cliente **telnet** permite que uma porta diferente seja especificada. Ao alterar a porta e conectar-se a um servidor, o cliente **telnet** permite que um analista de rede avalie rapidamente a natureza de um servidor específico, comunicando-se diretamente com ele.

**Observação**: É altamente recomendável que o **ssh** seja usado como aplicativo de shell remoto em vez de **telnet**.

a.     Na Parte 1, o **nginx** foi encontrado para ser executado e atribuído à porta 80 TCP. Embora uma pesquisa rápida na internet revelou que o **nginx** é um servidor web leve, como um analista teria certeza disso? E se um invasor mudou o nome de um programa de malware para **nginx**, apenas para que ele pareça o popular servidor web? Use o **telnet** para se conectar ao host local na porta 80 TCP:

[analyst@secOps ~]$ **telnet 127.0.0.1 80**

Trying 127.0.0.1...

Connected to 127.0.0.1.

Escape character is '^]'.

b.     Pressione algumas letras no teclado. Qualquer tecla funcionará. Após algumas teclas serem pressionadas, pressione ENTER. Abaixo está a saída completa, incluindo o estabelecimento de conexão Telnet e as teclas aleatórias pressionadas (fdsafsdaf, neste caso):

fdsafsdaf

HTTP/1.1 400 Bad Request

Server: nginx/1.16.1

Date: Tue, 28 Apr 2020 20:09:37 GMT

Content-Type: text/html

Content-Length: 173

Connection: close

<html>

<head><title>400 Bad Request</title></head>

<body bgcolor="white">

<center><h1>400 Bad Request</h1></center>

nginx / 1.16.1

</body>

</html>

Connection closed by foreign host.

Graças ao protocolo Telnet, uma conexão TCP de texto claro foi estabelecida, pelo cliente Telnet, diretamente ao servidor nginx, ouvindo na porta 127.0.0.1 80 TCP. Esta conexão nos permite enviar dados diretamente para o servidor. Como o nginx é um servidor web, ele não entende a seqüência de letras aleatórias enviadas a ele e retorna um erro no formato de uma página web.

Por que o erro foi enviado como uma página da Web?
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Enquanto o servidor relatou um erro e encerrou a conexão, fomos capazes de aprender muito. Aprendemos que:

1)    O **nginx** com PID 395 é de fato um servidor web.

2)    A versão do **nginx** é 1.16.1.

3)    A pilha de rede da nossa VM CyberOps Workstation é totalmente funcional até a camada 7.

Nem todos os serviços são iguais. Alguns serviços são projetados para aceitar dados não formatados e não serão encerrados se o lixo for inserido via teclado. Abaixo está um exemplo de tal serviço:

c.     Olhando para a saída **netstat** apresentada anteriormente, é possível ver um processo anexado à porta 22. Use Telnet para se conectar a ele.

Porta 22 TCP é atribuído ao serviço SSH. O SSH permite que um administrador se conecte a um computador remoto de forma segura.

Abaixo está a saída:

[analyst@secOps ~]$ **telnet 127.0.0.1 22**

Trying 127.0.0.1...

Connected to 127.0.0.1.

Escape character is '^]'.

SSH-2.0-OpenSSH\_8.2

sdfjlskj

Invalid SSH identification string.

Connection closed by foreign host.

Use Telnet para se conectar à porta 68. O que acontece? Explique.
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# Questões para Reflexão

1.     Quais são as vantagens de usar netstat?
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2.     Quais são as vantagens de usar o Telnet? É seguro?
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