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| **Github账号：** |
| **个人博客关于密码学大作业的链接：**[密码学大作业\_DeeBaTO的博客-CSDN博客](https://blog.csdn.net/DeeBaTO/article/details/129343622?csdn_share_tail={"type":"blog","rType":"article","rId":"129343622","source":"DeeBaTO"}) |
| **题目：RSA大礼包** |
| **摘要：**  本次RSA大礼包大作业中，本人对于RSA的一系列使用数论以及格的攻击进行整理，以及对本次实验中提供的样本进行分析以及攻击，成功破译得到内容。  并且将代码托管于Github仓库，将文章发布于博客中。 |
| **题目描述**  有人制作了一个 RSA 加解密软件（采用的 RSA 体制的参数特点描述见密码背景部分）。已知该软件发送某个明文的所有参数和加密过程的全部数据（加密案例文件详见附件 3-1）。Alice 使用该软件发送了一个通关密语，且所有加密数据已经被截获，请问能否仅从加密数据恢复该通关密语及 RSA 体制参数？如能请给出原文和参数，如不能请给出已恢复部分并说明剩余部分不能恢复的理由？  即对给出的内容进行破解，并且分析是否参数选取不恰当，是否会被攻击成功。 |
| **过程**  将在后文进行详细描述。 |
| **总结**  我们在使用RSA的时候，需要注意是否参数选取不恰当，以及随机数生成器使得素数生成是否不安全。 |
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