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Executive Summary

1.0 Problem. This project was part of a research effort to gain knowledge by identifying

wargaming strategies used to address cyber threats on business contractor networks. The general

problem addressed in this capstone project is data breaches and cyber-attacks on business

contractor computer networks. The specific business problem is the implementation of

wargaming within the business contractor networks by systems administrators.

2.0 Purpose. This capstone research project was aimed to explore business wargaming strategies

employed by business defense contractors.

3.0 Method. The research technique used for this capstone project was a qualitative inquiry. The

data collection consisted of semi-structured interviews using Interviews.com and an artificial

intelligence transcription service. An interview guide helped guide the process of qualitative

inquiry. The usage of open-ended interview questions along with six-phase thematic analysis

help in the data analysis process.

4.0 Population. The platform UserInterviews.com was used to recruit 10 professional

participants who met the project research inclusion criteria. The research population will be

information technology system administrators with a bachelor’s degree and a minimum

experience of three years.

5.0 Results. The results showed that five themes emerged from the data analysis. The five

themes were strategies, education, internal & external influence, wargaming, and tools. Two

minor themes emerged based on being less significant, central, and permanent. Values and

collaboration are the two minor themes. These five themes were discovered from 10 participant

transcripts.
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1.2.1 Problem of Practice

The general business problem is data breaches and cyber-attacks on business contractor

computer networks. Chua (2021) provided evidence of phishing attacks, ransomware, and cyberattacks that destructively affected the U.S. Department of Health and Human Services (HHS).

The lack of security measures to protect against cyber-attacks annually on the federal business

government's information technology infrastructure has a negative impact. Excessive cyberattacks devastatingly influence the financial, economic, political, and military systems. In terms

of billions of dollars of intellectual property, data assets have been subject to cyber breaches on

unarmed and noncombatant networks (Kalakuntla et al. (2019). The unarmed networks will be

described as civilian and noncombatant networks identified by commercial contractor systems.

The general issue continues with foreign actors engaging in daily data breach infiltration.

Ii (2020) provided evidence of Russian nationals' exhaustive cyberattacks against election

software contractors. Russian nationals and companies have posed as legitimate software

companies to gather national intelligence. Federal software contractors' poor security standards,

compromised products, and compliance have led to increased infiltration by foreign actors. The

infiltration adversely affecting contractors' systems is a reason to sound the alarm and bring

resources to solve the issue. As a result of cyber-attacks, executives are not surprised that foreign

adversaries from China, Russia, and Iran have relentlessly engaged in cyber breaches (Mueller,

2018). The cyber-breaches are against the United States military and business contractor

networks. A significant number of unique cyber-attacks can focus on a particular agenda for

specific financial, economic, and political motives. The motivations of military, civilian, or

professional contractor possibilities are damaged by exclusive data breaches in explicit scenarios.

The specific management problem is the implementation of wargaming within the

business contractor networks by systems administrators resulting in data breaches, cyberattacks, and incident-handling processes (Caron, 2021). One research project focused on

developing historical capturing the flag benchmarks to train administrators on the critical aspects

of defense and offense cyber wargaming as a tool to address data breaches (Curry & Drage,

2018). Cyber wargaming is a remarkable virtual tool used in exclusive behaviors to assess data

breaches. The military and business contractor sectors share close relationships that cyber data

breaches have shown adverse effects. Richard Ledgett, former deputy director of the National

Security Agency (NSA), former CIA director Michael Hayden and US Strategic Command

James Ellis stated that state actors have the utmost capability of engaging in strategic cyberattacks against the United States defense infrastructure (Smeets, 2018). The United States head

of state is in commotion that cyber weapons have been viewed as special weapons. These special

weapons are adversary attacks similar to July and August 2008 in which Russia launched a

distributed denial of service attack-attack against Georgia's network. A data breach attack

focused on Georgian news and government websites.

The poor level of compliance between the military and business contractor networks has

exposed gaps in cybersecurity management. According to an indictment and a U.S. Securities &

Exchange Commission ("SEC") United States v. Iat Hong civil case, three Chinese nationals

hacked computers that contained information related to high-profile merger-and-acquisition

("M&A") transactions (Trope, 2019a). Client trade secrets, financial, healthcare, and law

enforcement records across business contractor networks are prime for data breaches from

Chinese hackers because of the gaps in cybersecurity management. Consequently, the definite

organizational issue is the implementation of wargaming within the business and occupational

contractor networks by systems administrators.
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