#Personnel security clearances

Unless otherwise agreed formally by the Ministry of Justice (MoJ) in writing, any person (whether MoJ staff, contractor or through supply chain) who has access to, or direct control over, MoJ data must have satisfactorily completed the baseline.

The [Baseline Personnel Security Standard (BPSS) is published on GOV.UK](https://www.gov.uk/government/publications/government-baseline-personnel-security-standard).

* [**End or change of employment**](end-or-change-of-employment.md)
* [**Leavers with NSC and NSVCs**](leavers-with-nsc-and-nscvs.md)
* [**Minimum user clearance**](minimum-user-clearance-requirements-guide.md)
* [**National Security Vetting for External Candidates FAQ**](national-security-vetting-for-external-candidates-faq.md)
* [**National Security Vetting questions**](national-security-vetting-questions.md)
* [**Pre-employment screening**](pre-employment-screening.md)
* [**Pre-Employment Screening and Vetting of External Candidates - FAQs**](pre-employment-screening-and-vetting-of-external-candidates-faqs.md)
* [**Security clearance appeals policy**](security-clearance-appeals-policy.md)

##National Security Clearances

The MoJ will advise on a case-by-case basis if an individual requires a [national security vetting and clearance](https://www.gov.uk/guidance/security-vetting-and-clearance#applicant).

##Contacts

For any further questions relating to security, contact: [security@justice.gov.uk](mailto:security@justice.gov.uk), or for security advice, contact the [Cyber Assistance Team](mailto:CyberConsultancy@digital.justice.gov.uk).

##Feedback

If you have any questions or comments about this guidance, such as suggestions for improvements, please contact: [IT policy content](mailto:itpolicycontent@digital.justice.gov.uk).