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# Algoritmi za Asimetričnu Enkripciju

Asimetrični algoritmi su sporiji od simetričnih algoritama i zbog toga se ne koriste za enkripciju cele poruke, nego samo za enkripciju manjih delova.

## DSA

DSA algoritam koristimo za potpisivanje poruke, to jest za enkripciju heša poruke. Ovim obezbeđujemo autentikaciju korisnika. Veličina ključa nam je 1024 ili 2048 bita.

## ElGamal

ElGamal-ov algoritam koristimo za asimetričnu enkripciju poruka, preciznije za enkripciju ključa sesije (kojim enkriptujemo samu poruku). Ovim obezbeđujemo da samo osoba sa odgovarajućim privatnim ključem može pročitati našu poruku. Veličina ključa nam je 1024, 2048 ili 4096 bita.

# Algoritmi za Simetričnu Enkripciju

Implementirali smo 2 algoritma simetrične enkripcije. Bilo koji od njih se može koristiti za šifrovanje poruke, ovim obezbeđujemo tajnost poruke.

## 3DES

3DES je jedna od opcija koja se može koristiti za simetričnu enkripciju poruka.

## IDEA

IDEA je druga od opcija koja se može koristiti za simetričnu enkripciju poruka.