Hoy en día la ciberseguridad es tema fundamental para toda empresa y para toda persona que tiene acceso a la tecnología, el ejemplo de un Cibercrimen es al memento de entrar a tu red es como si se entrara a tu propia casa.

Ciberseguridad es muy buscado y es una gran oportunidad de hacer dinero pues hay pocos que sepan del tema y que sean buenos, las empresas tienden a digitalizarse y muchas de ellas son vulnerables por lo que se buscan personas que prevengan o vean ese tipo de vulnerabilidades para no ser atacado o robado virtualmente.

Ejemplo de Facebook:

Se atacó Facebook encontrando una vulnerabilidad, lograron robar 50 millones de cuentas y venderlas.

FRASE: "LA AMENAZA MAS DAÑINA ES AQUELLA DE LA QUE NO ESTAMOS CONSCIENTES."

Pruebas de hackeo para revisar la seguridad de dicha empresa

Red team operations: Equipo de atacantes, simulan amenazas para ver si pueden identificar y detener las amenazas.

Otro equipo los intenta detener o ver lo que hacen y las amenazas.

Al final se unen ambos para aprender que pasó y que no.

Roban todo lo que encuentran, no solo van por simples datos sino por lo que te vuelve competitivo como empresa, roban propiedad intelectual, estrategias de merca, informaciones de ID, datos de clientes etc...

Cibercrimen se incrementa en 400% en solo 1 año.

""""Cybercrime in a box"""""

Ahí va a parar la información que se roba y se contactan para hacer crimen

WEF anotó como top de riesgos el cibercrímen, un 88% de ataques es exitoso.

Amenazas comunes

Phishing, Rasomware, Vhising, DD, Baiting, Robo de identidad etc...

Crimen ahora se realiza por software.

Bancos muy afectados.

Literalmente todo está conectado ahora por wifi.

CASO SPEI.

Ya hasta los coches están conectados