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# REPORT

## Abstract:

Explore forming Malformed packets and analyze their impact on some target and writing a script to analyze the same. Programmatically analyze trace data to detect port scanning activity

## Objectives

## Our goal is to do the following:

## Forming Malformed Packets

* Craft a TCP packet or set of TCP packets (using a tool or a piece of code) to send to a target.
* Observe the target's response with a packet capturing tool or view the results of those packet attacks in the log files on the target.

## Anomaly Detection

* Programmatically analyze trace data to detect port scanning activity.
* Observe the target's response with a packet capturing tool or view the results of those packet attacks in the log files on the target.
* Develop a Python program that analyzes a PCAP file in order to detect possible port scans.

## Approach:

## Anomaly Detection:

The Python script is designed to read in pcap files and analyze for **port scans** and **DDOS attacks**.

*Usage:*

$ # python3 analyser.py <PATH\_TO\_FILE>

$ python3 analyser.py pcap/namp/nmap\_standard\_scan

*Working:*

The script aims at parsing pcap files and check for TCP packets. Then proceeds to check if it is a SYN packet.

syn\_flag = ( tcp.flags & dpkt.tcp.TH\_SYN ) != 0

ack\_flag = ( tcp.flags & dpkt.tcp.TH\_ACK ) != 0

We then keep track of SYN to ACK ratio per IP address.

We later check if it is a:

* DDos Attack by:

for ip, count in self.malicious\_ip.items():

if(count[0] > 3 \* count[1]):

# Add to attack list

* Port Scan by: **TYPE: TCP-HALF-OPEN**

for ip in s.get\_port\_lists().keys():

ports = self.port\_list[ip]

return len(ports) > 1000
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