//conexion con el servidor de mongoDB

mongoose.connect("mongodb://localhost:27017/userDB", { useNewUrlParser: true, useUnifiedTopology: true});

//creacion de esquema para cada documento (conjunto de datos)

const userSchema = {

    email: String,

    password: String

};

//creacion de modelo de tabla con base en el esquema (la cual mongoDB pluraliza posteriormente)

const User = new mongoose.model("User", userSchema);

app.get("/", function(req, res) {

    res.render("home");

})

//VENTANA LOGIN

app.get("/login", function(req, res) {

    res.render("login");

});

app.post("/login", function(req, res){

    const username = req.body.username;

    const password = req.body.password;

    //verificamos si el email del usuario se encuentra registrado, en caso tal se verifica si la contraseña ingresada es la misma que se encuentra almacenada

    User.findOne({email: username}, function(err, foundUser) {

        if(err) {

            console.log(err);

        } else {

            if(foundUser) {

                if(foundUser.password === password) {

                    res.render("Secrets");

                }

            }

        }

    });

});

//VENTANA REGISTER

app.get("/register", function(req, res) {

    res.render("register");

});

app.post("/register", function(req, res) {

    const newUser = new User({

        email: req.body.username, //se relaciona con el input que se encuentra en register.ejs cuyo "name" es "username"

        password: req.body.password  //se relaciona con el input que se encuentra en register.ejs cuyo "name" es "password"

    });

    newUser.save(function(err) {

        if(err) {

            console.log(err);

        } else {

            res.render("secrets");

        }

    });

});
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