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# Zachytenie protokolovej komunikácie

## Formát protokolu

### Všeobecný popis protokolu

Protokol ISA je nadstavbou nad TCP protokolom. Po nadviazaní komunikácie medzi socketmi klienta a servera cez TCP, klient pošle request a v prípade dodržania formátu protokolu, naň server pošle naspäť response. Request aj response sa začína znakom “(“ a končí znakom “)”.

Request môže vyzerať nasledovne:

### Requesty a response

#### Command register

Format request pre register vyzera nasledovne: (register “<username>” “<epwd>”)  
kde sa <username> nahradi usernamom vyplneným v argumentoch program a <epwd> je heslo z argumentov programu, ktoré bolo encodované pomocou base64.  
Server naň odpovedá responsum vo formate: (ok “registered user <username>”) alebo   
(err “

#### Command login

#### Command list

#### Command send

#### Command fetch

#### Command logout
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