**Curso 1: ¡Alerta de Ciberseguridad! (Fundamentos)**

Este curso introduce los conceptos básicos y la importancia de la ciberseguridad, así como las amenazas más comunes.

* **Módulo 1:** La Ciberseguridad en el Mundo Actual
* **Módulo 2:** Conceptos Fundamentales de Seguridad
* **Módulo 3:** El Paisaje de las Amenazas Digitales
* **Módulo 4:** Phishing y Fraudes en Línea
* **Módulo 5:** Ingeniería Social: La Manipulación Humana

**Curso 2: Fortalece Tu Acceso (Contraseñas y Autenticación)**

Se enfoca en la creación y gestión de contraseñas seguras y la importancia de la autenticación de múltiples factores.

* **Módulo 6:** Contraseñas Seguras: Tu Primera Línea de Defensa
* **Módulo 7:** Gestores de Contraseñas Corporativos
* **Módulo 8:** Autenticación de Múltiples Factores (MFA/2FA)
* **Módulo 9:** Seguridad del Correo Electrónico Corporativo
* **Módulo 10:** Navegación Segura en Internet

**Curso 3: Protegiendo Tus Herramientas (Software y Dispositivos)**

Cubre la seguridad relacionada con el software, las descargas y el mantenimiento de los sistemas operativos.

* **Módulo 11:** Descargas Seguras y Software Confiable
* **Módulo 12:** Actualizaciones de Software y Sistemas Operativos
* **Módulo 13:** Seguridad de Dispositivos Móviles (Smartphones y Tablets)
* **Módulo 14:** Gestión de Aplicaciones en Dispositivos Móviles
* **Módulo 15:** Conectividad Segura (Wi-Fi y Redes)

**Curso 4: Datos en Movimiento (Nube y Archivos)**

Abarca las prácticas seguras para el trabajo remoto y la gestión de datos en la nube y archivos.

* **Módulo 16:** Trabajar de Forma Segura desde Casa (Teletrabajo)
* **Módulo 17:** Protección de Datos en la Nube Corporativa
* **Módulo 18:** Seguridad de Documentos y Archivos
* **Módulo 19:** Dispositivos USB y Medios Extraíbles
* **Módulo 20:** Privacidad de la Información Personal

**Curso 5: Tu Huella Digital (Redes Sociales y Privacidad)**

Explora la gestión de la privacidad en redes sociales y la huella digital que dejamos en línea.

* **Módulo 21:** Redes Sociales y Seguridad Corporativa
* **Módulo 22:** Navegación Anónima y Privada (Conceptos Básicos)
* **Módulo 23:** Reporte de Incidentes de Seguridad
* **Módulo 24:** Primeros Pasos Ante una Sospecha de Ataque
* **Módulo 25:** Copias de Seguridad (Backups)

**Curso 6: El Entorno Seguro (Físico y Legal)**

Se centra en la seguridad física de la información y la importancia de las normativas de protección de datos.

* **Módulo 26:** Seguridad Física en la Oficina
* **Módulo 27:** Desechando Información de Forma Segura
* **Módulo 28:** Conceptos Básicos de Cifrado (Aplicado)
* **Módulo 29:** Certificados Digitales y Firmas Digitales
* **Módulo 30:** Legislación y Normativa Básica de Protección de Datos

**Curso 7: Detrás de Escena (Amenazas y Gestión)**

Proporciona una visión de cómo las amenazas se organizan y cómo la empresa las gestiona a nivel más estratégico.

* **Módulo 31:** El Rol de la Auditoría en Ciberseguridad
* **Módulo 32:** Amenazas Internas y Maliciosas
* **Módulo 33:** Seguridad en Videoconferencias y Colaboración Remota
* **Módulo 34:** El Ciberataque como Negocio (Bajo Nivel)
* **Módulo 35:** Protección contra la Suplantación de Identidad

**Curso 8: Reconociendo el Peligro (Detección y Prevención)**

Desarrolla habilidades para identificar sitios web fraudulentos y entender las bases del monitoreo de seguridad.

* **Módulo 36:** Seguridad en el Uso de Redes Sociales Corporativas
* **Módulo 37:** Reconocimiento de Sitios Web Fraudulentos
* **Módulo 38:** La Importancia del Monitoreo y Auditorías
* **Módulo 39:** Plan de Continuidad de Negocio (BCP) y Recuperación ante Desastres (DRP)
* **Módulo 40:** Riesgos de Dispositivos Personales en la Red Corporativa (BYOD)

**Curso 9: Defensas Activas (Herramientas y Ataques Comunes)**

Introduce las herramientas de protección como firewalls y antivirus, y explica ataques más técnicos a un nivel básico.

* **Módulo 41:** Conceptos Básicos de Firewalls y Antivirus
* **Módulo 42:** Seguridad de la Información en Impresoras y Escáneres
* **Módulo 43:** Protección contra Spyware y Adware
* **Módulo 44:** Ataques de Denegación de Servicio (DoS/DDoS) - Nivel Introductorio
* **Módulo 45:** El Factor Humano en la Ciberseguridad

**Curso 10: La Cultura de la Seguridad (Práctica y Compromiso)**

Este curso final refuerza el papel del empleado como defensor de la seguridad, incluyendo simulacros y el compromiso personal.

* **Módulo 46:** Simulación de Phishing (Ejercicio Práctico)
* **Módulo 47:** La Importancia de la Capacitación Continua
* **Módulo 48:** Preguntas Frecuentes y Mitos Comunes
* **Módulo 49:** Compromiso Personal con la Ciberseguridad
* **Módulo 50:** Evaluación Final.