**Mohawk College Cyber Security Club**

**Meeting Minutes – July 20, 2020**

Num. of Attendees: 6

Start Time: 7 p.m.

End Time: 8:28 p.m.

**Announcements**

* Guest Speakers
  + Kevin has received a list of contacts from Drew and will be reaching out to arrange guest speakers
* 50% Off WhizLabs
  + Coupon code WHIZSITE50
  + Courses and practice tests (Prices in USD)
  + <https://www.whizlabs.com/>
* New TryHackMe room – Overpass
  + FREE! With a Hidden TryHackMe subscription somewhere in the machine
  + “What happens when a group of broke Computer Science students try to make a password manager?” Requires you to use one of the OWASP Top 10 Vulnerabilities
  + <https://tryhackme.com/room/overpass>
* July 13th-23rd – OWASP 10 Days of Challenges
  + 3 p.m. EST Each day with PRIZES!
  + Challenges posted permanently on TryHackMe after the 23rd
  + <https://tryhackme.com/room/owasptop10>
* July 18th-22nd  – CSI CTF
  + Jeopardy style, beginner to intermediate
  + <https://ctf.csivit.com/>
* July21st – VMware Evolve Event
  + 12:00 – 4:00 p.m.
  + <https://evolve.vmware.com/register.html>
* July 23rd – Endpoint Security in a Post-Pandemic World
  + 12 p.m. EST
  + One attendee will win a free year of InfoSec Skills
  + [https://www.infosecinstitute.com/webinar/endpoint-security-in-a-post-pandemic-world](https://www.infosecinstitute.com/webinar/endpoint-security-in-a-post-pandemic-world/?utm_source=pardot&utm_medium=email%20blast&utm_campaign=infosec%20insights&utm_content=2020-07-10&email=wong.kevin@live.ca&firstname=Kevin&lastname=Wong&company=Mohawk)
* October 8th – Catch some of the Wild West Hackin’ Casts, and learn about the Fundamentals of Exploit Development
  + Was originally July 6th, rescheduled to October 8th
  + <https://wildwesthackinfest.com/wild-west-hackin-casts/>
* November 16th-18th - Getting Started in Security with BHIS and MITRE ATT&CK w/ John Strand
  + Pay what you want ($0-$395) discount codes listed on website
  + 16 Hours – 4 days of 4 hour sessions, meeting times listed on website
  + <https://register.gotowebinar.com/register/9119087065621045518?source=wwhf>

**Meeting**

* Continuing on UnderTheWire – “Century” challenges
  + <https://www.underthewire.tech/wargames.htm>
  + Recapped levels 9 and 10
  + Level 11 password: windowsupdate110
  + Level 12 password: secret\_sauce
  + Level 13 password: i\_authenticate\_things
  + Level 14 password: 755
  + Level 15 password: 153
  + Completed!

**Resources**

* OSCP Course Guide
  + Learn the core concepts of the PWK course but FREE!
  + <https://www.netsecfocus.com/oscp/2019/03/29/The_Journey_to_Try_Harder-_TJNulls_Preparation_Guide_for_PWK_OSCP.html>
* PowerShell Refreshers
  + <https://www.guru99.com/powershell-tutorial.html>
  + <http://ramblingcookiemonster.github.io/images/Cheat-Sheets/powershell-basic-cheat-sheet2.pdf>
* Cyber Defense Analyst (CIA) Job Description
  + <https://www.cisa.gov/cyber-defense-analyst>
  + Follow the link to view an example of a job in the industry and the requirements for it
* Improving Packet Capture Performance
  + Maximize packet capture capabilities from Zeek, tcpdump, and WireShark
  + <https://www.activecountermeasures.com/improving-packet-capture-performance-1-of-3/>
* Upgrade Kali Windows Subsystem Linux to a full GUI
  + <https://www.youtube.com/watch?v=AfVH54edAHU&feature=youtu.be>
* Pwncat
  + <https://github.com/calebstewart/pwncat>