**Mohawk College Cyber Security Club**

**Meeting Minutes – October 22, 2020**

Num. of Attendees: 9 Start Time: 7 p.m. End Time: 8:30 p.m.

**Announcements**

* **The club is looking to create teams for 2 upcoming events**
  + November 7th – 8th – Collegiate Penetration Testing Competition (CPTC)
    - **6 SPOTS REMAINING! The deadline to express interest is this Sunday at noon!**
    - ([https://www.siberx.org/event/cptc/)](https://www.siberx.org/event/cptc/)
  + End of March 2021 – Canadian Collegiate Cyber Exercise (C3X)
    - **The club is looking to fill a team of 10-15 people for this event!**
    - <https://www.thec3x.com/>

**Meeting**

* **TryHackMe Steganography Room**
  + <https://tryhackme.com/room/ccstego>
  + Tools used: steghide, zsteg
  + Completed up to Task 4
* **DVWA – Damn Vulnerable Web Application**
  + Guide to install a local instance: <https://www.kalilinux.in/2020/01/setup-dvwa-kali-linux.html>
  + Using the website on a low security level
  + Brute Force challenge attempted using Hydra
  + Reflected XXS section looked at
  + Stored XXS section looked at

**Upcoming Webinars/Events**

* **Getting Started in Security with BHIS and MITRE ATT&CK w/ John Strand**
  + November 16th-18th - Pay what you want ($0-$395) codes listed on website
  + 16 Hours – 4 days of 4 hour sessions, meeting times listed on website
  + <https://register.gotowebinar.com/register/9119087065621045518?source=wwhf>

**Resources**

* **A list of Windows Event Codes, their meanings, and additional information:**
  + <https://www.ultimatewindowssecurity.com/securitylog/encyclopedia/Default.aspx>
* **A more complete list of status codes and their meanings that may be missing from the above resource:**
  + <https://msdn.microsoft.com/en-us/library/cc704588.aspx>
* **An excellent resource for packet captures and analysis information:**
  + <https://www.malware-traffic-analysis.net/>
* **Robust decoding/encoding tool:**
  + <https://gchq.github.io/CyberChef/>