**A3 Cross-Side-Scripting**

* **Leicht Verwundbar, wenn**
  + Eine Website die Eingaben seiner Textfelder interpretiert

**Beispiel Attacken**

* + Datendiebstahl:
    - Durch täuschend echt wirkende Benutzeranmeldeseiten, welche aber bösartiger Herkunft sind, obwohl sie eine autoritäre URL aufweisen
* **Wie verhindert man Attacke auf verwundbare Stellen der Website**
  + Benutzereingaben werden validiert:
    - Befehle erkennen und blockieren