Политики и службы WSUS:

Службы:

1. Конфигурация компьютера-Политики-Конфигурация Windows -Системные службы-Служба WSUS – Режим запуска Автоматический;
2. Конфигурация компьютера-Политики-Конфигурация Windows -Системные службы-Центр обновления Windows – Режим запуска Автоматический.

Политики:

Административные шаблоны – Компоненты Windows – Центр обновления Windows:

1. Запретить доступ для использования любых средств Центра обновления Windows: Включено
2. Настройка автоматического обновления: Включено

Настройка автоматического обновления: 4;

Установить во время автоматического обслуживания: Включено

1. Не выполнять автоматическую перезагрузку при автоматической установке обновлений, если в системе работают пользователи: Отключено;
2. Не подключаться к расположениям Центра обновления Windows в Интернете: Включено
3. Разрешать пользователям, не являющимся администраторами, получать уведомления об обновлениях: Включено
4. Разрешить клиенту присоединиться к целевой группе: Включено

Имя целевой группы для данного компьютера - Указываете свою

1. Разрешить немедленную установку автоматических обновлений: Включено
2. Указать размещение службы обновлений Майкрософт в интрасети: Включено

Укажите службу обновлений в интрасети для поиска обновлений: <http://examSA.loc:8530>

Укажите сервер статистики в интрасети: <http://examSA.loc:8530>

Выберите поведение прокси-сервера для обнаружения обновлений клиентов Центра обновления Windows: Разрешить использовать прокси-сервер пользователям в качестве резерва, если не удается выполнить обнаружение с использованием системного прокси-сервера

Команда реестра для подключения к рабочим папкам (Windows PowerShell от имени Администратора):

Reg add HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\WorkFolders /v AllowUnsecureConnection /t REG\_DWORD /d 1