|  |
| --- |
| {name} |
| Vulnerability Report |
| {date | convertDateLocale: 'us': 'full'} |
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# Introduction

## Contexte et objectifs de la mission

{company.name} ask to carry out {pentest.type}. The objectives of these tests were to:

* Identify vulnerabilities in the web application and the mobile application (iOS for iPad);
* Identify the risks associated with the identified vulnerabilities;
* To propose prioritized corrective actions;
* Formalize these elements in a clear and understandable report for technical and business contacts.

## Périmètre de la mission

{company.name} has mandated us to perform security tests on the following scope:

* {-w:p scope}{name}{/scope}

## Méthodologie

The engagement was based the following approaches:

* Phase 1: Information gathering & target mapping;
* Phase 2: Vulnerability scan & attack plan identification;
* Phase 3: Exploitation of identified vulnerabilities & elevation of privileges;
* Phase 4: Consolidation & results restitution.

## Déroulement des travaux

The testing activities were performed between {date\_start | convertDateLocale} and {date\_end | convertDateLocale}.

## Limites

## Remise en état

# Summary

## Executive summary

{#executive\_summary.text}

{@text | convertHTML}

{/executive\_summary.text}

## Vulnérabilités et recommandations

Following vulnerabilities have been discovered:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| # | Vulnérabilités | Gravité | Recommandations | Priorité |
| {#findings}{#cvss.baseSeverity == 'Critical'}{identifier | changeID: 'V'} | {title} | {cvss.baseSeverity} | {title\_reco} | {priority}{/cvss.baseSeverity == 'Critical'}{/findings} |
| {#findings}{#cvss.baseSeverity == 'High'}{identifier | changeID: 'V'} | {title} | {cvss.baseSeverity} | {title\_reco} | {priority}{/cvss.baseSeverity == 'High'}{/findings} |
| {#findings}{#cvss.baseSeverity == 'Medium'}{identifier | changeID: 'V'} | {title} | {cvss.baseSeverity} | {title\_reco} | {priority}{/cvss.baseSeverity == 'Medium'}{/findings} |
| {#findings}{#cvss.baseSeverity == 'Low'}{identifier | changeID: 'V'} | {title} | {cvss.baseSeverity} | {title\_reco} | {priority}{/cvss.baseSeverity == 'Low'}{/findings} |

# Constats détaillés

The following details the vulnerabilities identified in the scope, together with an estimate of the impact of the exploitation of the vulnerability, the ease of exploitation of the vulnerability and its criticality. Also referenced are the business risks associated with the vulnerability in the context of your environment, as well as the recommendation for remediating the vulnerability and reducing the risks.

{#findings}

|  |  |  |
| --- | --- | --- |
| {identifier | changeID: 'V'} | {title} | Gravité |
| {@cvss.cellColor}  {cvss.baseSeverity} |
| Libellé | {#description}  {@text | convertHTML}  {/description} | |
| Périmètre | {@affected | convertHTML} | |

|  |  |  |
| --- | --- | --- |
| Recommandation | | |
| {identifier | changeID: 'E'} | {title\_reco} | Priorité |
| {priority} |
| Libellé | {#remediation}  {@text | convertHTML}  {/remediation} | |
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{@text | convertHTML}
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