1. Устанавливаем sshd с помощью команды:

apt-get install openssh-server

2. Редактируем файл конфигурации ssh

nano /etc/openssh/sshd\_config

Раскомментируем PasswordAutentification в положение no, если хотим входить по ключу, а не по паролю.

3. Пишем команду генерации ключа:

ssh-keygen

Никаких дополнительных действий не требуется, можно просто ввести команду и кликать Enter

Ключ по умолчанию лежит в папке ~/.ssh, куда можно зайти при помощи команды cd ~/.ssh и командой просмотреть все файлы в директории.

4. Передаем ключ на второй компьютер к которому будем подключаться

ssh-copy-id <Пользователь под которым входим>@<ip-add на который передаем ключ>

Когда просят ввести пароль, вводим.