## **Parking lot USB exercise**

|  |  |
| --- | --- |
| **Contents** | Write **2-3 sentences** about the types of information found on this device.  Jorge's drive contains a mix of personal and work-related files, so it contains PII. For example, it contains folders that appear to store family and pet photos. There is also a new hire letter and an employee shift schedule. It is not safe to store personal files with work files. |
| **Attacker mindset** | *This USB drive could have been a fake USB and could have encrypted all the computers in the hospital asking for a ransom (ransomware). This USB drive could also have been used to steal PII from Jorge and then make social engineering attacks. It could have provided access to the business if used maliciously with social engineering* |
| **Risk analysis** | This USB could have gotten a Ransomware, or a virus encrypting all the directories and files in the computer, it could have destroyed the computer. This USB can be stolen by a hacker to target the PII inside, and then use this PII to make social engineering attacks. |