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**Resumo – Com a ampliação das leis protetoras de dados digitais privados ao redor do mundo como G.D.P.R e a L.G.P.D. - Surgiu um espaço não explorado e sem atenção até as décadas recentes, a interseção das ciências humanas com as ciências exatas, a aplicação de Inteligências Artificiais para a manipulação desses dados dentro do contexto da área de direito para de alguma forma facilitar o cumprimento da lei em garantir a persistência dos dados e sua proteção. Neste trabalho será apresentado um processo de análise e identificação de dados privados por meio de diversos modelos de máquinas criados, com objetivo de analisar o potencial dessas máquinas ao identificar os dados como sua capacidade de recomendar encriptações como um método de proteção de tais dados.**
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# INTRODUÇÃO

Com a evolução da tecnologia focada em conectar computadores se tornou disponível para as pessoas nos anos 90, surgiu a World Wide Web e futuramente, nomeado Web 1.0 – Sendo um sucesso mundial e fornecendo diversos sites focados em encontrar informações espalhadas na internet, geralmente contendo sites estáticos e sem muitos detalhes e funcionalidades, também, essa versão da web fornecia atualizações para sistemas e softwares, tais como o rudimentar Windows Update do Windows 95 e sites de terceiros dedicados para jogos como Quakeworld (hoje em dia continuado por fãs, o web site original está fechado), nessa época a internet vivia sem rumo sobre sua funcionalidade concreta no futuro, até que em 1999 surgiu o primeiro uso do termo para sua segunda iteração, a Web 2.0

A Web 2.0 foi pensada na interatividade entre pessoas na internet além do acesso e busca de informações, com isso diversos sites novos começaram a nascer focados em fornecer serviços como os de construções de Wikis, Aplicações Web, Mashups, Redes Sociais, Eventos Colaborativos (caridades e doações para determinados motivos tais quais crowdsourcing e crowdfunding, ambos para financiar tipos de projetos, tais como Patreon e Kickstarter), Conteúdo gerado de usuários (Youtube), Blogs, Streaming Curadoria Social (Reddit e Instagram). Com esse serviço disponível agora em mãos dos usuários e popularizado ao ponto de dados sensíveis como cartões de créditos, emails e outras informações pessoais circulando, era inevitável a chegada de agentes indesejáveis atacando a rede em busca de acesso a esses dados, buscando lucro em tentativas de se apropriar desses dados.

Os ataques desses agentes eventualmente resultaram na criação de leis progenitoras, focadas em tratar ataques relacionados a privacidades, como a Lei de Combate a Crimes Cibernéticos (12.737/2012) criada para tratar o caso da Carolina Dieckmann. Em 2016 um evento no Reino Unido onde o Facebook indevidamente estava utilizando dados privados de alunos em uma universidade, acabou resultando na *General Data Protection Regulation* (GDPR), dois anos depois, o congresso brasileiro criou sua resposta em forma de lei, utilizando a lei 12.737/2012 e bases da GDPR para criar a Lei Geral de Proteção de dados (LGPD). Após sua implementação em maio de 2021, diversos métodos de implementação da lei foram adotados para respeita-la, de novas opções de gerenciamentos de cookies até como os dados são manipulados no em sistemas.

# FUNDAMENTAÇÃO TEÓRICA

AAA

# TRABALHOS RELACIONADOS

Nesta implementação da IBM [3], o QRadar funciona como um sistema automatizado na Cloud para detecção de irregularidades em uma base de dados, caso um cliente deseje seus dados sensíveis deletados, o QRadar vai realizar uma varredura para confirmar se os dados sensíveis foram realmente deletados e ativar um trigger caso este ainda esteja no sistema onde foi detectado. Nesta revisão de literatura, procura entender e ajudar a melhorar o conceito utilizado pela IBM permitindo não só essas detecções, como também avisando quando dados sensíveis não estão encriptados, realizar o descarte de dados sensíveis quando estes não forem descartados direito, invés de apenas avisar.

Neste trabalho de pesquisa [4], também da IBM, o modelo de ML utilizado por pelos pesquisadores usa escolhas binárias para os dados coletados serem minimizados de acordo com a GDPR, no caso, estão a utilizar dado de um hospital para escolher quais dados podem ser deletados baseado nos parâmetros escolhidos. O projeto a ser criado, propõe não só minimizar os dados como também encriptar os dados sensíveis, sendo uma melhora em relação a esta pesquisa da IBM.
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