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**Resumo – Com a ampliação das leis protetoras de dados digitais privados ao redor do mundo como G.D.P.R e a L.G.P.D. - Surgiu um espaço não explorado e sem atenção até as décadas recentes, a interseção das ciências humanas com as ciências exatas, a aplicação de Inteligências Artificiais para a manipulação desses dados dentro do contexto da área de direito para de alguma forma facilitar o cumprimento da lei em garantir a persistência dos dados e sua proteção. Neste trabalho será apresentado um processo de análise e identificação de dados privados por meio de diversos modelos de máquinas criados, com objetivo de analisar o potencial dessas máquinas ao identificar os dados como sua capacidade de recomendar encriptações como um método de proteção de tais dados.**

**Abstract – The**
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# INTRODUÇÃO

Com a evolução da tecnologia focada em conectar computadores se tornou disponível para as pessoas nos anos 90, surgiu a World Wide Web e futuramente, nomeado Web 1.0 – Sendo um sucesso mundial e fornecendo diversos sites focados em encontrar informações espalhadas na internet, geralmente contendo sites estáticos e sem muitos detalhes e funcionalidades, também, essa versão da web fornecia atualizações para sistemas e softwares, tais como o rudimentar Windows Update do Windows 95 e sites de terceiros dedicados para jogos como Quakeworld (hoje em dia continuado por fãs, o web site original está fechado), nessa época a internet vivia sem rumo sobre sua funcionalidade concreta no futuro, até que em 1999 surgiu o primeiro uso do termo para sua segunda iteração, a Web 2.0

A Web 2.0 foi pensada na interatividade entre pessoas na internet além do acesso e busca de informações, com isso diversos sites novos começaram a nascer focados em fornecer serviços como os de construções de *Wikis*, Aplicações Web, *Mashups*, Redes Sociais, Eventos Colaborativos (caridades e doações para determinados motivos tais quais crowdsourcing e crowdfunding, ambos para financiar tipos de projetos, tais como *Patreon* e *Kickstarter*), Conteúdo gerado de usuários (*Youtube*), Blogs, Streaming Curadoria Social (*Reddit* e *Instagram*). Com esse serviço disponível agora em mãos dos usuários e popularizado ao ponto de dados sensíveis como cartões de créditos, emails e outras informações pessoais circulando, era inevitável a chegada de agentes indesejáveis atacando a rede em busca de acesso a esses dados, buscando lucro em tentativas de se apropriar desses dados.

Os ataques desses agentes eventualmente resultaram na criação de leis progenitoras, focadas em tratar ataques relacionados a privacidades, como a Lei de Combate a Crimes Cibernéticos (12.737/2012) criada para tratar o caso da Carolina Dieckmann. Em 2016 um evento no Reino Unido onde o Facebook indevidamente estava utilizando dados privados de alunos em uma universidade, acabou resultando na *General Data Protection Regulation* (GDPR), dois anos depois, o congresso brasileiro criou sua resposta em forma de lei, utilizando a lei 12.737/2012 e bases da GDPR para criar a Lei Geral de Proteção de dados (LGPD). Após sua implementação em maio de 2021, diversos métodos de implementação da lei foram adotados para respeita-la, de novas opções de gerenciamentos de cookies até como os dados são manipulados no em sistemas.

# FUNDAMENTAÇÃO TEÓRICA

Esta seção é dedicada a discussão sobre os conceitos básicos relacionados aos temas da LGPD, Machine Learning e encriptação.

# LEI GERAL DE PROTEÇÃO DE DADOS

Criada em 2018 e entrado em vigor em 2021, a Lei Geral de Proteção de Dados 13.709/2018 (abreviando como LGPD) possui o objetivo de garantir os direitos de privacidade e proteção de dados sensíveis de usuários e o livre desenvolvimento da personalidade pessoal natural – a lei atua também como um mecanismo de segurança judiciária, promovendo padronizações, regulamentos, práticas de proteção de dados pessoais/sensíveis e a punição por multas e até prisões, caso ocorra não realização da lei.

Pela lei, dados sensíveis/privados são informações relacionadas diretamente a intimidade pessoal de um indivíduo, opiniões políticas, convicções religiosas, filiação a organizações religiosas/políticas/filosóficas, etnia, dados relacionados a saúde, dados genéticos (como biometria e afins), CPF e todo outro tipo de informação do qual possa ser vinculada a vida íntima de uma pessoa.

A lei garante ao cidadão a capacidade de deleção dos dados sensíveis/privados, revogar consentimento do uso de tais dados, transferir os dados para outro serviço similar ao serviço atual, acesso aos dados para atualiza-los e garantir a consistência dos dados no meio digital.

Além disso a lei [5], também dispõe significados para como esses dados podem ser manipulados, pela lei, o tratamento de dados é entendido como qualquer tipo de operação onde os dados pessoais recebem interação por parte de um profissional, tais como acessar um dado, alterar, deletar, produzir, coletar, classificar, acessar, reproduzir, copiar, processar, armazenar e quais queres outras manipulações possíveis com os dados.

A lei também determina a existência de um operador e um controlador, operadores são pessoas das quais possam tomar decisões finais a respeito de como o dado vai ser manipulado e os operadores realizam as manipulações, ambos podem ser pessoas naturais ou jurídicas, sendo elas do âmbito público ou privado [5].

Pelas considerações do Art. 6 [5], o tratamento de dados pessoais deve seguir alguns princípios, para este projeto, os princípios considerados para atingir o objetivo procurado são transparência, adequação, finalidade e responsabilização.

Os princípios seguem como [5]:

1. **Finalidade:** realização do tratamento para propósitos legítimos, específicos, explícitos e informados ao titular, sem possibilidade de tratamento posterior de forma incompatível com essas finalidades;
2. **Adequação:** compatibilidade do tratamento com as finalidades informadas ao titular, de acordo com o contexto do tratamento;
3. **Necessidade:** limitação do tratamento ao mínimo necessário para a realização de suas finalidades, com abrangência dos dados pertinentes, proporcionais e não excessivos em relação às finalidades do tratamento de dados;
4. **Livre Acesso:** garantia, aos titulares, de consulta facilitada e gratuita sobre a forma e a duração do tratamento, bem como sobre a integralidade de seus dados pessoais;
5. **Qualidade de dados:** garantia, aos titulares, de exatidão, clareza, relevância e atualização dos dados, de acordo com a necessidade e para o cumprimento da finalidade de seu tratamento;
6. **Transparência:** garantia, aos titulares, de informações claras, precisas e facilmente acessíveis sobre a realização do tratamento e os respectivos agentes de tratamento, observados os segredos comercial e industrial;
7. **Segurança:** utilização de medidas técnicas e administrativas aptas a proteger os dados pessoais de acessos não autorizados e de situações acidentais ou ilícitas de destruição, perda, alteração, comunicação ou difusão;
8. **Prevenção:** adoção de medidas para prevenir a ocorrência de danos em virtude do tratamento de dados pessoais;
9. **Não discriminação:** impossibilidade de realização do tratamento para fins discriminatórios ilícitos ou abusivos;
10. **Responsabilização:** demonstração, pelo agente, da adoção de medidas eficazes e capazes de comprovar a observância e o cumprimento das normas de proteção de dados pessoais e, inclusive, da eficácia dessas medidas.

# TRABALHOS RELACIONADOS

A IBM realizou um trabalho onde foi desenvolvido um sistema automatizado na nuvem para detecção de irregularidades em uma base de dados, chamado de QRadar [3]. Este sistema realiza varreduras para confirmar se existiu casos onde os dados sensíveis foram deletados com sucesso da base, se existir vestígios ou uma possibilidade de a deleção não ocorrer com sucesso, um trigger é ativado para realizar outra varredura mais profunda, os modelos apresentados anteriormente, realizar encriptação dos dados para estar de acordo com o inciso de permanência dos dados, já que caso necessário por investigação, eles precisam estar disponíveis, entretanto, os modelos não possui a capacidade de varreduras profundas como o modelo da IBM.

Neste trabalho de pesquisa [4], também da IBM, o modelo de ML utilizado por pelos pesquisadores usa escolhas binárias para os dados coletados serem minimizados de acordo com a GDPR, no caso, estão a utilizar dado de um hospital para escolher quais dados podem ser deletados baseado nos parâmetros escolhidos. Comparado aos modelos, apesar de um resultado mais condizente com a LGPD, existe uma porcentagem pequena de valores não encriptados como falsos negativos, onde neste projeto, pelo escopo mais simples, foi possível atingir o corte dos dados necessários dos salários para aparecer na dashboard de dados.

# METODOLOGIAS
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