|  |  |  |
| --- | --- | --- |
| Threat | Property | Approach |
| Spoofing identity | Authentication | Passwords, login system |
| Tampering | Integrity | Digital signatures, checksums |
| Repudiation | Confirmation | Digital signatures, log-in system, log user activity |
| Information Disclosure | Confidentiality | Encryption |
| Denial of Service | Availability | reCAPTCHA |
| Elevation of Privileges | Authorisation | login system, verification |

In order to make the system secure, possible risks and dangers that come with the project were discussed. All goals, means and powers of attacker were taken under consideration. Matters such as thread frequency and effect, preventive and corrective measures are examined in the next part of the document.