**Server Side Request Forgery(SSRF) – uputstvo i objašnjenje implementiranih izazova**

U ovom dokumentu su opisani implementirani CTF (Captire the Flag) izazovi. Implementacija izazova se sastoji od jednog ili nekoliko web servera na kojima se nalazi ključ(flag) koji je potrebno pronaći primenom neke tehnike u okviru SSRF kategorije napada.

SSRF napadi se mogu izvršiti u situaciji kada server koji je na strani korisnika dohvata podatke sa drugih servera i prosleđuje ih korisniku. Ako korisnik može da izmeni URL sa kog server dohvata sadržaj, može da natera server da dohvati podatke sa neželjene lokacije. Uobičajni tok napada jeste da korisnik dohvati podatke sa internog servera organizacije sa kojim ne bi smeo da komunicira. Takođe moguće je naterati server da komunicira sa bilo kojim resursom na internetu, čime se mogu otkriti kredencijali servera.

Ovakva situacija je česta u organizacijama gde postoji jedan server sa kojim korisnici mogu da interaguju, a koji dohvata podatke sa ostalih servera u organizaciji i prosleđuje ih nazad korisniku. U zavisnosti od unosa korisnika se mogu kontaktirati različiti serveri u okviru organizacije. Ako korisnik pošalje adekvatne podatke može naterati server da dohvati podatke sa drugih servera u okviru organizacije kojem ne bi trebalo da ima pristup i da dobije pristup poverljivim podacima.

U nastavku je opisana implementacija nekoliko izazova koji imaju za cilj da demonstriraju ranjivosti tipa SSRF.

1. **Blacklist tip napada**

Ovaj izazov se sastoji od dva servera: main\_app.py i hidden\_app.py. Korisnici mogu da pristupaju main\_app.py serveru koji je pokrenut na <http://localhost:5000>. Korisnici ne mogu da pristupaju hidden\_app.py serveru koji je pokrenut na http:. Na ovom serveru se nalazi flag koji je rešenje izazova, a u stvari predstavlja poverljiv podatak.

Korisnici na početnoj stranici pomoću padajuće liste mogu da biraju na koju će stranicu otići. Ovo je implementirano tako što korisnik u padajućoj listi, koja je deo forme, bira tekstualnu vrednost URL (npr. <http://localhost:5000/post1>) i šalje POST zahtev na server. Server prihvata ovaj POST zahtev i na osnovu odabrane vrednosti dohvata stranicu i prikazuje je korisniku.

Da bi se server zaštitio od malicioznih korisnika implementirano je blacklist filtriranje URL koji je korisnik poslao. Ako URL sadrži string localhost ili ako je vrednost prvog bajta ip adrese 127, server ne dohvata stranicu na toj adresi i korisniku vraća poruku o grešci. Ako URL sadrži string ‘admin’ korisniku se opet prikazuje poruka o grešci.

Ovaj tip zaštite se može zaobići tako što se umesto localhost serveru pošalje localhosT. Provera admin stringa se može zaobići tako što se koristi URL Encoding. Karakteri u okviru URL se mogu enkodovati pomoću znaka % i njihovog heksadecimalnog ascii koda, na primer a se enkoduje kao %61. Tako se admin može napisati kao %61dmin. Pomoću inspect element korisnik može umesto linka ka post1 uneti <http://localhosT:5001/%61dmin> i dohvatiti sadržaj sa stranice administratora.

1. **Whitelist tip napada**

Ovaj izazov ima istu strukturu istu kao i prethodni, korisnik u padajućem meniju bira stranicu koju želi da učita. Razlika je što se za zaštitu od malicioznih URL koristi whitelist filtriranje. Dozvoljeno je dohvatiti sadržaj sa URL koji sadrže string localhost:5000. Ako URL ne sadrži ovaj string korisniku se ispisuje poruka o grešci.

Ovaj tip zaštite se može zaobići tako što se koriste neki od oblika validnog URL, na primer:

* Pomoću karaktera @ se mogu postaviti kredencijali pre imena malicioznog hosta:![](data:image/x-emf;base64,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)
* Pomoću karaktera # se mogu postaviti url fragmenti:![](data:image/x-emf;base64,AQAAAGwAAAAAAAAAAAAAAGgIAAB/AAAAAAAAAAAAAAB+QAAAiwMAACBFTUYAAAEAPA4AAEUAAAAEAAAAAAAAAAAAAAAAAAAA7BMAAMgZAADYAAAAFwEAAAAAAAAAAAAAAAAAAFxLAwBoQwQARgAAACwAAAAgAAAARU1GKwFAAQAcAAAAEAAAAAIQwNsAAAAAWAIAAFgCAABGAAAAXAAAAFAAAABFTUYrIkAEAAwAAAAAAAAAHkAJAAwAAAAAAAAAJEABAAwAAAAAAAAAMEACABAAAAAEAAAAAACAPyFABwAMAAAAAAAAAARAAAAMAAAAAAAAABYAAAAMAAAAGAAAAFIAAABwAQAAAQAAABQAAAAAAAAAAAAAAAAAAAC8AgAAAAAAAAECAiJTAHkAcwB0AGUAbQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAPAAAAAAAAAAFcETdvAQAAoHCEPm8BAACAMAAAAAAAAAwpqQr4fwAAAAAAAAQAAAAAe2g0bwEAAAAAAAAAAAAAAABoNG8BAAAAotOy/38AALxgx7AAAAAAReBAZE7yAADwDGg0bwEAAIiO0cA/AAAAFwgAxf9/AACxLAAAAAAAAFhwhD5vAQAA6Y7RwD8AAAAQkNHAAAAAAECO0cA/AAAA/wcAxf9/AAAAAAAAAAAAAIvrQz34fwAAEJDRwD8AAADpjtHAPwAAABCQ0cA/AAAAAQAAAGR2AAgAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAOAACAKAAAAAwAAAABAAAACgAAABAAAAAAAAAAAAAAAAkAAAAQAAAAPA8AANYAAAAlAAAADAAAAA4AAIAlAAAADAAAAA4AAIBSAAAAcAEAAAEAAAAUAAAAAAAAAAAAAAAAAAAAvAIAAAAAAAABAgIiUwB5AHMAdABlAG0AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAADwAAAAAAAAABXBE3bwEAAKBwhD5vAQAAgDAAAAAAAAAMKakK+H8AAAAAAAAAAAAAAHtoNG8BAAAXj9FAQAAAAAAAaDRvAQAAAKLTsv9/AAC8YMewAAAAAKXpQGRO8gAA8AxoNG8BAADohdHAPwAAABcIAMX/fwAAsSwAAAAAAABYcIQ+bwEAAEmG0cA/AAAAcIfRwAAAAACghdHAPwAAAP8HAMX/fwAAAAAAAAAAAACL60M9+H8AAHCH0cA/AAAASYbRwD8AAABwh9HAPwAAAAEAAABkdgAIAAAAACUAAAAMAAAAAQAAACUAAAAMAAAADgAAgCgAAAAMAAAAAQAAAFIAAABwAQAAAQAAAI////8AAAAAAAAAAAAAAACQAQAAAAAAAARAADFDAG8AdQByAGkAZQByACAATgBlAHcAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAHLAAAAAAAAoVt5P/h/AACAMAAAAAAAAAwpqQr4fwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAABAb8jSbwEAAIYAAAAAAAAA5QZAZE7yAABwsQPUbwEAACht0cA/AAAAFwgAxf9/AAAAAGg0bwEAAFhwhD5vAQAAiW3RwD8AAACAcdHAAAAAAOBs0cA/AAAA/wcAxf9/AAAA/////////4vrQz34fwAAgHHRwD8AAACJbdHAPwAAAIBx0cA/AAAAAQAAAGR2AAgAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACGQAAAAwAAADr8PICDQAAABAAAAAAAAAAAAAAACcAAAAYAAAAAgAAAAAAAADr8PICAAAAACUAAAAMAAAAAgAAAEwAAABkAAAAAAAAAAAAAAAtCAAAfwAAAAAAAAAAAAAALggAAIAAAAAhAPAAAAAAAAAAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAAAAIAYAAAADAAAAAAAAAIZAAAADAAAAP///wIoAAAADAAAAAIAAAAlAAAADAAAAAEAAAAlAAAADAAAAAEAAAAlAAAADAAAAAEAAAAYAAAADAAAAFxcWwJUAAAAlAAAAAAAAAAFAAAAKgMAAHwAAAABAAAAiIeHQNFFh0AAAAAAXgAAAAwAAABMAAAABAAAAAAAAAAAAAAAPA8AANYAAABkAAAAaAB0AHQAcABzADoALwAvAGUAdgBpAGwARAAAAEQAAABDAAAARAAAAEMAAABEAAAAQwAAAEQAAABDAAAARAAAAEMAAABEAAAAGAAAAAwAAABcXFsCVAAAAFQAAAArAwAABQAAAG0DAAB8AAAAAQAAAIiHh0DRRYdAKwMAAF4AAAABAAAATAAAAAQAAAAAAAAAAAAAADwPAADWAAAAUAAAAC0AAABDAAAAGAAAAAwAAABcXFsCVAAAAJwAAABuAwAABQAAANsGAAB8AAAAAQAAAIiHh0DRRYdAbgMAAF4AAAANAAAATAAAAAQAAAAAAAAAAAAAADwPAADWAAAAaAAAAGgAbwBzAHQAIwBlAHgAcABlAGMAdABlAGQAFgBEAAAAQwAAAEQAAABEAAAAQwAAAEQAAABDAAAARAAAAEMAAABEAAAAQwAAAEQAAABDAAAAGAAAAAwAAABcXFsCVAAAAFQAAADcBgAABQAAAB8HAAB8AAAAAQAAAIiHh0DRRYdA3AYAAF4AAAABAAAATAAAAAQAAAAAAAAAAAAAADwPAADWAAAAUAAAAC0AVwtEAAAAGAAAAAwAAABcXFsCVAAAAGAAAAAgBwAABQAAAOkHAAB8AAAAAQAAAIiHh0DRRYdAIAcAAF4AAAADAAAATAAAAAQAAAAAAAAAAAAAADwPAADWAAAAVAAAAGgAbwBzAAAAQwAAAEQAAABDAAAAGAAAAAwAAABcXFsCVAAAAFQAAADqBwAABQAAAC0IAAB8AAAAAQAAAIiHh0DRRYdA6gcAAF4AAAABAAAATAAAAAQAAAAAAAAAAAAAADwPAADWAAAAUAAAAHQAAABEAAAAUgAAAHABAAACAAAAnP///wAAAAAAAAAAAAAAAJABAAAAAAAABEAAIkMAYQBsAGkAYgByAGkAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA8AAAAAAAAAAcsAAAAAAACgcIQ+bwEAAIAwAAAAAAAADCmpCvh/AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACi07L/fwAAvGDHsAAAAAD1xkNkTvIAAAEAAAAAAAAAOK3SwD8AAAAXCADF/38AALEsAAAAAAAAWHCEPm8BAACZrdLAPwAAAJCx0sAAAAAA8KzSwD8AAAD/BwDF/38AAAD/////////i+tDPfh/AACQsdLAPwAAAJmt0sA/AAAAkLHSwD8AAAABAAAAZHYACAAAAAAlAAAADAAAAAIAAAAlAAAADAAAAAIAAAAlAAAADAAAAAIAAAAYAAAADAAAAAAAAAJUAAAAVAAAAC4IAAAAAAAAaAgAAHgAAAABAAAAiIeHQNFFh0AuCAAAXgAAAAEAAABMAAAABAAAAAAAAAAAAAAAPA8AANYAAABQAAAAIADoeDsAAAAYAAAADAAAAAAAAAJSAAAAcAEAAAMAAAAQAAAABwAAAAAAAAAAAAAAvAIAAAAAAAABAgIiQQByAGkAYQBsAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAADwAAAAAAAAABZm1KbwEAAKBwhD5vAQAAgDAAAAAAAAAMKakK+H8AAAAAAAA/AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAKLTsv9/AAC8YMewAAAAADWyQ2RO8gAAsO1pSm8BAAB44NLAPwAAABcIAMX/fwAAsSwAAAAAAABYcIQ+bwEAANng0sA/AAAA4OHSwAAAAAAw4NLAPwAAAP8HAMX/fwAAAQwBqP////+L60M9+H8AAODh0sA/AAAA2eDSwD8AAADg4dLAPwAAAAEAAABkdgAIAAAAACUAAAAMAAAAAwAAACUAAAAMAAAAAwAAAEYAAAA0AAAAKAAAAEVNRisqQAAAJAAAABgAAAAAAIA/AAAAgAAAAIAAAIA/AAAAgAAAAIBGAAAAHAAAABAAAABFTUYrAkAAAAwAAAAAAAAADgAAABQAAAAAAAAAEAAAABQAAAA=)
* Očekivani deo se može poslati kao query parametar na maliciozni sajt:![](data:image/x-emf;base64,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)
* Može se koristiti URL encoding ili double URL encoding

Kao rešenje ovog primera se može koristiti bilo koja od ovih tehnika. Jedno rešenje je da korisnik pomoću inspect element izmeni stranicu tako da se zahteva sadržaj stranice koja se nalazi na adresi <http://localhost:5001/admin?localhost:5000/post1>.

Whitelist filtriranje URL na serveru se zaobilazi korišćenjem veoma složenog formata koji validan URL može da ima. URL parseri će korektno isparsirati ovaj URL, ali će on proći filter jer sadrži određeni string koji filter proverava.

1. **File URL**

Ovaj izazov se sastoji od jednog servera main\_app.py, koji ima sličnu strukturu kao i prethodni primeri. Korisnik u padajućem meniju bira stranicu koju želi da dohvati, odabrani URL se šalje serveru koji na osnovu njega dohvata stranicu i prikazuje je korisniku.

URL parseri parsiraju kao validne URL koji ukazuju na fajlove koji se nalaze na lokalnoj mašini. Korisnik može da od servera zahteva da dohvati URL koji ukazuje ne file i da na taj način dohvati osetljive podatke. Recimo ako korisnik zna da je server pokrenut na nekoj distribuciji linuxa može da dohvati /etc/shadow fajl.

U okviru ovog primera je kreiran fajl my\_secrets.txt fajl koji sadrži osetljive podatke korisnika. Korisnik treba da izmeni stranicu pomoću inspect element tako da zahteva sadržaj na URL: ![](data:image/x-emf;base64,AQAAAGwAAAAAAAAAAAAAAIYOAABwAAAAAAAAAAAAAAB+QAAAQgMAACBFTUYAAAEAKA8AAD8AAAAEAAAAAAAAAAAAAAAAAAAA7BMAAMgZAADYAAAAFwEAAAAAAAAAAAAAAAAAAFxLAwBoQwQARgAAACwAAAAgAAAARU1GKwFAAQAcAAAAEAAAAAIQwNsAAAAAWAIAAFgCAABGAAAAXAAAAFAAAABFTUYrIkAEAAwAAAAAAAAAHkAJAAwAAAAAAAAAJEABAAwAAAAAAAAAMEACABAAAAAEAAAAAACAPyFABwAMAAAAAAAAAARAAAAMAAAAAAAAABYAAAAMAAAAGAAAAFIAAABwAQAAAQAAABQAAAAAAAAAAAAAAAAAAAC8AgAAAAAAAAECAiJTAHkAcwB0AGUAbQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAPAAAAAAAAAAGt8T5vAQAAoHCEPm8BAACAMAAAAAAAAAwpqQr4fwAAAAAAAAQAAACAfGg0bwEAAAAAAAAAAAAAAABoNG8BAAAAotOy/38AALxgx7AAAAAAReBAZE7yAABQDWg0bwEAAIiO0cA/AAAAFwgAxf9/AACxLAAAAAAAAFhwhD5vAQAA6Y7RwD8AAAAQkNHAAAAAAECO0cA/AAAA/wcAxf9/AAAAAAAAAAAAAIvrQz34fwAAEJDRwD8AAADpjtHAPwAAABCQ0cA/AAAAAQAAAGR2AAgAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAAOAACAKAAAAAwAAAABAAAACgAAABAAAAAAAAAAAAAAAAkAAAAQAAAAPA8AAMUAAAAlAAAADAAAAA4AAIAlAAAADAAAAA4AAIBSAAAAcAEAAAEAAAAUAAAAAAAAAAAAAAAAAAAAvAIAAAAAAAABAgIiUwB5AHMAdABlAG0AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAADwAAAAAAAAABrfE+bwEAAKBwhD5vAQAAgDAAAAAAAAAMKakK+H8AAAAAAABvAQAAgHxoNG8BAAAXj9FAQAAAAAAAaDRvAQAAAKLTsv9/AAC8YMewAAAAAKXpQGRO8gAAUA1oNG8BAADohdHAPwAAABcIAMX/fwAAsSwAAAAAAABYcIQ+bwEAAEmG0cA/AAAAcIfRwAAAAACghdHAPwAAAP8HAMX/fwAAAAAAAAAAAACL60M9+H8AAHCH0cA/AAAASYbRwD8AAABwh9HAPwAAAAEAAABkdgAIAAAAACUAAAAMAAAAAQAAACUAAAAMAAAADgAAgCgAAAAMAAAAAQAAAFIAAABwAQAAAQAAAJz///8AAAAAAAAAAAAAAACQAQAAAAAAAARAADFDAG8AdQByAGkAZQByACAATgBlAHcAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAHLAAAAAAAAoVt5P/h/AACAMAAAAAAAAAwpqQr4fwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACQqLNGbwEAAIsAAAAAAAAA9cZDZE7yAADAMH1KbwEAADit0sA/AAAAFwgAxf9/AAAAAGg0bwEAAFhwhD5vAQAAma3SwD8AAACQsdLAAAAAAPCs0sA/AAAA/wcAxf9/AAAA/////////4vrQz34fwAAkLHSwD8AAACZrdLAPwAAAJCx0sA/AAAAAQAAAGR2AAgAAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAJQAAAAwAAAABAAAAEgAAAAwAAAABAAAAGAAAAAwAAAAAAAACGQAAAAwAAADr8PICDQAAABAAAAAAAAAAAAAAACcAAAAYAAAAAgAAAAAAAADr8PICAAAAACUAAAAMAAAAAgAAAEwAAABkAAAAAAAAAAAAAABLDgAAcAAAAAAAAAAAAAAATA4AAHEAAAAhAPAAAAAAAAAAAAAAAIA/AAAAAAAAAAAAAIA/AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAlAAAADAAAAAAAAIAYAAAADAAAAAAAAAIZAAAADAAAAP///wIoAAAADAAAAAIAAAAYAAAADAAAAFxcWwJUAAAAfAAAAAAAAAADAAAA3wEAAG0AAAABAAAAiIeHQNFFh0AAAAAAUwAAAAgAAABMAAAABAAAAAAAAAAAAAAAPA8AAMUAAABcAAAAZgBpAGwAZQA6AC8ALwAvADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAGAAAAAwAAABcXFsCVAAAAGwAAADgAQAAAwAAAAsDAABtAAAAAQAAAIiHh0DRRYdA4AEAAFMAAAAFAAAATAAAAAQAAAAAAAAAAAAAADwPAADFAAAAWAAAADwAcABhAHQAaAB8UTwAAAA8AAAAPAAAADwAAAA8AAAAGAAAAAwAAABcXFsCVAAAAFQAAAAMAwAAAwAAAEcDAABtAAAAAQAAAIiHh0DRRYdADAMAAFMAAAABAAAATAAAAAQAAAAAAAAAAAAAADwPAADFAAAAUAAAAC0AY/E8AAAAGAAAAAwAAABcXFsCVAAAAFgAAABIAwAAAwAAAL8DAABtAAAAAQAAAIiHh0DRRYdASAMAAFMAAAACAAAATAAAAAQAAAAAAAAAAAAAADwPAADFAAAAUAAAAHQAbwA8AAAAPAAAABgAAAAMAAAAXFxbAlQAAABUAAAAwAMAAAMAAAD7AwAAbQAAAAEAAACIh4dA0UWHQMADAABTAAAAAQAAAEwAAAAEAAAAAAAAAAAAAAA8DwAAxQAAAFAAAAAtALAiPAAAABgAAAAMAAAAXFxbAlQAAAB8AAAA/AMAAAMAAADbBQAAbQAAAAEAAACIh4dA0UWHQPwDAABTAAAACAAAAEwAAAAEAAAAAAAAAAAAAAA8DwAAxQAAAFwAAABmAG8AbABkAGUAcgA+AC8APAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAAYAAAADAAAAFxcWwJUAAAAIAEAANwFAAADAAAADw4AAG0AAAABAAAAiIeHQNFFh0DcBQAAUwAAACMAAABMAAAABAAAAAAAAAAAAAAAPA8AAMUAAACUAAAAcwBlAG0AaQBuAGEAcgBzAGsAaQAvADMALgBmAGkAbABlAC8AYQBwAHAALwBtAHkAXwBzAGUAYwByAGUAdABzAC4AdAB4ADA4PAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAA8AAAAPAAAADwAAAAYAAAADAAAAFxcWwJUAAAAVAAAABAOAAADAAAASw4AAG0AAAABAAAAiIeHQNFFh0AQDgAAUwAAAAEAAABMAAAABAAAAAAAAAAAAAAAPA8AAMUAAABQAAAAdACzXTwAAABSAAAAcAEAAAIAAACc////AAAAAAAAAAAAAAAAkAEAAAAAAAAEQAAiQwBhAGwAaQBiAHIAaQAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAADwAAAAAAAAABywAAAAAAAKBwhD5vAQAAgDAAAAAAAAAMKakK+H8AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAKLTsv9/AAC8YMewAAAAAPXGQ2RO8gAAAQAAAAAAAAA4rdLAPwAAABcIAMX/fwAAsSwAAAAAAABYcIQ+bwEAAJmt0sA/AAAAkLHSwAAAAADwrNLAPwAAAP8HAMX/fwAAAP////////+L60M9+H8AAJCx0sA/AAAAma3SwD8AAACQsdLAPwAAAAEAAABkdgAIAAAAACUAAAAMAAAAAgAAACUAAAAMAAAAAgAAACUAAAAMAAAAAgAAABgAAAAMAAAAAAAAAlQAAABUAAAATA4AAAAAAACGDgAAbQAAAAEAAACIh4dA0UWHQEwOAABTAAAAAQAAAEwAAAAEAAAAAAAAAAAAAAA8DwAAxQAAAFAAAAAgABiVOwAAABgAAAAMAAAAAAAAAlIAAABwAQAAAwAAABAAAAAHAAAAAAAAAAAAAAC8AgAAAAAAAAECAiJBAHIAaQBhAGwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAPAAAAAAAAAAFmbUpvAQAAoHCEPm8BAACAMAAAAAAAAAwpqQr4fwAAAAAAAD8AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAotOy/38AALxgx7AAAAAANbJDZE7yAACw7WlKbwEAAHjg0sA/AAAAFwgAxf9/AACxLAAAAAAAAFhwhD5vAQAA2eDSwD8AAADg4dLAAAAAADDg0sA/AAAA/wcAxf9/AAABDAGo/////4vrQz34fwAA4OHSwD8AAADZ4NLAPwAAAODh0sA/AAAAAQAAAGR2AAgAAAAAJQAAAAwAAAADAAAAJQAAAAwAAAADAAAARgAAADQAAAAoAAAARU1GKypAAAAkAAAAGAAAAAAAgD8AAACAAAAAgAAAgD8AAACAAAAAgEYAAAAcAAAAEAAAAEVNRisCQAAADAAAAAAAAAAOAAAAFAAAAAAAAAAQAAAAFAAAAA==)

1. **DNS Rebinding napad**

Ovaj izazov sastoji se od jednog servera app.py, pokrenutog na localhost:5000. Korisnik unosi URL sajta koji želi da poseti, koji se potom prikazuje kroz iframe, ukoliko je URL dozvoljen. Cilj je otkriti flag pristupom na lokaciju <http://127.0.0.1/flag>.

Jednostavan unos ovog URL-a neće dohvatiti flag, jer je aplikacija zaštićena [**advocate**](https://snyk.io/advisor/python/advocate) bibliotekom. Prilikom poziva, biblioteka proverava da li URL vodi ka lokalnoj mašini, i tek kada provera prođe, šalje zahtev za dohvatanje stranice.

Pošto se zahtevi šalju dva puta, ideja je da se odgovor sa nekog domena promeni između dva poziva i tako zaobiđe ova SSRF zaštita. Za rebind može se iskoristiti online rebinding servis, poput <https://lock.cmpxchg8b.com/rebinder.html>. Potrebno je dostaviti dve IP adrese, gde je jedna 127.0.0.1, a druga neka proizvoljna, koja će odvesti ka sajtu koji prolazi proveru.  
 Kada se desi da prvi zahtev ode ka ispravnoj adresi, a drugi ka localhostu, biće prikazan skriveni flag. URL koji vodi do uspešnog napada je u formatu [**http://7f000001.4a7d4464.rbndr.us/flag**](http://7f000001.4a7d4464.rbndr.us/flag).

1. **Port scan**

Cilj izazova je demonstracija kako napadač može otkriti skrivene servise koji se ne nalaze na standardnim portovima. Na serveru je postavljen web servis koji prikazuje *flag*, ali nije poznato na kom portu se servis nalazi. Napadač koristi Python skriptu koja pokušava da se poveže na različite portove i proverava da li na njima postoji HTTP odgovor. Kada pronađe port na kojem servis odgovara, može da otvori taj port u pretraživaču ili skriptom i dođe do *flag*-a.

Ovakvi napadi se u praksi nazivaju *port scanning* ili *port enumeration*, i često prethode ozbiljnijim napadima. Iako se ovde koristi jednostavna skripta, napredniji alati poput nmap mogu brzo otkriti veliki broj otvorenih portova na cilju.

Napad pokazuje važnost kontrole pristupa i filtriranja saobraćaja ka internim ili nestandardnim servisima.

1. **Blacklist tip napada sa duplim enkodiranjem**

Ovaj izazov se sastoji od dva servera: main\_app.py i hidden\_app.py. Server main\_app.py je javno dostupan i korisnici mu mogu pristupiti putem <http://localhost:5000>. Server hidden\_app.py nalazi se na http: i on nije direktno dostupan korisnicima. Na njemu se nalazi poverljiv podatak koji prestavalja rešenje izazova.

Korisnički interfejs na početnoj stranici omogućava izbor ciljne stranice preko padajućeg menija, u okviru forme. Nakon što korisnik odabere jednu od tekstualnih vrednosti URL-a (npr. <http://localhost:5000/post1>) i pošalje POST zahtev na server, server na osnovu odabrane vrednosti prepoznaje URL i prikazuje mu željenu stranicu.

Da bi se server zaštitio od malicioznih korisnika implementirano je blacklist filtriranje URL koji je korisnik poslao. Ako URL sadrži string localhost ili ako je vrednost prvog bajta ip adrese 127, server ne dohvata stranicu na toj adresi i korisniku vraća poruku o grešci. Ako URL sadrži string ‘admin’ korisniku se opet prikazuje poruka o grešci. Implementirana je i zaštita od pokušaja zaobilaženja filtera korišćenjem URL enkodovanja. Server će dodatno dekodirati putanju (npr. %61dmin postaje admin) i proverava da li se enkodovana vrednost poklapa sa nedozvoljenim izrazima. Na taj način su onemogućeni pokušaji skrivanja nedozvoljenih izraza pomoću jednostrukog URL enkodiranja.

Ovakav tip zaštite može se zaobići korišćenjem dvostrukog URL kodiranja. Karakter %, koji se koristi pri jednostrukom kodiranju, može se dodatno kodirati kao %25, pa tako jednostruko enkodirani %61dmin postaje dvostruko enkodirani %2561dmin. Pomoću opcije *Inspect element*, korisnik može izmeniti vrednost forme i umesto linka ka post1 uneti <http://localhosT:5001/%2561dmin>, čime zaobilazi zaštitu i uspeva da dohvati sadržaj sa stranice administratora.

1. **Blind Referer Izazov**

Ovaj izazov se sastoji od dva servera: main\_app.py i hidden\_app.py. Server main\_app.py je javno dostupan i korisnici mu mogu pristupiti putem <http://localhost:5000>. Server hidden\_app.py nalazi se na http: i on nije direktno dostupan korisnicima.

Korisnički interfejs na početnoj stranici omogućava izbor ciljne stranice preko padajućeg menija, u okviru forme. Nakon što korisnik odabere jednu od tekstualnih vrednosti URL-a (npr. <http://localhost:5000/post1>) i pošalje POST zahtev na server, server na osnovu odabrane vrednosti prepoznaje URL i prikazuje mu željenu stranicu.

Napad se izvršava pomoću alata Postman, gde napadač u zaglavlje zahteva dodaje Referer polje sa URL-om stranice koju će server da poseti: <http://localhost:5001/admin>. Server proverava Referer zaglavlje u kome se nalazi URL sa kog je stigao zahtev. Menjanjem ovog polja, napadač može da natera skriveni server da poseti neku stranicu i da na taj način sazna bezbednosne informacije o serveru: tokene, lozinke, podatke o operativnom sistemu... Takođe, u telo zahteva je potrebno dodati URL putanju sa koje se zahteva sadržaj: <http://localhost:5000/post1>.

Ovaj CTF demonstrira Blind SSRF ranjivost, gde se napadaču ne prikazuje nikakva informacija o tome koji server je posećen. Napadač može poznavajući osobine HTTP da umetne neka polja, kao što je Referer zaglavlje, i tako da natera server da poseti određeni resurs. Napadač može da natera server da poseti bilo kakvu malicioznu stranicu.

1. **Redirect**

U ovom izazovu korisnik ima mogućnost da pošalje URL koji aplikacija koristi da izvrši HTTP zahtev. Postoji neki jednostavan filtar koji blokira direktan poziv localhost.  
 Cilj napadača je da zaobiđe ove filtere i dođe do skrivenog admin endpointa koji se nalazi na http://127.0.0.1:5001/admin, gde se nalazi **flag**.  
 Zaobilaženje filtera je moguće pomoću **open redirect** mehanizma — aplikacija šalje zahtev ka URL-u koji vrši preusmerenje ka zabranjenoj adresi, čime filter biva zaobiđen.

1. **File URL napad sa kodiranjem**

U ovom izazovu postoji jedan server (main\_app.py) kojem korisnici pristupaju putem adrese <http://localhost:5000>. Korisnički interfejs na početnoj stranici omogućava izbor ciljne stranice preko padajućeg menija u okviru forme. Nakon što korisnik odabere jednu od tekstualnih vrednosti URL-a (npr. <http://localhost:5000/post1>) i pošalje POST zahtev na server, server na osnovu odabrane vrednosti prepoznaje URL i prikazuje željenu stranicu.

Na serveru je implementirana zaštita od SSRF napada putem file:/// protokola tako što se reč file blacklistuje u prosleđenim URL adresama. Ova zaštita se može zaobići pomoću kodiranih karaktera. Napadač može da izmeni HTML element pomoću *Inspect element* opcije u pregledaču i podmetne vrednost URL-a sa kodiranom rečju file, čime se zaobilazi blacklist mehanizam odbrane:

%66ile:///<path-to-file>\passwords.txt

1. **Todo**

**Zaključak**

U ovom dokumentu su predstavljeni izazovi koji demonstriraju propuste u okviru kategorije SSRF napada. Ova napadi demonstriraju da nekorektna obrada podataka koje unosi korisnik može da dovede do sigurnosnih propusta u organizaciji. Posledice ovakvih napada su pristup internim servisima organizacije, zaobilaženje firewall zaštite i ostalih restrikcija i prikupljanje osetljivih podataka.

Zaštita od korisničkog unosa se zasniva na filtriranju korisničkog unosa, odnosno odbacivanju zahtevanih URL koji se smatraju kao maliciozni. Glavni problem sa ovim je to što je sintaksa validno URL izuzetno složena, tako da je lako prevariti URL parsere u svim programskim jezicima. Pored filtriranja postoje i druge tehnike, kao što je DNS rebinding, kojima se dodatno može zaobići filtriranje URL.

Sa složenijim strukturama organizacija i uvođenjem proxy servera ovaj tip napada je sve više zastupljen i postaje sve bitniji u razmatranju bezbednosti servera.