**GUION INTRODUCCIÓN COMPONENTE FORMATIVO 02**

Título del video:**Amenazas digitales, ingeniería social y ética en ciberseguridad**

En este componente formativo se abordan los principales **riesgos** que afectan la **seguridad digital** en la actualidad. A medida que la tecnología avanza, también lo hacen las **amenazas cibernéticas**, y conocer su funcionamiento es clave para **proteger la información personal y organizacional**.

El recorrido inicia con una mirada a los ataques informáticos más frecuentes y su **impacto en redes y sistemas**. Se continúa con el análisis de las **vulnerabilidades** más comunes y las formas en que los delincuentes logran explotarlas.

Un tema fundamental es la **ingeniería social**, una práctica que aprovecha la manipulación psicológica para engañar a los usuarios. A través de ejemplos concretos se aprende a identificar estas estrategias y evitar caer en ellas.

La formación también incorpora herramientas de **prevención, medidas de seguridad y prácticas recomendadas** para fortalecer los sistemas informáticos desde el **primer nivel de defensa**.

Además, se profundiza en el papel de la **ética dentro del entorno digital**, resaltando los principios que orientan el comportamiento responsable frente a los **datos, la privacidad y los derechos de los usuarios**.

El componente finaliza con la importancia de los **reportes** y la **gestión adecuada de incidentes**, **promoviendo una cultura de alerta, respuesta y colaboración**.

Este conocimiento permite desarrollar una visión crítica y comprometida frente a la **ciberseguridad**, entendiendo que proteger la **información es responsabilidad de todos**.
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