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**תהליך מחקר ופיתוח**

המערכת שאני בונה בפרויקט זה מטרתה יצירת אפשרות SSO. יש מספר שיטות ליצור זאת, ולאחר מחקר על SAML ועל 2OAUTH, החלטתי שהמבנה שלSAML מתאים יותר למבנה המערכת שאני רוצה לפתח.

התחלתי לחפש מודול שיסייע לי ביצירת מערכת שפועלת לפי דוגמת SAML. מצאתי מספר מודולים, ומתוכם בחרתי את pysaml2. רציתי להשתמש תחילה במודול זה משום שהוא מאפשר לעבוד עם SAML, ליצור IDP, SP וכו'.

התחלתי ללמוד את השימוש במודול, אך לאחר מחשבה מעמיקה הבנתי שאעדיף לא להשתמש בו, אלא אוכל לבנות מערכת שצורת פעולתה דומה למבנה המוגדר בSAML, ללא שימוש במודול מיוחד לשם כך.

תיארתי מבנה מערכת חדש, שבו לא יהיה צורך במודול זה. שרטטתי גם תרשים זרימה שמתאר באופן רציף את תהליך פעולת המערכת. פירטתי בתרשים מה תבצע כל אחת מהתוכנות שהן חלק מהפרויקט שלי.

באמצעות התרשים התחלתי לכתוב את הקוד בצורה מסודרת. ראשית התחלתי מכתיבת הService Provider כולל ממשק המשתמש שלו. לאחר שזה מוכן והגרסא הראשונית שלו פועלת כראוי, התקדמתי לכתיבת הגרעין של המערכת – ה Identity Provider.

לאחר שבניתי מערכת הכוללת ממשק #C, הבנתי שעדיף יהיה לבנות את הפרויקט כך שהשרתים יהיו שרתי web. כלומר, הלקוח יהיה הדפדפן- באמצעות הדפדפן יפנה המשתמש אל שרת(SP) כלשהו, שיחזיר לו redirect לשרת ה IDP. שיטה זו נפוצה ויעילה יותר לדעתי מאשר אפליקציות בודדות עם ממשק #C, גם מפני שאפשר להפעיל שרת ולהתחבר אליו ממחשבים שונים באמצעות הדפדפן.

באמצעות תרשימים לתהליכים שארצה לממש בפרויקט שלי, הגדרתי סופית את המבנה והפרוטוקולים כאשר מדובר בשרתי web. במהלך בניית התרשימים נתקלתי במספר שאלות:

* *באחד מתהליכים אלו, אמור שרת הIDP להפנות את הלקוח בחזרה לשרת הSP. כיצד יפנה אותו בחזרה לשרת הנכון?*

ה SP צריך לשלוח לIDP מידע בנוגע לזהותו. דרך אחת לעשות זאת היא באמצעות שדה הhttp referrer. דרך נוספת היא באמצעות שליחת מזהה ייחודי של השרת המבקש, עם שליחת redirect. הדרך השלישית היא שליחת המזהה בנפרד, ישירות לשרת הIDP. אמנם בדרך זו המידע לא עובר דרך המשתמש ולכן התקשורת מאובטחת יותר, אך יש צורך בתקשורת נוספת עם השרת המרכזי, שעלולה להיות לא מתואמת מבחינת זמנים ונוחות. בחרתי להשתמש בדרך של שליחת מזהה מוצפן עם שליחת הredirect.

* *באיזה סוג הצפנה כדאי להשתמש?*

ראשית חשבתי להשתמש בהצפנה א-סימטרית, משום רמת האבטחה הגבוהה יותר. בהצפנה סימטרית יש צורך בהעברת מפתח, ולכן יורדת מידת האבטחה. אבל, במבט מעמיק יותר, שני הצדדים צריכים להצפין ולפענח מידע במערכת זו. לכן, יהיה יעיל יותר להשתמש בהצפנה סימטרית בכל זאת.

* *מתי ליצור וכיצד להעביר את מפתח ההצפנה בין שני השרתים?*

עבור כל שרת SP שמתחבר אליו, נחוך ל IDP מפתח קבוע. לכן, צריך להיות מנגנון של רישום SP, שבמהלכו יחליפו פרטים שני השרתים, וגם את מפתח ההצפנה. כך אין צורך בהחלפת מפתחות הצפנה בזמן שלקוח מתחבר, וגם לא בכל פעם מחדש.

* *כיצד לשמור את המידע על המשתמשים הרשומים?*

לצורך שמירת שמות המשתמשים והסיסמאות אשתמש ב SQLite3. כך גם לצורך התאמת מזהה המשתמש בין השרתים ולשמירת מידע של כל משתמש.

* *איך אבנה שרת web?*

התחלתי ללמוד את השימוש במודול flask לפייתון. מודול זה מאפשר בניית שרת web בשפת פייתון.