There are no true good acts to support the privacy in Electronic Surveillance. Each Act either has a caveat or complete hole in the logic where all users can be monitored.

This document shall give 4 different Acts where our privacy is not being supported or is inherently being harmed. The first Act I shall address is *The Communications Act of 1934*. This specific Act is simply about making communications available “so far as possible” to all Americans. This act has been overridden by the *Homeland Security Act* which was enacted in 2002.  The law's language makes clear that investigation and prosecution of [terrorism](https://en.wikipedia.org/wiki/Terrorism) remains with the FBI and assigns DHS only an analytical and advisory role in intelligence activities. This act allows all networks to be monitored. There is no security for your systems there.