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El fraude en Colombia ha crecido con el pasar de los años, con la llegada de la tecnología y la pandemia del covid-19 los delincuentes han empezado a cambiar su metodología para realizar fraude, según un estudio de consumir pulse, el fraude digital en el mundo creció un 52% en el mundo y un 134% en Colombia, esto se debe al incremento de la utilización de transacciones digitales. La mayor parte de los fraudes financieros ocurren en personas mayores, ya que son personas que no tienen un manejo ideal de la tecnología y son las que no prestan tanta atención a su información, durante el año 2022 el pishing represento el 80% modalidad de fraude, la ingeniería social con la que atacan a la población hace que los criminales obtengan sus datos y mediante a estos se puedan realizar acciones como suplantación de identidad, de esta manera pueden generar solicitudes de productos, el malware represento durante el 2022 un 5% del fraude, por malware se puede entender a los virus o programas maliciosos que buscan sacar cualquier ventaja sobre el usuario o dispositivo al que se va a atacar, en este momento el activo mas importante para un individuo u organización tanto privada como publica es la información, las personas hoy en día no tienen en cuenta los lugares a donde alojan su información, la dejan expuesta en diferentes lugares como redes sociales donde es susceptible para que los atacantes las tomen y realicen fraudes mediante esta.

En la tesis titulada “Detección de Fraudes Usando Clistering” Rantes Mónica, Cruz Lizbeth (Lima 2010) se realizó el análisis de diferentes fraudes de tarjetas de crédito, dichos fraudes generan perdidas multimillonarias tanto en entidades financieras como en bancos, en la tesis se habla de los diferentes dispositivos colocado en los cajeros electrónicos para obtener tanto al tarjeta de crédito como la contraseña de la misma, en la tesis desarrollada por Chávez Sandoval Pilar (Chile 2019) titulada “Comparación de Métodos Estadísticos para la Detección de raude en Canales no Presenciales Aplicados al Área Bancaria abala del perfil transaccional de las personas de tal manera que cuando se detecta una transacción inusual o en un país ajeno al que pertenece el cliente, esta transacción le será notificada, esto lo hacen mediante herramientas estadísticas que permiten identificar los diferentes movimientos que realiza el cliente.

El principal problema son los fraudes financieros realizados de forma web, estos fraudes les materializan gracias a la baja protección que tiene los usuarios acerca de su información, estos fraudes también pueden ocurrir por la baja capacidad de las diferentes enditades de financiación y bancos en la autentificación de los usuarios, en lo corrido después de la pandemia se puede observar que el fraude de manera digital incremento exponencialmente, si se pudiera robustecer o tener un acercamiento de cómo es el modo operandi de los criminales, que encer5raria la forma en la que operan y la población más vulnerable, se podría predecir qué tipo y donde serás el próximo fraude, la expedición de créditos a nombres de usuarios mediante suplantación es algo que va en ascenso logrando conocer el cómo de este, se podría predecir donde será el próximo. Sumado a esto también está el desconocimiento de las personas mayores o de muchas personas en general acerca de la seguridad de la información, el pishing usado en su mayoría para la obtención de información y realizado a personas mayores es el método mas utilizado para la obtención de información, la no centralización de los datos ubicados en un solo lugar también es un problema, ya que los datos al estar alojados en tastos diferentes lugares pueden ser accedidos por diferentes personas con fines fraudulentos.

Para poder mitigar este tipo de fraude se debe conocer donde ¿han ocurrido y a que población esta dirigido este tipo de fraude?, ¿Quiénes son las victimas potenciales?, mediante el análisis de estos datos que puede ser solicitados a diferentes entidades bancarias se podrían analizar dando respuestas a las preguntas anteriores, utilizando estos datos podríamos enseñarles a redes neuronales para que se vallan entrenando y así hacer mas precisa y efectiva la predicción bajando así el índice fraudes en incentivando a las personas mayores a informase sobre este tipo de temas.
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