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| --- | --- | --- | --- | --- |
|  | Internet | Intranet | Deep web | Dark Web |
| Base info | The internet is a global network of interconnected computers and other devices that communicate with each other using standardized protocols. It allows people all over the world to exchange information and communicate in various forms, such as email, instant messaging, social media, and browsing websites. The internet also facilitates the transfer of data, files, and multimedia content. It has become an essential part of modern life, shaping how we work, learn, socialize, and access information. | An intranet is a private network that is typically used within an organization to facilitate internal communication, collaboration, and sharing of resources. It operates using the same technologies and protocols as the internet but is accessible only to authorized users within the organization. Intranets often include features such as internal websites, document sharing systems, email, and instant messaging platforms that are restricted to employees or members of the organization. They are used to disseminate information, streamline processes, and foster collaboration among employees, helping to improve productivity and efficiency within the organization. | The deep web refers to parts of the internet that are not indexed by traditional search engines like Google, Bing, or Yahoo. These unindexed parts include content that is not publicly accessible or searchable through conventional means.  The deep web includes things like databases, password-protected websites, private networks, and other content that is hidden behind login screens or firewalls. It also encompasses content that is dynamically generated in response to specific queries, such as certain pages on online banking sites or academic databases.  It's important to note that the deep web is not inherently nefarious; much of it consists of legitimate content that simply isn't meant for public consumption. However, because of its hidden nature, it has also been associated with illicit activities such as black markets, illegal file sharing, and other criminal endeavours.  The deep web contrasts with the "surface web," which comprises the part of the internet that is indexed by search engines and can be accessed through standard web browsers. | The dark web is a subset of the deep web that is intentionally hidden and inaccessible through standard web browsers. It requires specific software or configurations to access, such as the Tor (The Onion Router) network, I2P (Invisible Internet Project), or Freenet. These networks provide users with anonymity by encrypting their internet traffic and routing it through a series of servers, making it difficult to trace the users' activities.  The dark web is often associated with illicit activities due to its anonymity and lack of oversight. It has been used for illegal drug trafficking, weapons sales, hacking services, counterfeit currency, stolen data, and various other criminal activities. However, it's essential to recognize that not all activities on the dark web are illegal. Some users utilize it for legitimate purposes, such as whistleblowing, anonymous communication, or accessing information in regions with strict internet censorship.  Due to its clandestine nature, the dark web has garnered attention from law enforcement agencies and cybersecurity professionals, who work to monitor and combat illegal activities conducted through these channels. |
|  |  |  |  |  |
|  | Internet | Intranet | Deep web | Dark Web |
| Pos. | Allows for several different forms of communication and information exchange. | Makes Networking within a company or a group far easier. | Is better protected than previous resources. | Completely anonymous. |
| Neg. | Has several subsets, which makes some sources false or unreliable. | Since Intra is more private it requires special access and therefore has additional fees. | Without proper knowledge of what you seek is inaccessible. Most standard users of interned do not ever access it and some do not even know of it. | Mostly used for Illegal activities and therefore Dark Web servers keep popping up as soon as they disappear as well. |
| Main uses | Fun, Info, Networking, Education, etc. Both legal and illegal. | Networking and anything that the group in charge might require. | Secure networking. Mostly legal (after all illegal activities are harder to hide here). | Clandestine networking. more illegal activity than legal. |
| From | Google, yahoo, Bing, wiki, Scribd (books on internet and computers) | Google, yahoo, Bing, wiki, Scribd (books on internet and computers) | Google, yahoo, Bing, wiki, Scribd (books on internet and computers) | Google, yahoo, Bing, wiki, Scribd (books on internet and computers) |