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# சிலர் நிகழ்நிலையில் என்னைப்போல ஆள் மாறாட்டம் செய்கின்றனர்

பல செயற்பாட்டாளர்கள், மனித உரிமைக்கு காப்பாளர்கள்,பிளொக்கர்ஸ், அரச சார்பற்ற நிறுவனங்கள் மற்றும் சுயாதீன ஊடகங்கள் போன்றவர்கள் அவர்களது பெயர்களில் எதிரிகளால் திறக்கப்படும் போலியான மின்னஞ்சல்கள்,சுயவிபரங்கள் அல்லது வலைத்தளங்கள் போன்றவற்றினைக்கொண்டு ஆள்மாறாட்டம் செய்யப்படும் அச்சுறுத்தலினை எதிர்கொள்கின்றனர். இவை சில வேளைகளில் அவதூறான பிரச்சாரங்களினைச் செய்தல், தவறான தாவல்களைப் பரப்புதல்,சமூக பொறியியல் மற்றும் குழப்பம் ஏற்படுத்தும் நோக்குடன் இன்னொருவரின் அடையாளத்தினைத் திருடுதல்,நம்பிக்கை பிரச்சினைகள் மற்றும் மாறாட்டம் செய்யப்படுகிற தனி நபர் அல்லது குழுவினுடைய நற்பெயருக்கு பங்கம் விளைவிக்கக்கூடிய தரவு மீறல்கள் என்பவற்றைக் குறிக்கும். வேறு சில சூழ்நிலைகளில் எதிரிகள் நிதி சேகரிப்பு, கட்டணம் செலுத்தும் விபரண்களைத் திருடல், பணத்தினை பெறல் மற்றும் பல போன்ற நிதிசார் நோக்கங்களுக்காக நிகழ்நிலையில் சிலரினைப்போல ஆள்மாறாட்டம் செய்கின்றனர்.

இது ஒரு கோபமூட்டும் பிரச்சனையாகும், இது வெவ்வேறு மட்டங்களில் உங்களுடைய தொடர்புகொள்ளல் மற்றும் தெரிவிக்கும் ஆற்றலினை பாதிக்கலாம். நீங்கள் எங்கு, எப்படி ஆள்மாறாட்டம் செய்யப்படுகிறீர்கள் என்பதைப் பொறுத்து வெவ்வேறு காரணங்கள் காணப்படலாம்.

ஒருத்தரைப்போல ஆள்மாறாட்டம் செய்வதற்கு பல்வேறுபட்ட வழிமுறைகள் காணப்படுகின்றன (சமூக வலைத்தளத்தில் போலியான சுயவிபரங்கள்,நகலி வலைத்தளங்கள் (cloned websites)போலி மின்னஞ்சல்,ஒப்புதல் பெறப்படாத தனிப்பட்ட காணொளி மற்றும் படங்களின் வெளியீடுகள்). இதன் உத்திகளானது நீக்குவதற்கான அறிவித்தல் முதல், உண்மையான உரிமையாண்மையினை வழங்கல்,அசலான வலைத்தளம் அல்லது தகவளினுடைய பாதிப்புரிமையினைக் கோரல்,அல்லது பொதுப்பட்ட அல்லது தனிப்பட்ட வகையில் உங்களது தனிப்பட்ட தொடர்புகள் மற்றும் வலையமைப்பினை எச்சரித்தல் வரை காணப்படுகிறது. ஆள்மாறாட்டத்துக்கான காரணத்தினைக் கண்டு பொருத்தமான தீர்வினைப் பெறுதல் கடினமானதாகும். சில சமயங்களில் ஒரு சிறிய தொகுத்து வழங்கும் நிறுவனமானது ஒரு வலைத்தளத்தை அகற்றுவது சாத்தியமற்றதாக இருக்கும், மேலும் சட்ட நடவடிக்கை தேவைப்படலாம்.நீங்களோ அல்லது உங்கள் நிறுவனமோ ஆள்மாறாட்டத்துக்கு உட்படுகின்றதா என்பதை அடையாளம் காணக்கூடிய விழிப்பூட்டல்களை அமைத்து இணையத்தைக் கண்காணிப்பதான் ஒரு சிறந்த நடைமுறையாகும்.

டிஜிட்டல் பாதுகாப்புப் பொதியின் இந்த பகுதியானது ஆள்மாறாட்டம் செய்யப்படக்கூடிய வழிமுறைகளினை அடையாளம் கண்டு உங்களை அல்லது நிறுவனத்தை மாறாட்டம் செய்யும் கணக்கு, வலைத்தளம் மற்றும் மின்னஞ்சலினை நீக்குவதற்கான தடுத்தல் வியூகங்கள் போன்றவற்றிற்கான சில அடிப்படையான படிநிலைகளினூடாக இட்டுச் செல்கிறது.

நீங்கள் ஆள்மாறாட்டம் செய்யப்பட்டுள்ளீர்கள் என்றால், உங்கள் பிரச்சினையின் தன்மையைக் கண்டறிந்து சாத்தியமான தீர்வுகளைக் கண்டறிய இந்தக் வினாக்கொத்தினைப் பின்பற்றவும்.

## Workflow

### urgent-question அவசர- வினாக்கள்

உங்களுடைய உடல் நலன் மற்றும் நாணயம் குறித்து அச்சம் கொள்கிறீர்களா?

- [ஆம்](#physical-sec\_end)

- [இல்லை](#diagnostic-start1)

### diagnostic-start1 அடையாளம்காணல் ஆரம்பம் 1

இந்த ஆள் மாறாட்டமானது உங்களை தனியாளாகவோ Is the impersonation affecting you as an individual (சிலர் உங்களது சட்டஊர்வமான பெயரை அல்லது குடும்பப்பெயரை, உங்களின் நன்மதிப்பின் அடிப்படையில் பெற்ற பட்டப்பெயரினை பயன்படுத்துவதால்) அல்லது நிறுவனம்/குழுவாகவோ பாதிக்கின்றதா?

- [தனியாளாக](#individual)

- [ஒரு நிறுவனமாக](#organization)

### individual தனிநபர்

> நீங்கள் ஒரு தனி நபராக பாதிக்கப்பட்டிருந்தால், நீங்கள் உங்களுடைய தொடர்புகளினை விழிப்பூட்டல் வேண்டும்.இந்த படிமுறையினை உங்கள் கட்டுப்பாட்டிலுள்ள மின்னஞ்சல் முகவரி, சுயவிபரம்,அல்லது வலைத்தளத்தினைப் பயன்படுத்தி மேற்கொள்ளுங்கள்.

- நீங்கள் குறித்த ஆள்மாறாட்டம் தொடர்பாக உங்களுடைய தொடர்புகளுக்கு தெரியப்படுத்தியன் பின்னர் அடுத்த படிக்குத் செல்லுங்கள். [next step](#diagnostic-start2).

### organization நிறுவனம்

> நீங்கள் ஒரு குழுவாகப் பாதிக்கப்பட்டிருந்தால், பொதுப்படையான அறிவித்தல் ஒன்றினைச் செய்தல் வேண்டும்.இந்த படிமுறையினை உங்கள் கட்டுப்பாட்டிலுள்ள மின்னஞ்சல் முகவரி, சுயவிபரம்,அல்லது வலைத்தளத்தினைப் பயன்படுத்தி மேற்கொள்ளுங்கள்.

- நீங்கள் ஆள்மாறாட்டத்திற்கு உட்பட்டுள்ளீர்களென உங்களது சமூகத்திற்குத் தெரிவித்த பின்னர் அடுத்த படிநிலைக்குச் செல்லுங்கள் [next step](#diagnostic-start2).

### diagnostic-start2 அடையாளம்காணல் ஆரம்பம் 2

நீங்கள் எப்படி ஆள்மாறாட்டம் செய்யப்படுகிறீர்கள்??

- [ஒரு போலியான வலைத்தளமொன்று எனது குழுவினை போல அல்லது என்னைப்போல ஆள்மாறாட்டம் செய்கிறது](#fake-website)

- [ஒரு சமூக வலைத்தள கணக்கு ஒன்றினூடாக](#social-network)

- [ஒப்புதல் பெறப்படாமல் காணொளிகள் புகைப்படங்களினைப் பகிர்வதனூடாக](#other-website)

- [எனது மின்னஞ்சல் அல்லது அதுபோன்ற ஒன்றினூடாக](#spoofed-email1)

- [எனது மின்னஞ்சல் முகவரியுடன் இணைக்கப்பட்ட PGP சாவி மூலம்](#PGP)

- [எனது செயலியை போல செயற்படும் ஒரு போலி செயலி மூலம்](#app1)

### social-network சமூக வலையமைப்பினூடாக

எந்தச் சமூக வலைத்தளத்தில் ஆள்மாறாட்டம் செய்யப்படுகின்றீர்கள்?

- [Facebook](#facebook)

- [Twitter](#twitter)

- [Google+](#google+)

- [Instagram](#instagram)

### facebook முகப்புத்தகம்

> ஆள்மாறாட்டம் செய்யும் பக்கத்தினை நீக்குவதற்காக ["என்னைப்போல அல்லது வேறொருவர் போல் நடிக்கும் Facebook கணக்கு அல்லது பக்கத்தை எவ்வாறு முறையுவது ?"](<https://www.facebook.com/help/174210519303259>) இல் வழங்கப்பட்டுள்ள அறிவுறுத்தல்களைப் பின்பற்றுங்கள்.

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### twitter - கீச்சகம்

> ஆள்மாறாட்டம் செய்யும் பக்கத்தினை நீக்குவதற்காக ["ஆள்மாறாட்ட கணக்கு ஒன்றினை முறையிடல்"](https://help.twitter.com/forms/impersonation)இல் வழங்கப்பட்டுள்ள அறிவுறுத்தல்களைப் பின்பற்றுங்கள்.

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### google+

> ஆள்மாறாட்டம் செய்யும் பக்கத்தினை நீக்குவதற்காக [ "ஆள்மாறாட்டத்தினை முறையிட்டல்"](https://support.google.com/plus/troubleshooter/1715140) பக்கத்தில் வழங்கப்பட்டுள்ள அறிவுறுத்தல்களைப் பின்பற்றுங்கள்

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### instagram படவாரி

> ஆள்மாறாட்டம் செய்யும் பக்கத்தினை நீக்குவதற்காக ["ஆள்மாறாட்டக் கணக்குகள்"] (https://help.instagram.com/446663175382270)இல் வழங்கப்பட்டுள்ள அறிவுறுத்தல்களைப் பின்பற்றுங்கள்.

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### டிக்டாக்

> ஆள்மாறாட்டம் செய்யும் கணக்கைக் கோருவதற்கு ["ஆள்மாறாட்டக் கணக்கைப் புகாரளிக்கவும்"](https://support.tiktok.com/en/safety-hc/report-a-problem/report-an-impersonation-account) இல் உள்ள வழிமுறைகளைப் பின்பற்றவும் நீக்கப்படும்.

>

> உங்கள் கோரிக்கைக்கான பதிலைப் பெற சிறிது நேரம் ஆகலாம் என்பதை நினைவில் கொள்ளவும். இந்தப் பக்கத்தை உங்கள் புக்மார்க்குகளில் சேமித்து, சில நாட்களில் இந்தப் பணிப்பாய்வுக்கு வரவும்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### யூடியூப்

> ஆள்மாறாட்டம் செய்யும் கணக்கைப் புகாரளிக்க ["பொருத்தமற்ற வீடியோக்கள், சேனல்கள் மற்றும் பிற உள்ளடக்கத்தை YouTube இல் புகாரளிக்கவும்"](https://support.google.com/youtube/answer/2802027) இல் உள்ள வழிமுறைகளைப் பின்பற்றவும். புகாரளிப்பதற்கான சாத்தியமான காரணங்களில் "ஆள்மாறாட்டம்" என்பதைத் தேர்ந்தெடுக்கவும்.

> உங்கள் கோரிக்கைக்கான பதிலைப் பெற சிறிது நேரம் ஆகலாம் என்பதை நினைவில் கொள்ளவும். இந்தப் பக்கத்தை உங்கள் புக்மார்க்குகளில் சேமித்து, சில நாட்களில் இந்தப் பணிப்பாய்வுக்கு வரவும்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### twitch

> ஆள்மாறாட்டம் செய்யும் கணக்கைப் புகாரளித்து அதைக் கோர ["பயனர் அறிக்கையை எவ்வாறு தாக்கல் செய்வது"](https://help.twitch.tv/s/article/how-to-file-a-user-report) இல் உள்ள வழிமுறைகளைப் பின்பற்றவும் நீக்க வேண்டும். படிவத்தில் சேர்க்கப்பட்டுள்ள சாத்தியமான வகைகளில் "ஆள்மாறாட்டம்" என்பதைத் தேர்ந்தெடுக்கவும்.

>

> உங்கள் கோரிக்கைக்கான பதிலைப் பெற சிறிது நேரம் ஆகலாம் என்பதை நினைவில் கொள்ளவும். இந்தப் பக்கத்தை உங்கள் புக்மார்க்குகளில் சேமித்து, சில நாட்களில் இந்தப் பணிப்பாய்வுக்கு வரவும்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### fake-website போலியான வலைத்தளம்

> கீழுள்ள நிகழ்நிலைச் சேவைகளில் URL இனை உள்ளிடுவதன்மூலம் குறித்த வலைத்தளமானது தீங்கானது என அறியப்பட்டதா என்பதனைப் பரிசோதித்துப் பாருங்கள்:

>

> - [circl.lu/urlabuse](https://circl.lu/urlabuse/)

> - [Virus Total.com](https://www.virustotal.com/)

> - [sitecheck.sucuri.net](https://sitecheck.sucuri.net/)

> - [urlscan.io](https://urlscan.io/)

> - [ThreatCrowd](https://www.threatcrowd.org/)

குறித்த டொமைன் தீங்கானது என அறியப்பட்டுள்ளதா?

- [ஆம்](#malicious-website)

- [இல்லை](#non-malicious-website)

### malicious-website தீங்கான வலைத்தளங்கள்

> குறித்த URL இனை ["தீங்கான மென்பொருளினை முறையிடல்" form](<https://safebrowsing.google.com/safebrowsing/report_badware/>). இல் கோப்பிடுவதன்மூலம் கூகிளின் பாதுகாப்பான உலாவலில் முறையிடலாம்.

>

> உங்களுடைய முறைப்பாடானது வெற்றிகரமாக அமைந்தது என உறுதிப்படுத்த சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இதற்கிடையில், தொகுத்து வழங்குனரிடம் மற்றும் டொமைன் பதிவாளரிடம் குறித்த தளத்தினை நீக்குவதற்கான கோரிக்கையினை செய்யும் நடவடிக்கைகளினை ஆரம்பிக்கலாம் அல்லது இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#non-malicious-website)

### non-malicious-website தீங்கற்ற வலைத்தளங்கள்

> உங்களது தொகுத்து வழங்குனருக்கு அல்லது டொமைன் பதிவாளருக்கு அந்த வலைத்தளங்களை நீக்கக் கோரி அறிக்கையிடுங்கள்.

>

\*\*\*குறிப்பு:\*\*\* \*எப்போதும் [ஆவணம்](/../../ஆவணம்) செய்திகளை நீக்குதல் அல்லது உரையாடல் பதிவுகள் அல்லது சுயவிவரங்களைத் தடுப்பது போன்ற செயல்களை மேற்கொள்ளும் முன். நீங்கள் சட்ட நடவடிக்கையை மேற்கொள்ள எண்ணினால் , [சட்ட ஆவணங்கள்](/../../documentation#legal)\* பற்றிய தகவலை நீங்கள் பார்க்க வேண்டும்.

> நீங்கள் முறையிட விரும்பும் தளம் உங்களுடைய உள்ளீடுகளினை பயன்படுத்துகிறதெனின், அந்த உள்ளீடுகளினுடைய உண்மையான உரிமையாளர் நீங்கள் என்பதனை எண்பித்தல் வேண்டும்.நீங்கள் இதனை டொமைன் பதிவாளருடனான/தொகுத்து வழங்குநருடனான ஒப்பந்தத்தினை சமர்ப்பிப்பதன்மூலம் எண்பிக்கலாம். மேலும் நீங்கள் [Wayback Machine] (https://archive.org/web/) இல் தேடலாம், உங்கள் இணையதளத்தின் URL மற்றும் போலி இணையதளம் இரண்டையும் தேடலாம். குறித்த வலைத்தளமானது அதிலே குறிப்பிடப்பட்டிருந்தால், அந்தப் போலியான தளம் ஆரம்பிப்பதற்கு முன்னரே உங்களுடைய தளம் காணப்பட்டது என்பதனை நிரூபிக்க கூடிய வரலாற்றினை பெற்றுக்கொள்ளலாம்.

>

> நீக்குவதற்கான வேண்டுகோள் விடுக்க முன்னர் போலியான தளம் தொடர்பான தகவல்களைத் நீங்கள் திரட்டுதல் வேண்டும்:

>

> - [Network Tools' NSLookup service](<https://network-tools.com/nslookup/>)இந்த இணைப்பிற்குச் சென்று குறித்த போலி வலைத்தளத்தினுடைய URL இனை தேடுதல் பொறியில் இடுவதன்மூலம் குறித்த போலித்தளத்தினுடைய.

> - IP address or addresses ஐ குறிப்பெடுத்துக்கொள்ளுங்கள்.

> - [Domain Tools' Whois Lookup service](<https://whois.domaintools.com/>)இந்த இணைப்பிற்குச் சென்று போலி வலைத்தளத்தினுடைய டொமைன் மற்றும் IP address என்பவற்றைத் தேடுதல் செய்யுங்கள்..

> - தொகுத்து வழங்குநர் மற்றும் டொமைன் சேவையினுடைய பெயர் மற்றும் துஸ்பிரயோக மின்னஞ்சலினை பதிவிட்டு வையுங்கள். உங்களுடைய தேடுதலின்போது வலைத்தள உரிமையாளருடைய பெயரும் உள்ளடக்கப்பட்டிருந்தால் அத்தனையும் பதிவிட்டு வையுங்கள்.

> - போலியான வலைத்தளத்தினை அகற்றும்படி தொகுத்து வழங்குநர் மற்றும் டொமைன் பதிவாளருக்கு எழுதுங்கள். உங்களுடைய செய்தியில்,ஆள்மாறாட்ட வலைத்தளத்தின் IP address, URL மற்றும் அதன் உரிமையாளர் பெயர் போன்ற விடயங்களுடன் அது ஏன் துஸ்பிரயோகமானது என்ற காரணங்களையும் உள்ளடக்குங்கள்.

> - தொகுத்து வழங்குனருக்கு எழுத இதனைப் பயன்படுத்திடுங்கள் [நகலி வலைத்தளங்கள் குறித்து தொகுத்து வழங்குனருக்கு முறையிட Helpline's Template ஐ இப்போதே அணுகுங்கள்] (https://communitydocs.accessnow.org/352-Report\_Fake\_Domain\_Hosting\_Provider.html.

> - டொமைன் பதிவாளருக்கு எழுத இதனைப் பயன்படுத்திடுங்கள் [நகலி அல்லது ஆள்மாறாட்ட வலைத்தளங்கள் குறித்து டொமைன் பதிவாளருக்கு முறையிட Helpline's Template ஐ இப்போதே அணுகுங்கள்] (https://communitydocs.accessnow.org/343-Report\_Domain\_Impersonation\_Cloning.html).

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்..

இது பயனுடையதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#web-protection\_end)

### spoofed-email1 ஏமாற்று மின்னஞ்சல் -1

> முக்கியமான தொல்நூட்ப காரணிகள் காரணமாக மின்னஞ்சலினை உறுதிசெய்துகொள்ளுதல் சிறிது கடினமான விடயமாகும். பொய்யான அனுப்புநர்கள் மற்றும் ஏமாற்று மின்னஞ்சல் போன்றன உருவாக்கப்படுவதற்கு இதுவும் ஒரு காரணமாகும்.

நீங்கள் உங்களுடைய மின்னஞ்சலினால் ஆள்மாறாட்டப் பட்டுள்ளீர்களா அல்லது அதையொத்த இன்னொன்றினாலா? உதாரணமாக ஒரே பயனர் பெயர் (user name) ஆனால் வேறொரு டொமைன்.

- [நான் எனது மின்னஞ்சலூடாகவே ஆள்மாறாட்டம் செய்யப்படுகிறேன்](#spoofed-email2)

- [நான் எனது மின்னஞ்சல் போன்ற இன்னொன்றினால் ஆள்மாறாட்டம் செய்யப்படுகிறேன்](#similar-email)

### spoofed-email2 ஏமாற்று மின்னஞ்சல்-2

> உங்களைப்போல ஆள்மாறாட்டம் செய்யும் நபர் உங்களுடைய மின்னஞ்சல் கணக்கினுள் ஊடுருவியிருக்கலாம். இதற்கான வாய்ப்பினை இல்லாதொழிக்க உங்களது கடவுச்சொல்லினை மாற்ற முயலுங்கள்.

உங்களது கடவுச்சொல்லினை மாற்ற முடிகிறதா?

- [ஆம்](#spoofed-email3)

- [இல்லை](#hacked-account)

### hacked-account ஊடுருவப்பட்ட கணக்கு

உங்கள் கடவுச்சொல்லை மாற்ற முடியாவிட்டால், உங்கள் மின்னஞ்சல் கணக்கு ஒருவேளை தாக்கப்பட்டிருக்கலாம்.இந்த பிரச்சினையினைத் தீர்க்க ["எனது கணக்கினை அணுக இயலவில்லை"](../../../account-access-issues) பகுதியை பார்வையிடுங்கள்.

இது பயனளித்ததா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### spoofed-email3 ஏமாற்று மின்னஞ்சல்-3

> ஏமாற்று மின்னஞ்சலானது மோசடியான அனுப்புனர் முகவரியனைக் கொண்டு அனுப்பப்படும் மின்னஞ்சல் செய்திகளைக் கொண்டது. செய்தியானது உண்மையான மூலத்திற்குப் புறம்பாக வேறொருவரிடமிருந்தோ அல்லது வேறொரு இடத்திலிருந்தோ உருவாக்கியதாக தோன்றும்.

>

> மக்கள் மின்னஞ்சல் சட்டபூர்வமான மூலத்திலிருந்து வருகின்றது என எண்ணும்போது அதனை திறப்பதற்கான வாய்ப்புகள் அதிகமாகக் காணப்படுவதனால் phishing மற்றும் spam campaigns இல் ஏமாற்று மின்னஞ்சலானது பொதுவானதாகும்.

>

> யாராவது உங்களுடைய மின்னஞ்சலை பாசாங்கு செய்தால் நீங்கள் உங்களது தொடர்புகளுக்கு ஏற்படக்கூடிய பிஷ்ஷிங் தாக்குதல் ஆபத்து தொடர்பாக தெரியப்படுத்தல் வேண்டும். (இதனை உங்கள் மின்னஞ்சல் கணக்கு, சுயவிபரம்,அல்லது உங்கள் கட்டுப்பாட்டிலுள்ள வலைத்தளம் என்பவற்றிலிருந்து செய்யுங்கள்).

>

>இந்த ஆள்மாறாட்டமானது பிஷ்ஷிங் தாக்குதலை அல்லது வேறேதாவது தீங்கான எண்ணத்துடன் செய்யப்பட்டிருப்பின், நீங்கள். [எனக்கு சந்தேகத்துக்கிடமான செய்திகள் கிடைக்கப்பெற்றன](../../../suspicious\_messages)பகுதியை வாசிக்க வேண்டும்.

உங்கள் மின்னஞ்சல் கணக்கிற்கு கடவுச்சொல்லை மாற்றிய பின்னர் அந்த மின்னஞ்சல்கள் நின்றுவிட்டதா?

- [ஆம்](#compromised-account)

- [இல்லை](#secure-comms\_end)

### compromised-account பாதிக்கப்பட்டுள்ள கணக்கு

> யாரோ ஒருவர் உங்களைப் போல் ஆள்மாறாட்டம் செய்து மின்னஞ்சல்களை அனுப்ப உங்கள் கணக்கை கைப்பற்றியிருக்கலாம் (hacked). உங்கள் கணக்கு தாக்கப்பட்டுள்ளதால், [எனது கணக்குகளுக்கான அணுகலை இழந்தேன்](../../../account-access-issues/)பகுதியை நீங்கள் வாசிக்க வேண்டும்.

உங்களுடைய பிரச்சினையைத் தீர்க்க இது உதவியதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#account\_end)

### similar-email ஒரேமாதிரியான மின்னஞ்சல்

> ஆள்மாறாட்டக்காரர் உங்களுடைய மின்னஞ்சலினை ஆனால் வேறுபட்ட டொமைன் அல்லது பயனர் பெயரை பயன்படுத்தினால்,உங்களைப்போல ஆள்மாறாட்டம் செய்ய எத்தனிக்கும் விடயம் குறித்து உங்கள் தொடர்புகளை எச்சரித்தல் சிறந்தது. (இதனை உங்கள் மின்னஞ்சல் கணக்கு, சுயவிபரம்,அல்லது உங்கள் கட்டுப்பாட்டிலுள்ள வலைத்தளம் என்பவற்றிலிருந்து செய்யுங்கள்).

>

> இந்த ஆள்மாறாட்டமானது பிஷிங்கினை குறிவைத்துக் காணப்படுவதனால் நீங்கள் [எனக்கு சந்தேகத்துக்கிடமான செய்திகள் கிடைக்கப்பெற்றன] (../../../suspicious-messages)பகுதியையும் வாசித்தல் நன்று.

உங்களுடைய பிரச்சினையைத் தீர்க்க இது உதவியதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#secure-comms\_end)

### PGP

உங்களுடைய தனிப்பட்ட PGP சாவியானது தாக்கப்பட்டிருக்கலாம் என எண்ணுகிறீர்களா? உதாரணமாக,நீங்கள் உங்கள் சாதனத்தை வைத்த இடத்தில் அதனது கட்டுப்பாட்டை இழந்ததால்?

- [ஆம்](#PGP-compromised)

- [இல்லை](#PGP-spoofed)

### PGP-compromised PGP தாக்கப்பட்டிருத்தல்

> - புதிய சாவிச் சோடியினை உருவாக்கி, நீங்கள் நம்பும் நபர்களினால் கையொப்பமிடப்பட வேண்டும்.

> - நீங்கள் கட்டுப்படுத்தும் நம்பகமான ஊடகத்தினூடாகத் உங்கள் தொடர்புகளுக்குத் தெரிவிக்கவும் (சிக்னல் அல்லது வேறு [எண்ட்-டு-எண்ட் என்க்ரிப்ட் டூல்](https://www.frontlinedefenders.org/en/resource-publication/guide-secure-group-chat போன்றவை) -and-conferencing-tools)) அவர்கள் உங்கள் புதிய விசையைப் பயன்படுத்த வேண்டும் மற்றும் பழையதைப் பயன்படுத்துவதை நிறுத்த வேண்டும். உங்கள் உண்மையான விசையின் கைரேகையின் அடிப்படையில் உங்கள் உண்மையான விசையை அவர்களால் அடையாளம் காண முடியும் என்று அவர்களிடம் சொல்லுங்கள். அவர்களுக்குத் தெரிவிக்க நீங்கள் பயன்படுத்தும் அதே நம்பகமான சேனல் மூலம் உங்கள் புதிய பொது விசையை நேரடியாக அவர்களுக்கு அனுப்பலாம்.

உங்கள் சிக்கலைத் தீர்க்க கூடுதல் உதவி தேவைப்படுகின்றதா?

- [ஆம்](#secure-comms\_end)

- [இல்லை](#தீர்க்கப்பட்டது \_முடிவு)

### PGP-ஏமாற்றப்பட்டது

> - சிக்னல் அல்லது மற்றொரு [end-to-end encrypted tool](https://www.frontlinedefenders.org/en/resource-publication/guide-secure-group-chat போன்ற நீங்கள் கட்டுப்படுத்தும் நம்பகமான சேனல் மூலம் உங்கள் தொடர்புகளுக்குத் தெரிவிக்கவும் -மற்றும்-கான்பரன்சிங்-கருவிகள்), யாரோ ஒருவர் உங்களைப் போல் ஆள்மாறாட்டம் செய்ய முயற்சிக்கிறார். உங்கள் உண்மையான விசையின் கைரேகையின் அடிப்படையில் உங்கள் உண்மையான விசையை அவர்களால் அடையாளம் காண முடியும் என்று அவர்களிடம் சொல்லுங்கள். அவர்களுக்குத் தெரிவிக்க நீங்கள் பயன்படுத்தும் அதே நம்பகமான சேனல் மூலம் உங்கள் பொது விசையை நேரடியாக அவர்களுக்கு அனுப்பலாம்.

உங்கள் சிக்கலைத் தீர்க்க கூடுதல் உதவி தேவையா?

- [ஆம்](#secure-comms\_end)

- [இல்லை](#தீர்க்கப்பட்ட\_முடிவு)

### டாக்ஸிங்

> யாராவது உங்கள் தனிப்பட்ட தகவல் அல்லது தனிப்பட்ட வீடியோக்கள் அல்லது படங்களைப் பகிர்ந்தால், டிஜிட்டல் முதலுதவி பெட்டியின் பணிப்பாய்வு [டாக்சிங் மற்றும் தனியார் மீடியாவின் ஒப்புதல் இல்லாத பகிர்வு](../../../doxing) என்பதைப் பின்பற்ற பரிந்துரைக்கிறோம்.

நீங்கள் என்ன செய்ய விரும்புகிறீர்கள்?

- [தனியார் மீடியாவின் டாக்சிங் மற்றும் ஒப்புதல் இல்லாத பகிர்வு குறித்த டிஜிட்டல் முதலுதவி பொதியின் பிரிவுக்கு என்னை அழைத்துச் செல்லுங்கள்](../../../doxing)

- [எனது சிக்கலைத் தீர்க்க எனக்கு ஆதரவு தேவை](#துன்புறுத்தல்\_முடிவு

### app1 செயலி 1

> யாரவது உங்களுடைய செயலியின் அல்லது மென்பொருளின் தீங்கான பிரதியொன்றினை பரப்பியிருந்தால் பயனாளர்களினை சட்டப்பூர்வமான பதிப்பினை மட்டுமே தரவிறக்கம் செய்யும்படி பொதுப்படையான அறிவிப்பு ஒன்றினைச் செய்தல் சிறந்தது.

>

> தீங்கான செயலி தொடர்பாக முறையிடுவதுடன் அத்தனை நீக்கும்படியும் நீங்கள் கோருதல் வேண்டும்.

உங்களுடைய செயலியினுடைய தீங்கான பிரதியானது எங்கே விநியோகிக்கப்படுகிறது?

- [Github](#github)இல்

- [Gitlab.com](#gitlab)இல்

- [Google Play Store](#playstore)இல்

- [Apple App Store](#apple-store)இல்

- [another website](#fake-website) போலி வலைத்தளத்தில்

### github

> தீங்கான மென்பொருளொன்று github இல் காணப்படுகின்றதெனின், பதிப்புரிமையினை மீறும் உள்ளடக்கங்களினை நீக்குவதற்கான github உடைய [Guide to Submitting a Digital Millennium Copyright Act (DMCA) Takedown Notice](<https://help.github.com/en/articles/guide-to-submitting-a-dmca-takedown-notice>)வழிகாட்டலினை வாசியுங்கள்.

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

உங்களுடைய சிக்கலைத் தீர்க்க இது உதவியதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#app\_end)

### gitlab

> தீங்கான மென்பொருளொன்று Gitlab.com இல் காணப்படுகின்றதெனின், பதிப்புரிமையினை மீறும் உள்ளடக்கங்களினை நீக்குவதற்கான Gitlab.com உடைய [Digital Millennium Copyright Act (DMCA) takedown request requirements](<https://about.gitlab.com/handbook/dmca/>)வழிகாட்டலினை வாசியுங்கள்.

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

உங்களுடைய சிக்கலைத் தீர்க்க இது உதவியதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#app\_end)

### playstore - கூகிள் களஞ்சியம்

> கூகிள் play store இல் தீங்கான செயலிகள் காணப்படுமாயின் பாதிப்புரிமையினை மீறும் உள்ளீடுகளை நீக்குவதற்கு பின்வரும் படிமுறையினைப் பின்பற்றுங்கள்["கூகிளிலிருந்து உள்ளீடுகளை நீக்கல்"](https://support.google.com/legal/troubleshooter/1114905)

>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்..

உங்களுடைய சிக்கலைத் தீர்க்க இது உதவியதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#app\_end)

### apple-store ஆப்பிள் களஞ்சியம்

> செயலிக் களஞ்சியத்தில் (App Store) தீங்கான செயலிகள் காணப்படுமாயின் பாதிப்புரிமையினை மீறும் உள்ளீடுகளை நீக்குவதற்கு பின்வரும் படிவத்தைப் பூரணப்படுத்துங்கள் ["ஆப்பிள் செயலிக் களஞ்சியத்தில் காணப்படும் முரண்பாடானஉள்ளீடுகள் படிவம்"] (https://www.apple.com/legal/internet-services/itunes/appstorenotices/#/contacts?lang=en)>

> உங்களுடைய வேண்டுகோளுக்கான பதில் கிடைக்க சிறிது காலம் எடுக்கும் என்பதனை நினைவிற் கொள்ளுங்கள். இந்த பக்கத்தினை உங்கள் புத்தககுறியினுள் (bookmark) சேமித்து வைத்துவிட்டு ஒருசில நாட்கள் கழித்து மீண்டும் இந்த வேலைப்பாய்ச்சலை பாருங்கள்.

உங்களுடைய சிக்கலைத் தீர்க்க இது உதவியதா?

- [ஆம்](#resolved\_end)

- [இல்லை](#app\_end)

### physical-sec\_end

> உங்களுடைய உடல்நலன் தொடர்பான கவலையடைவீர்களானால் உங்களுக்கு உதவக்கூடிய நிறுவனங்களைத் தொடர்புகொள்ளுங்கள்.

:[](organisations?services=physical\_sec)

### துன்புறுத்தல் \_முடிவு

> உங்கள் அனுமதியின்றி உங்கள் தனிப்பட்ட தகவல் அல்லது மீடியா வெளியிடப்பட்டிருந்தால், உங்கள் சிக்கலைத் தீர்க்க உங்களுக்கு ஆதரவு தேவைப்பட்டால், உங்களுக்கு ஆதரவளிக்கும் நிறுவனங்களை நீங்கள் தொடர்பு கொள்ளலாம்.

>

> நீங்கள் ஒரு நிறுவனத்தைத் தொடர்புகொள்வதற்கு முன்,உங்களுக்கு சரியாக என்ன நடக்கிறது என்பதைக் கண்டறிய டிஜிட்டல் முதலுதவி பொதியினைப் பின்பற்றுமாறு நாங்கள் கடுமையாகப் பரிந்துரைக்கிறோம் [டாக்சிங் மற்றும் தனியார் மீடியாவின் ஒப்புதல் இல்லாத வெளியீடு](../../../doxing), இது உங்களுக்கு உதவும்.

:[](organisations?services=harassment)

### account\_end

> நீங்கள் இன்னும் ஆள்மாறாட்டத்தினை அனுபவிப்பீர்களாயின் அல்லது உங்கள் கணக்கு இன்னும் பாதிக்கப்பட்டிருக்கின்றதென்றால் கீழேயுள்ள உங்களுக்கு உதவக்கூடிய நிறுவனங்களைத் தொடர்புகொள்ளுங்கள்.

:[](organisations?services=account&services=legal)

### app\_end

> போலியான செயலி அகற்றப்படாவிடில், உங்களுக்கு உதவக்கூடிய கீழுள்ள நிறுவனகளைத் தொடர்புகொள்ளுங்கள்.

:[](organisations?services=account&services=legal)

### web-protection\_end

> அகற்றுவதற்கான உங்களது வேண்டுகோளானது பயனளிக்கவில்லையெனில், கீழுள்ள நிறுவனகளை நீங்கள் மேலதிக உதவிகளுக்கு நாடலாம்.

:[](organisations?services=web\_protection)

### secure-comms\_end

> பிஷ்ஷிங் மின்னஞ்சல் பாதுகாப்பு மற்றும் குறியாக்கம், பொதுவான தொடர்பாடல் பாதுகாப்புகள் குறித்து உங்களுக்கு ஏதாவது உதவிகளோ அல்லது பரிந்துரைகளோ தேவைப்படின் நீங்கள் இந்த நிறுவனங்களை நாடலாம்:

:[](organisations?services=secure\_comms)

### resolved\_end

இந்த DFAK ஆனது பயனுள்ளதாக அமைந்திருக்கும் என நம்புகிறோம்: உங்களுடைய பின்னூட்டல்களுக்கு [மின்னஞ்சலூடாக](mailto:incoming+rarenet-dfak-8220223-issue-@incoming.gitlab.com)

நீங்கள் மாறாட்டம் செய்யப்படுவதற்கான முயற்சிகளைத் தடுக்க கீழுள்ள உதவிக்கு குறிப்புகளை வாசியுங்கள்.

### final\_tips இறுதிக் குறிப்புகள்

- உங்களது கணக்குகள் எல்லாவற்றுக்கும் கடினமான,சிக்கலான மற்றும் தனித்துவமான கடவுச் சொல்லினை இடுங்கள்.

- கடவுச்சொல்லினை உருவாக்கி சேமிப்பதற்கென கடவுச்சொல் முகாமையினை (password manager)பயன்படுத்துவது பற்றி சிந்தியுங்கள்.எனவே நீங்கள் பல்வேறுபட்ட தளங்களுக்கு வெவ்வேறான கடவுச்சொல்லினை மனனம் செய்யாமலே பயன்படுத்த முடியும்.

- உங்களுடைய மிக முக்கியமான கணக்குகளிற்கு இரு காரணி உறுதிப்படுத்தலினை(2FA) செயற்படுத்தி வையுங்கள். (2FA) ஆனது கணக்கிற்கு உள்நுழைவதற்கு ஒன்றிற்கு அதிகமான முறைகளினைத் தேவைப்படுத்துவதன் மூலம் உன்னால் கணக்கிற்கு பெரியளவிலான பாதுகாப்பினைத் தருகிறது.இதன் அர்த்தமானது ஒரு நபர் உங்களுடைய முதல் தரமான கடவுச்சொல்லினை வைத்திருந்தாலும் கூட உங்களுடைய தொலைப்பேசி இலக்கம் அல்லது இரண்டாம் தரமான உறுதிப்படுத்தல் இருந்தால் தவிர உங்களது கணக்கினை கையாள முடியாது.

- உங்களுடைய சமூக வலைத்தள சுயவிபரத்தினை உறுதிப்படுத்திக் கொள்ளுங்கள். சில தளங்கள் உங்களுடைய அடையாளங்களினை உறுதிப்படுத்தி உங்கள் கணக்குடன் இணைப்பதற்கான சில பண்புகளைக் கொண்டுள்ளன.

- உங்களுடைய நிகழ்நிலை வருகையினை வரைபடமிடுங்கள். Self-doxing ஆனது தீங்காளர்கள் இந்த தகவல்கனை கண்டெடுத்து உங்களைப்போன்று ஆள்மாறாட்டம் செய்வதிலிருந்து தடுப்பதற்கான தானியங்கி செயற்கை நுண்ணறிவைக் கொண்டுள்ளது.

- கூகிள் விழிப்பூட்டல்களினை செயற்படுத்துங்கள்.கூகிள் தேடலில் தலைப்பிற்கான புதிய முடிவகளின்போது நீங்கள் மின்னஞ்சலைப் பெறலாம். உதாரணமாக, உங்களுடைய பெயர் அல்லது நிறுவனம் என்பன பற்றி குறிப்பிடுவது பற்றிய தகவலினைப் பெறலாம்.

- உங்களுடைய வலைத்தளமானது தற்போது எப்படி தோன்றுகிறதோ அதனை ஒரு படம்பிடித்து வையுங்கள் பிற்காலத்தில் ஒரு சான்றாக பயன்படுத்தலாம். உங்களுடைய வலைத்தளமானது crawlers இனை அனுமதித்தால் archive.org இனால் வழங்கப்படும் (Wayback Machine) பின்னோக்கும் இயந்திரத்தினை [Internet Archive](https://archive.org) பயன்படுத்தலாம். இதனைப் பார்க்கவும் [Internet Archive Wayback Machine](https://archive.org/web/), "Save Page Now" என்னும் இடத்தில் உங்களுடைய வலைத்தளத்தினுடைய பெயரினை உள்ளிட்டு "Save Page Now" பொத்தானை அழுத்துங்கள்.

#### resources மூலாதாரங்கள்

- [Security Self-Defense: Create Strong and Unique Passwords](https://ssd.eff.org/en/module/creating-strong-passwords)

- [Security Self-Defense: Animated Overview Using Password Managers](https://ssd.eff.org/en/module/animated-overview-using-password-managers-stay-safe-online)

- [Surveillance Self-Defense: How to Enable Two-Factor Authentication](https://ssd.eff.org/module/how-enable-two-factor-authentication)

- [Archive.org: Archive your Website](https://archive.org/web/)

- [Security Self-Defense: How to use KeePassXC - A Secure Open-Source Password Manager](https://ssd.eff.org/en/module/how-use-keepassxc)

- [Access Now Helpline Community Documentation: Choosing a Password Manager](https://communitydocs.accessnow.org/295-Password\_managers.html)