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**Our Method:**

In order to solve the issue of stealing a users facebook cookies and then using them ourselves we used a few different strategies. To start we simplified our code into two separate scripts, one of the scripts would be designed to gather the targets cookies and save them. The other scripts intention was to use the stolen cookies and than login to the targets facebook account and finally to post on to their facebook. We then created a bat file which can be launched to start both scripts on a computer. The idea behind this was we would be able to put the bat file on a flashdrive, plug it into a targets computer and launch the malicious scripts.

To create the malicious scripts we used the scripting language AutoHotkey. The way the first script works is that it launches google chrome on the target's computer and sets it to fullscreen. It then sends the user to the extension website for “EditThisCookie”, the script then waits a couple of seconds for the web page to load. After the wait period finishes it installed the extension by clicking on various locations in the google chrome window. The script then waits again for the extension to install, after that the script has google chrome load facebook. Again the script has to wait for the web page to load. Once the wait has concluded, the script clicks on various locations in the google chrome window so that it can gather cookie information from the extension “editThisCookie”. The script then saves the cookie data to the clipboard, it then will open a notepad file from within the flash drives location. Once the notepad file is open it pastes the contents of the clipboard into it(the users cookies for facebook) and then saves the notepad and closes it out. Now we have gathered the cookies for a users facebook login and have them saved onto our flashdrive.

The second script is designed to only be able to work if the first script was successful, basically if you don't have cookies saved into the notepad file on the flashdrive it wont work. This script starts by launching the notepad file with the saved cookies and saving the cookies to the clipboard. After that the script launches google chrome and loads into facebook and then waits for a the webpage to load. Once the web page has loaded the script clicks on various locations on the webpage and pastes the contents of the clipboard(Stolen facebook cookies) into “Editthiscookie” and then refreshed the page. Once the page is loaded the script clicks on locations of the window and posts to the users facebook “Hacked by Cookie Stealer”. This concludes what our project does. Overall we are happy with the results of our project, we enjoyed working on it as well as testing it.

**What we learned:**