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Version 2.0

It is good practice in GEDE to start at an early moment with first assertions to understand where we have agreements and where further discussions are needed. There might also be more assertions over time. This version is a consolidated second version based on the commented online version[[1]](#footnote-1). It should have responded to all comments that have been made. In addition to definitional, operational and scientific assertions, it includes also a side discussion raised by a comment. This version 2.0 is now open to comments again.

# Definitional Assertions

**D1: Definition of DO**

The discussions about Digital Objects since the start of RDA in 2013 resulted basically in two major definitions from RDA DFT and DOIP and several others that are based on different discussion roots such as from ITU, SAA or the one suggested by Hermon Sorin.

**RDA DFT[[2]](#footnote-2)**: A digital object (DO) is represented by a bitstream, is referenced and identified by a persistent identifier and has properties that are described by metadata.

**DOIP[[3]](#footnote-3)**: A digital object (DO) is a sequence of bits, or a set of sequences of bits, incorporating a work or portion of a work or other information in which a party has rights or interests, or in which there is value, each of the sequences being structured in a way that is interpretable by one or more of the computational facilities, and having as an essential element an associated unique persistent identifier.

**ITU[[4]](#footnote-4):** A digital entity is an entity represented as, or converted to, a machine-independent data structure consisting of one or more elements in digital form that can be parsed by different information systems; the structure facilitates interoperability among diverse information systems in the Internet.

**Society of American Archivists (SAA)[[5]](#footnote-5)**: A digital object (DO) is a unit of information that includes properties (attributes or characteristics of the object) and may also include methods (means of performing operations on the object).

**Hermon Sorin**: DO is an abstract element that gathers information about a physical or a virtual entity, sufficient for the discovery and inquiry on this entity.

***Note****: In a recent paper Wittenburg & Strawn[[6]](#footnote-6) [1] capture the development of the term "DO". They see the necessity of having a minimal definition for the purposes of defining a simple DO Interface Protocol (DOIP) that is identifying the resolution of a PID as a separate step. On the other hand they suggest to adopt the term "FAIR-DO" for the definition created by RDA DFT which is driven by scientific considerations, i.e. it opens the door for DOs implementing FAIR by abstracting away from the concrete protocol steps and by stressing the abstraction, binding and encapsulation aspects. The ITU insisted on using the term "entity" since due to their history the term "object" is already being used for different aspects. ITU's definition is fairly abstract, but not in contradiction with the FAIR-DO one, if you replace their term "entity" with the term "object". The SAA definition is overlapping with the FAIR-DO definition, including also the capacity of encapsulation. The RDA DFT definition in addition indicates that by making use of PIDs one can implement these properties. Hermon's definition does not cover all relevant aspects of what we mean by a "DO".*

***Note****: All definitions state in some form that a DO is an abstract concept which represents knowledge about a virtual entity (the work) be it a born-digital entity or a physical entity being represented by some digital entity. Attributes associated with the DO will include DO properties and references needed to make DOs FAIR as spelled out in the FAIR-DO definition.*

***Note****: DOs can be compositions at two levels: 1) the "work" itself can be complex (can include various bit sequences structured by different schemas), 2) a DO can be a complex collection of DOs.*

***Note****: A DO is different from a File or a HTTP-Resource. A file is just one way to organise your digital entities, you can organise your entities for example also in a relational database. The term "DO" is abstracting away from any concrete way of organisation. The same is true with respect to resources to be exchanged based on HTTP. HTTP is a specific protocol coupled also with HTML resources. A DO exists independent of the protocol and any format specifications and is therefore defined at a more abstract level.*

**D2: Scope of DOs**

A DO is an abstract representation of a work or entity in digital form. DOs can contain data, metadata, software, configurations, concepts, digital representations of physical entities, etc.

**D3: PID Record**

The PID record is a DO that contains attributes which bind all entities together that are needed to make the DOs FAIR, i.e. locations of the bit-sequences, the type, references to metadata types (descriptive, system, access rights, licences, transactions, etc.), checksum and other important properties.

***Note****: To enable machine processing all these information types need to be registered and defined in an open data type registry. This is the concept of PID Kernel Information.*

***Note****: The abstract entity that includes the binding of information through the PID record is now called FAIR-DO.*

**D4: PID Kernel Information**

PID Kernel Information[[7]](#footnote-7) is information in the form of attributes stored within the PID record, i.e., information stored at a global or local PID registry and accessible by a resolver. PID Kernel Information supports smart programmatic decisions that can be accomplished through inspection of the PID record alone. PID Kernel Information profiles are registered schemas for PID records. PID records may be created according to specific profiles and checked for conformance against them. In other words, PID records are concrete instantiations of profiles, comparable to how we consider objects as instantiations of classes in object-oriented programming.

**D5: Digital Object Collections**

Digital objects can be bundled together to form collections. A collection is a digital object that consists of multiple other digital objects, referenced by their PIDs, and affords a set of individual capabilities. Capabilities would include operations such as adding, removing or iterating over collection objects, but may also cover properties of a collection such as whether its elements have an implicit ordering or whether there are roles associated with elements in the context of a specific collection. The RDA WG on Research Data Collections[[8]](#footnote-8) has defined a conceptual model for collections and an API to describe the interaction with collection management services.

**D6: Relation between FAIR principles and DOs**

A FAIR-DO is implementing some FAIR principles directly in machine actionable ways, and facilitating others indirectly.

***Note****: Two recent papers from Schultes & Wittenburg [2] and Strawn [3] give a detailed impression about the relationship.*

***Note****: A FAIR-DO provides basic mechanisms, but the degree of FAIRness being achieved by the actors making use of these mechanisms (repositories etc.) is dependent which kind of information they provide to which degree.*

# Operational Assertions

**O1: DO Typing**

The DO has a type summarising detailed metadata allowing us

* to form classes of DOs
* to associate operations with DO classes and thus to allow encapsulation
* to let DOs “talk to” other DOs ("data to data") and thus enable automatic workflows

**O2: DO for Abstraction**

The DO allows users to work at a level of abstraction by only dealing with the PID, type and metadata as far as possible and thus abstracting away from how and where the bit-sequences are exactly stored.

**O3: Protocol for Interfacing with the DO**

A unified DO interface protocol will allow us to access DOs independently of how repositories store their bit-sequences and other associated information. It will thus guarantee that all relevant parts are being preserved for example when moving or copying DOs.

***Note****: DOIP could use TLS[[9]](#footnote-9) directly, but also use REST/HTTP[[10]](#footnote-10) or SOAP[[11]](#footnote-11), see our elaborations in the paper from Wittenburg, Strawn, Mons et al [4].*

**O4: DO relevance for data management/stewardship**

The management of scientific data is currently too complex and dependent on detailed knowledge of local computing environments. Abstraction to the DO level, and standardization of types and operations, all independent of the underlying heterogeneous systems, can simplify data management and decrease the difficulties of interoperation across domains.

# Scientific Assertions

**S1: DOs have a Scientific Value**

The concept of DOs is not just another computer science idea, but has an intrinsic value for the organisation of the domain of digital entities in science.

***Note****: A first analysis of submitted scientific cases may give a n impression [5]. A more elaborate paper is being written currently.*

**S2: DO and Trust**

Trust is crucial for data sharing and reuse. DOs need to be used to enable the reconstruction of trust. ***Note****: See here the contribution of Koureas [6].*

**S3: DOs are Universal**

DOs and their organization are not restricted to a domain, application or community, but due to their generic and extensible concept, they are intended to be universal.

**S4: DOs are discoverable**

DOs support collecting, searching and development knowledge by the large communities.

**S5: DOs can represent physical objects**

In the realm of cyberspace, Digital Objects can act as digital surrogates (representatives) for physical objects in the real World.

***Note****: This can be a rather complicated relationship. We have a classification of real world objects (tree), the concept of such objects (in our mind), and their digital representation (FAIR-DOs). We need to be clear about the nature of this representation. It is an amalgam of object and concept transformed into a digital representation which certainly will be reduced compared to the complex networks in which real-world objects exist and are represented in our mind.*

**S6: Social Perspective**

We should include the social perspective. This is already done partly by mentioning the DO/trust relation. But there are other aspects to address, for example, the ideas of the Solid (Social Linked Data) Project from Tim Berners-Lee[[12]](#footnote-12), and his "Magna Carter for the web" activity[[13]](#footnote-13), or activities that support a social contract for the Internet (Open Data Institute[[14]](#footnote-14)). A global DO architecture will have dire social consequences, only some have to do with data ownership and privacy.

Side Discussion

**Rob**: Since the beginning of the GEDE discussions on Digital Objects[[15]](#footnote-15), there has been a strong parallel between a digital object and a TCP/IP packet. I would like to point out some differences: from my point of view a DO may be seen as an atomic unit of digital sense (a DO is a self-consistent digital structure providing information about itself and how to consume its content).

For TCP/IP: Once a file is copied on my computer, I can handle and use it without any needs to know where the packets came from and who produced them. This seems a major difference with the sketched behaviour for DO where one has to resolve constantly (using DOIP) elements for getting metadata+type information.

Pushing things further, my questions are:

* may a DO exist without a network connection? If not, the DO definition should point this out.
* is it possible to handle and use a DO without network connection?

These questions were inspired by a discussion with colleagues from Airbus and CNES: they are seduced by the horizons opened by DOs and see the utility, but they usually operate without internet connection (ex. numerical simulation performed on very confidential items are cutted out from the internet for security reasons. Another example: space missions producing data have no access to internet).

In this phase I think that the set (metadata + format information) a user may obtain by resolving the DO items from registries while consuming a given DO should be embedded into the DO itself.

**Peter:**

I think that we need to distinguish between the DO and/or FAIR-DO concept and how we store and/or transport things. The DO/FAIR-DO definition just makes assumptions about the availability of certain attributes such as a PID, different kinds of metadata, etc. and requires the capability to resolve a number of links. One could argue now that this requires an access to the Internet. But the definition is agnostic about this, what you need to have is a resolution machine that turns a PID into useful state information.

For the storage/transport aspects we could package the context of a DO/FAIR-DO in a way that is most useful for a specific application. Indeed, one could pack all metadata which is needed into a container and transmit it. The Research Object project is working on these aspects with the idea in mind to put the whole context into a container so that some calculations can be repeated in a different environment. For these special missions one could also turn the PIDs into local PIDs or addresses or one could set up a local Handle resolver and take care that the required PIDs will be transferred to the local system. Such redundancy schemes are already in use for example by ePIC. For a large data driven project in material science this solution is being thought of since it seems to be more practical and maintains basic principles.

Rob suggests that the required "*information (metadata etc.) should be embedded into the DO itself*". I assume that Rob means that it should be embedded in the bit-sequence of the DO which some communities do when they specify data formats that include all kinds of metadata in the file header. This is another way of packaging the context of the DO.

A larger problem will be when one relies on a number of different information entities all "belonging" to the context of a DO. Take for example the case that an institution wants to associate a blockchain entry with its DO to control licensing and transactions and industry is very much interested in this combination. Blockchain technology IS per definition a solution in a distributed scenario. One will most probably not include all transactions for a specific DO in its header or in other local form. Thus, there may be limitations to the scope of context one wants to put into a container.

An instance of a DO can thus be maintained locally without Internet access; however, there may be limitations.
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