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# Executive Summary

{@executive\_summary}

Below is a summary of the findings, vulnerability score, and next steps for remediation.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Vulnerability** | **Effort** | **Impact** | **Vulnerability Score** | **Recommendation on Remediation** |
| {#snapshot}{name} | {effort} | {impact} | **{score}** | {@remediation}{/snapshot} |

# Introduction

The testing was conducted simultaneously by the following team members: {team\_members}.

## Scope

The following components are within the scope of this project:{#components}

* {.}{/components}

The following systems were tested during this security assessment:

|  |  |  |
| --- | --- | --- |
| **Hostname** | **Description** | **IP Address** |
| {#hosts}{hostname} | {comment} | {ip}{/hosts} |

# Timeline

|  |  |
| --- | --- |
|  | **Details** |
| {#tl\_entries}{tl\_date} | {@tl\_description}{/tl\_entries} |

**Note:** All times are Eastern Time (EST/EDT)

# Vulnerabilities & Security Concerns

Listed below are the vulnerabilities and security concerns discovered during the assessment. These are considered significant and steps should be taken to address them. Provided with each vulnerability is a recommendation for remediation.

## Application Vulnerabilities

|  |  |
| --- | --- |
| {#appFindings}{name} | *{score}* |
| **Description**  {@description}  {#attachments}  {%dataURL}  ***{label}***  {/attachments}  **Hosts Affected:**{#hosts}  {.}{/hosts} | |
| **Recommendation/Remediation** | |
| {@remediation} | |
| {/appFindings} | |

{^appFindings}None Found.{/appFindings}

## Infrastructure Vulnerabilities

|  |  |
| --- | --- |
| {#infFindings}{name} | *{score}* |
| **Description**  {@description}  {#attachments}  {%dataURL}  ***{label}***  {/attachments}  **Hosts Affected:**{#hosts}  {.}{/hosts} | |
| **Recommendation/Remediation** | |
| {@remediation} | |
| {/infFindings} | |

{^infFindings}None Found.{/infFindings}

## Process Vulnerabilities

|  |  |
| --- | --- |
| {#proFindings}{name} | *{score}* |
| **Description**  {@description}  {#attachments}  {%dataURL}  ***{label}***  {/attachments}  **Hosts Affected:**{#hosts}  {.}{/hosts} | |
| **Recommendation/Remediation** | |
| {@remediation} | |
| {/proFindings} | |

{^proFindings}None Found.{/proFindings}

# Appendix A

## Chain Vulnerabilities

|  |  |
| --- | --- |
| {#chainFindings}{name} | *{score}* |
| **Description**  {@description}  {#attachments}  {%dataURL}  ***{label}***  {/attachments}  **Hosts Affected:**{#hosts}  {.}{/hosts} | |
| **Recommendation/Remediation** | |
| {@remediation} | |
| {/chainFindings} | |

{^chainFindings}N/A{/chainFindings}

## Other Information

|  |  |
| --- | --- |
| {#fyiFindings}{name} | *{score}* |
| **Description**  {@description}  {#attachments}  {%dataURL}  ***{label}***  {/attachments}  **Hosts Affected:**{#hosts}  {.}{/hosts} | |
| **Recommendation/Remediation** | |
| {@remediation} | |
| {/fyiFindings} | |

{^fyiFindings}N/A{/fyiFindings}

# Appendix B

## Definitions

|  |  |
| --- | --- |
| {#definitions}**{Word} {#hasAbbr}({Abbreviation}){/hasAbbr}** | {Definition}{/definitions} |

{^definitions}No Matches Found.{/definitions}