Verschlüsselung von Dateien

Szenario 1:

1. Consumer kauft Produkt, bekommt in der ersten Instanz das verschlüsselte Dokument
2. Consumer bekommt den Schlüssel zum Dechiffrieren der Nachricht
3. Gleichzeitig erfolgt eine digitale Signatur (Kenntlichmachung mit Hardware-Infos)

Probleme:

Nachdem die Nachricht entschlüsselt ist, kann diese ohne Probleme weiter verbreitet werden. Allerdings kann eindeutig zurückverfolgt werden, wer den jeweiligen Content verbreitet hat (LWDRM).

Szenario 2:

1. Consumer kauft Produkt, bekommt in der ersten Instanz das verschlüsselte Dokument
2. Das jeweilige Dokument kann nur innerhalb eines speziellen Programmes geöffnet werden (Rechteeinschränkung wird dadurch sichergestellt)
3. Signatur ist hier nicht notwendig, da das Dokument nur innerhalb dieses Programmes angezeigt werden kann. Hier findet dann eine eindeutige Zuweisung des Benutzers statt (Biometrie, Passwort-Eingabe …)

Probleme:

Eingeschränkte Nutzung der Dokumente
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