**BACKLOG**

| Lettura dei file di log:   * Capire cosa comportano le azioni al sito, da dove vengono. |
| --- |
| Creazione di un software che si riesce ad autogestire e in grado di poter agire contro il traffico malevolo e avvisare cosa succede al sito. Utilizzare scripts di modifica di iptables. Gestione del backend tramite Java |
| Creazione di statistiche dei file di log:   * filtrare la comunicazione per data, posizione ed esiti (avvenute/fallite) * avere una localizzazione del traffico tramite una mappa, per un colpo d’occhio * pagine visitate * frequenza |
| Possibilità di registrarsi e autenticarsi per accedere alla piattaforma, tramite dei JWT. Avere quindi un database con le credenziali utili all’accesso |
| Creazione di un’interfaccia semplice e di facile interpretazione per un utente meno esperto e tecnico, can grafici in tempo reale che sintetizzano le interazioni con il sito |