|  |  |  |  |
| --- | --- | --- | --- |
| CONFIGURAZIONE | SERVER VERY-MOBILE & ILIAD | SERVER TIM | SERVER GSMA.COM |
| Tutto corretto coi certificati self-signed | Internal error while verifying token signature: | Unknown eSIM CA RootCA Public Key. The eSIM CA is not a trusted root for the SM-DP+, or not the root elected by the SM-DP+ in InitiateAuthentication response. | HTTP\_INTERNAL\_SERVER\_ERROR |
| TransactionId corretto + certificati self-signed + signature e serverChallenge copia-incollate dalla cattura originale | Internal error while verifying token signature: | eUICC signature is invalid or serverChallenge is invalid. | HTTP\_INTERNAL\_SERVER\_ERROR |
| TransactionId corretto + lettura dei certificati GSMA da file + signature e serverChallenge copia-incollate dalla cattura originale | Internal error while verifying token signature: parsing issue: DEF length 68 object truncated by 64 | eUICC signature is invalid or serverChallenge is invalid. | HTTP\_INTERNAL\_SERVER\_ERROR |
| TransactionId copia-incollato dalla cattura originale + lettura dei certificati GSMA da file + signature e serverChallenge copia-incollate dalla cattura originale | transactionId has got an invalid value | The RSP session identified by the TransactionID is unknown. | HTTP\_INTERNAL\_SERVER\_ERROR |
| Campi in base64 perfettamente copia-incollati dalla cattura originale | HTTP\_BAD\_REQUEST | “Status: Failed” generico | The RSP session identified by the TransactionID is unknown. |

SERVER GOOGLE: non accetta il primo messaggio da parte del client (gli identificatori delle CI Public Key non sono validi).