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内容范围

本文档的目的是为了给出远古封神后台源代码保护， 防止合作方反编译得到源代码。

适用的对象

本文档适用于广州捷游信息科技有限公司远古封神项目的构建和测试人员。
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# 文档背景

由于需要开设台湾服，需要将编译好的文件交给联运方，但是目前远古封神的编译后的文件极易被对方反编译得到源代码，所以需要对编译后的文件进行加密。

# 防止反编译的详细步骤

## 建立~/.erlang.crypt

在编译的用户名的home目录中建立一个加密方法的文件.erlang.crypt，内容如下：

[{debug\_info, des3\_cbc, [], "ygfs\_source\_code\_secret\_key"}].

该语句大体的意思为使用des3\_cbc的算法来对文件进行加密，加密的密钥为ygfs\_source\_code\_secret\_key。

## 修改Emakefile

修改Emakefile的内容为：

{ ["src/\*", "src/\*\*/\*","src/\*\*\*/\*\*/\*"]

, [encrypt\_debug\_info,

{i, "include"},

{outdir, "./ebin"}]

}.

该文件的内容为使用.erlang.crypt方法对源代码进行编译，并输出到ebin目录。

## 编译源代码

进入sh目录，运行./make.sh对源代码进行编译

## 测试加密效果

编译完成后进入ebin目录，我们任意选取一个文件进行测试，这里我们选取lib\_manor.beam进行测试，以下是测试的过程

[root@Fedora14 ebin]# erl

Erlang R14B (erts-5.8.1) [source] [64-bit] [smp:4:4] [rq:4] [async-threads:0] [kernel-poll:false]

Eshell V5.8.1 (abort with ^G)

1> beam\_lib:chunks(code:which(lib\_manor), [abstract\_code]).

{ok,{lib\_manor,

[{abstract\_code,

{raw\_abstract\_v1,

[{attribute,1,file,{"src/lib/lib\_manor.erl",1}},

{attribute,6,module,lib\_manor},

{attribute,7,export,

[{send\_manor\_apply,2},

{get\_manor\_state,2},

{get\_farm\_info,2},

{get\_good\_info,2},

{get\_celerate\_info,2},

{get\_friends\_lists,2},

{get\_steal\_remain\_times,1},

{get\_mature\_status,2},

{get\_log,2},

{seed\_on\_farm,2},

{get\_on\_farm,2},

{get\_on\_farm\_one\_key,...},

{...}|...]},

{attribute,1,file,{"include/common.hrl",1}},

{attribute,1,file,{"include/guild\_info.hrl",1}},

{attribute,7,file,{"include/common.hrl",7}},

{attribute,13,file,{"src/lib/lib\_manor.erl",13}},

{attribute,1,file,{"include/record.hrl",1}},

{attribute,1,file,{"include/table\_to\_record.hrl",1}},

{attribute,12,record,

{server,

[{record\_field,13,{...},...},

{record\_field,14,...},

{record\_field,...},

{...}|...]}},

{attribute,22,record,

{player,

[{record\_field,23,...},

{record\_field,...},

{...}|...]}},

{attribute,110,record,

{goods,[{record\_field,...},{...}|...]}},

{attribute,168,record,{goods\_attribute,[{...}|...]}},

{attribute,200,record,{goods\_buff,[...]}},

{attribute,210,record,{ets\_goods\_cd,...}},

{attribute,219,record,{...}},

{attribute,232,record,...},

{attribute,275,...},

{attribute,...},

{...}|...]}}]}}

2>

BREAK: (a)bort (c)ontinue (p)roc info (i)nfo (l)oaded

(v)ersion (k)ill (D)b-tables (d)istribution

a

[root@Fedora14 ebin]#

我们可以看到，现在是可以进行反编译的，这是因为我们的加密方法现在是可以调用的，接下来我们模拟交付给台湾服的环境，首先我们移除~/.erlang.crypt，然后在测试是否可以反编译，以下是测试的过程：

[root@Fedora14 ebin]# mv ~/.erlang.crypt ~/.erlang.old.crypt

[root@Fedora14 ebin]# erl

Erlang R14B (erts-5.8.1) [source] [64-bit] [smp:4:4] [rq:4] [async-threads:0] [kernel-poll:false]

Eshell V5.8.1 (abort with ^G)

1> beam\_lib:chunks(code:which(lib\_manor), [abstract\_code]).

{error,beam\_lib,

{key\_missing\_or\_invalid,"./lib\_manor.beam",abstract\_code}}

2>

BREAK: (a)bort (c)ontinue (p)roc info (i)nfo (l)oaded

(v)ersion (k)ill (D)b-tables (d)istribution

a

[root@Fedora14 ebin]#

从日志过程可以看到，当我们移除~/.erlang.crypt之后再进行反编译，得到找不到加密串的结果，这样对方就无法对我们的编译好的文件进行反编译。
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