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# 用户需求

1、开发环境：web服务器 Tomcat；数据库 MySQL 语言：Java（尽量使用Java，也可使用其他语言）；

2、展示终端：PC端（必做）、移动端、微信端、小程序

3、前端需要自适应各种终端窗口

4、前端模块：新闻资讯、中心简介、培训课程、师资力量、培训动态、学员心声、培训展示、教学资源、联系我们

5、功能说明：图文及视频展示功能、留言功能、相册功能

6、后台管理：需分权限进行管理（超级管理员、信息管理员）

注：此项目分组完成，每组不能超过6人，做好项目分工

# 需求分析

## 开发环境需求

根据用户需求，经过开会讨论，有关开发环境我们小组做出如下规划：

1. web服务器：Apache Tomcat
2. 存储数据库：MySQL
3. 开发语言：Java
4. 版本控制工具：Git/Github
5. 项目结构控制工具：Maven
6. 项目服务器主要开发框架：Spring+SpringMVC+Mybatis
7. 项目页面主要开发框架：jQuery+Bootstrap+Layui等支持响应式布局的相关框架。

## 终端展示需求

要求项目的各个页面及其相关组件都能在PC端、移动端、微信端正常显示，即此项目在开发时，各个页面都需要做相应的响应式布局。

## 用例图

由于设计图像都很大，用文档展示不便查看且体验不佳，所以就给出连接的方式，在浏览器上查看效果更好。

用例图：<https://www.processon.com/view/link/5bd1b4f4e4b0d4d65c40aba8>

## E-R图

由于设计图像都很大，用文档展示不便查看且体验不佳，所以就给出连接的方式，在浏览器上查看效果更好。

E-R图：<https://www.processon.com/view/link/5bd2cc9fe4b0c40cdd66f86a>

## 领域模型图

由于设计图像都很大，用文档展示不便查看且体验不佳，所以就给出连接的方式，在浏览器上查看效果更好。

领域模型图：<https://www.processon.com/view/link/5bd2f9f1e4b0f1a85eb65781>

## 设计类图

由于设计图像都很大，用文档展示不便查看且体验不佳，所以就给出连接的方式，在浏览器上查看效果更好。

设计类图：<https://www.processon.com/view/link/5bd31f17e4b0f1a85eb67d09>

## 前台页面各模块功能需求分析

### 登录模块

1. 功能说明：

作用：

普通用户用以登录前台网站，管理员用以登录后台管理系统。

操作流：

1. 用户填写账号、密码、验证码后点击登录。
2. 前、后端验证用户所输入的信息是否合法。
3. 登录是否成功。
4. 跳转到指定页面。
5. 涉及页面：
6. 网站前端登录页面。
7. 后台管理系统登录页面

C、页面大体样式：

D、细节描述：

1、用户点击登录按钮。

普通用户在前端网站登录，管理员在后台登录页面登录。

（1）前端：

A、请求：

发送页面跳转请求给后端

B、展示：

根据后端返回数据在页面给用户进行相应的展示。

（2）后端：

A、接收：

接收前端页面跳转请求。

B、处理：

跳转到请求页面。

C、返回：

返回跳转请求结果及提示数据。

2、用户输入账号、密码、验证码后点击登录。

（1）前端：

A、请求：

a、非空验证：

用户名、密码、验证码是否为空：

（1）若有为空：

登录失败，则在对应处给用户相应提示。

（2）都不为空：

封装登录数据，发送给后端，进行后端验证。

B、展示：

根据后端返回数据在页面给用户进行相应的展示。

（2）后端：

A、接收：

结束前端登录请求。

B、处理：

a、非空验证：

判断用户名、密码、验证码是否为空：

1、若有为空：

登录失败，返回相应信息给前端，前端在对应处给用户相应提示。

2、都不为空：

进行验证码验证

b、验证码验证：

判断用户输入的验证码与系统生成的验证码是否匹配：

1. 不匹配：

登录失败，封装相应信息与提示数据。

2、匹配：

进行用户名与密码验证

c、用户名与密码验证：

先将用户输入的密码进行MD5加密处理，然后再将用户输入的用户名与加密后的密码拿到数据库中进行匹配。

匹配逻辑：用户名 and 密码。

1. 匹配失败：

登录失败，封装相应信息与提示数据。

1. 匹配成功：

登录成功，封装相应信息与提示数据。

C、返回：

将封装好的数据返回给前端，并跳转到首页。

普通用户跳转到网站首页，管理员跳转到后台管理系统首页。

### 注册模块

1. 功能说明：

作用：

游客用以注册成为网站的普通用户。

操作流：

1、游客点击注册按钮。

2、填写账号、密码、重复密码等信息后点击注册。

3、前、后端验证用户所输入的信息是否合法。

4、设置用户基本信息。

5、将用户注册信息与基本信息一同保存到数据库。

6、跳转到登录页面，给用户登录。

1. 涉及页面：

用户注册页面。

1. 页面大体样式：
2. 细节描述：

1、游客点击注册按钮。

（1）前端：

A、请求：

发送页面跳转请求到后端。

B、展示：

根据后端返回数据在页面给用户进行相应的展示。

（2）后端：

A、接收：

接收前端页面跳转请求。

B、处理：

跳转到请求页面。

C、返回：

返回跳转请求结果及提示数据。

2、游客填写好注册信息后点击提交。

（1）前端：

A、请求：

a、账号邮箱规则验证：

验证用户输入的账号是否符合邮箱规则：

1. 不符合：

给用户相应提示，引导其修改。

1. 符合：

进行账号可用性验证。

b、账号可用性验证：

封装用户账号数据，用ajax发送账号验证请求给后端。

1. 账号不可用：

给用户相应提示，引导其修改。

1. 账号可用：

进行注册数据非空验证。

c、非空验证：

验证用户输入的账号、密码、重复密码是否为空

1. 有为空的：

给用户相应提示，引导其修改。

1. 都不为空：

封装用户数据，发送注册请求给后端。

B、展示：

根据后端返回数据在页面给用户进行相应的展示。

（2）后端：

A、接收：

接收前端注册请求。

B、处理：

1、非空验证

账号、密码、重复密码均不能为空。

（1）若有为空：

注册失败，封装相应数据与提示。

（2）都不为空：

进入账号规则验证。

2、账号规则验证：

账号必须符合邮箱规则。

（1）不符合：

注册失败，封装相应数据与提示。

（2）符合：

进入账号可用性验证。

3、账号可用性验证：

账号必须没有被使用过，即在数据库中该账号没有出现过。

（1）已被使用：

注册失败，封装相应数据与提示。

（2）未被使用：

进入密码一致性验证。

4、密码一致性验证：

两次输入的密码必须一致。

（1）不一致：

注册失败，封装相应数据与提示。

（2）一致：

进入用户密码MD5加密。

5、用户密码MD5加密：

将用户密码进行MD5加密。

6、注册信息保存：

（1）、设置注册用户基本信息：

设置用户信息ID、账号、昵称、性别、用户类型、注册时间等必要信息：

1. ID：使用UUID随机生成。
2. 账号：即用户注册时的账号。
3. 昵称：默认为用户注册时的账号。
4. 性别：默认为1。描述：1为男，0为女。
5. 注册时间：使用用户当前系统时间。
6. 其他用户信息默认为空。

（2）、注册用户基本信息与账号密码保存：

1. 事务开启：

保存注册用户基本信息到数据库。

保存注册用户 用户名、密码（MD5加密后）到数据库。

1. 事务提交。

7、验证注册信息与基本用户信息保存是否成功：

（1）、用户注册信息或基本信息保存失败：

注册失败，所有该注册用户的已存信息全部回滚，封装相应数据与提示。

（2）、都保存成功：

注册成功，封装相应数据与提示，跳转到登录页面。

C、返回：

返回封装好的数据给前端，并跳转到相应页面。

### （3）忘记密码模块

1. 功能说明：

作用：给忘记密码的用户提供重置密码通道。

操作流：

1. 点击忘记密码，进入密码重置页面。
2. 输入账号（电子邮箱），点击获取邮箱验证码。
3. 输入邮箱验证码。
4. 输入密码。
5. 确认密码。
6. 提交密码重置请求。
7. 涉及页面：
   1. 密码重置页面。
8. 页面样式：
9. 细节描述：

1、用户点击忘记密码：

（1）前端：

A、请求：

发送页面跳转请求到后端。

B、展示：

根据后端返回数据在页面给用户进行相应的展示。

（2）后端：

A、接收：

接收前端页面跳转请求。

B、处理：

跳转到请求页面。

C、返回：

返回跳转请求结果及提示数据。

2、用户点击获取邮箱验证码：

（1）前端：

A、请求：

1、账号邮箱规则验证：

用户填写账号必须符合邮箱规则。

1. 不符合：

给用户相应提示，引导其修改。

1. 符合：

发送获取邮箱验证码请求

2、发送获取验证码请求

封装邮箱信息，发送获取邮箱验证码请求给后端。

B、展示：

显示验证码重新发送倒计时。

（2）后端：

A、接收：

接收前端获取验证码请求。

B、处理：

1、账号邮箱规则验证：

用户填写账号必须符合邮箱规则。

1. 不符合：

验证码获取失败，封装相应数据与提示。

1. 符合：

进入验证码生成。

2、邮箱验证码生成：

随机生成邮箱验证码，发送到对应邮箱。

3、封装验证码获取结果与提示数据。

C、返回：

返回封装数据给前端。

3、用户填写好密码重置信息后点击提交

（1）前端：

A、请求：

a、非空验证：

验证账号、邮箱验证码、密码、确认密码是否为空：

1、若有为空：

重置密码失败，给用户相应提示，引导其正确填写。

2、都不为空：

封装密码重置数据，发送给后端。

B、展示：

根据后端返回数据在页面给用户进行相应的展示。

（2）后端：

A、接收：

接收前端的密码重置请求。

B、处理：

a、非空验证：

验证账号、邮箱验证码、密码、确认密码是否为空：

1、若有为空：

重置密码失败，封装相应数据与提示。

2、都不为空：

进行邮箱验证码匹配验证。

b、邮箱验证码匹配验证：

验证用户输入的邮箱验证码与系统发送过去的是否一直。

1. 不一致：

密码重置失败，封装相应数据与提示。

1. 一致：

进行密码一致性验证。

c、密码一致性验证：

用户输入的密码与确认密码必须一致。

1. 不一致：

密码重置失败，封装相应数据与提示。

1. 一致：

执行密码修改。

d、密码修改：

1、获取用户登录信息（账号、密码）。

2、修改用户密码。

e、数据保存

将修改后的登录信息保存到数据库。

f、封装更新结果与提示数据。

C、返回：

将封装的数据返回给前端。

### （4）信息展示模块

A、功能说明：

作用：

在网站相关页面展示相关数据。

操作流：

1. 用户进入网站相关页面。
2. 前端发送页面数据获取请求到后端。
3. 后端从数据库查询相应页面数据，封装完好后返回给前端。
4. 前端得到后端返回的数据后，在页面展示给用户。

B、涉及页面：

* 1. 网站首页。
  2. 特色课程页面。
     1. 体验式教学
     2. 访谈教学
     3. 现场讲解
     4. 影音教学
     5. 与创业名人/团队交流调研
  3. 行程配置页面。
     1. 红色圣地
     2. 交通工具
     3. 特色美食
     4. 文化产品
     5. 特此介绍
  4. 学员风采页面。
     1. 学院学习照
     2. 最佳学院
     3. 往期学员故事
  5. 新闻资讯页面。
  6. 新闻资讯详情页面。
  7. 培训动态页面。
  8. 培训动态详情页面。
  9. 用户留言页面。
  10. 关于我们页面。
  11. 用户信息页面。

1. 页面样式：
2. 细节描述：
   1. 前端：

1、请求：

用户进入指定页面后，立即发送页面数据获取请求到后端。

2、展示：

根据后端返回数据在页面给用户进行相应的展示。

* 1. 后端：
     + 1. 接收：

接收前端页面数据获取请求。

* + - 1. 处理：

从数据库查询出对应页面数据并封装。

* + - 1. 返回：

返回封装数据给前端。

### （5）用户留言模块

1. 功能说明：

作用：

登录用户留言，用以与网站管理人员交流。

操作流：

* + - 1. 用户点击留言按钮，判断用户是否已登录。
      2. 用户登录则展现留言输入界面，否则让用户先登录。
      3. 登录用户填好留言标题、留言内容信息后，点击提交。
      4. 前、后端验证用户是否登录。
      5. 前、后端验证用户所填信息是否合法。
      6. 将用户留言信息保存到数据库。
      7. 刷新页面，展示用户的留言信息。

1. 涉及页面
2. 用户留言页面
3. 页面样式：
4. 细节描述：
5. 前端：
   1. 用户是否登录验证：
      1. 用户点击留言后，判断用户是否已登录：
         1. 未登录：

提出提示，让用户先去登录。

* + - 1. 已登录：

进入留言信息非空验证。

* 1. 留言信息非空验证：
     1. 判断用户留言的标题与内容是否为空。
        1. 有为空的：

在对应处给出提示，引导用户正确填写。

* + - 1. 都不为空：

封装留言数据，发送POST请求给后端。

1. 、后端：

接收到前端发来的留言信息后，判断留言的相关信息是否合法。

* 1. 留言信息合法验证：
     + 1. 留言信息非空验证：

留言标题、留言内容、留言用户id均不能为空。

* + - * 1. 若有为空：

留言失败，返回相应信息给前端，前端给用户相应提示。

* + - * 1. 都不为空：

进入留言用户合法性验证。

* + - 1. 留言用户合法性验证：

留言用户必须是已注册的合法用户。

* + - * 1. 用户不合法：

留言失败，返回相应信息给前端，前端给用户相应提示。

* + - * 1. 用户合法：

进入留言数据保存。

* 1. 留言数据保存：

将用户留言信息保存到数据库。

* 1. 判断数据保存是否成功
     1. 保存失败：

留言失败，返回相应信息给前端，前端给用户相应提示。

* + 1. 保存成功：

留言成功，返回相应信息给前端，前端给用户相应提示，刷新前端页面，显示用户留言信息。

1. 留言功能结束。

## 后台管理系统各模块功能需求分析

### 登录模块

1. 功能说明：

作用：

管理员用以登录后台管理系统。

操作流：

1. 用户进入后台管理系统登录页面。
2. 输入账号、密码、验证码等登录信息后点击登录。
3. 前、后端验证用户所输入的信息是否合法。
4. 登录是否成功。
5. 用户登录成功，跳转到指定页面。
6. 涉及页面：
7. 后台管理系统登录页面。
8. 后台管理系统首页。
9. 页面样式：
10. 细节描述：
11. 前端：
    1. 账号合法性验证：

用户输入完账号之后，验证账号是否符合邮箱规则：

* + 1. 不符合：

在页面相应对方给用户提示，引导其正确输入。

* + 1. 符合：

进入登录信息非空验证。

* 1. 登录信息非空验证：

用户点击登录时，用户输入的登录信息：账号、密码、验证码均不能为空。

* + 1. 有为空：

登录失败，则在页面对应处给出相应提示

* + 1. 都不为空：

封装用户登录数据，请求后端，进行后端验证。

1. 后端：

A、非空验证：

判断用户名、密码、验证码是否为空：

a、若有为空：

登录失败，返回相应信息给前端，前端在对应处给用户相应提示。

b、都不为空：

进行验证码验证。

B、验证码验证：

判断用户输入的验证码与系统生成的验证码是否匹配：

* + - * 1. 不匹配：

登录失败，返回相应信息给前端，前端给用户做相应提示。

* + - * 1. 匹配：

进行用户名与密码验证

C、用户名与密码验证：

a、账号合法性：

1、验证用户输入的用户名是否符合邮箱规则：

（1）不符合：

登录失败，返回相应信息给前端，前端给用户做相应提示。

（2）符合：

进行数据库验证。

b、数据库验证：

先将用户输入的密码进行MD5加密处理，然后再将用户输入的用户名与加密后的密码拿到数据库中进行匹配，匹配逻辑：用户名 and 密码。

1. 匹配失败：

登录失败，返回相应信息给前端，前端给用户做相应提示。

2、匹配成功：

进入用户权限验证。

* + - * 1. 用户权限验证：

获取用户基本信息，查看当前登录用户的用户类型是否为管理员用户（超级管理员、信息管理员）。

1. 不是管理员用户：

登录失败，没有权限，返回相应信息给前端，前端给用户做相应提示。

1. 是管理员用户：

登录成功，返回相应信息给前端，给用户相应提示，跳转到后台管理系统首页。

1. 登录完成。

### 信息管理模块

1. 功能说明：

作用：

管理员用以管理网站前端相关页面的信息展示，包括以下子模块：

1. 网站首页信息管理。
2. 特色课程页面信息管理。
3. 行程配置页面信息管理。
4. 学员风采页面信息管理。
5. 新闻资讯页面信息管理。
6. 培训动态页面信息管理。
7. 用户留言页面信息管理。
8. 关于我们页面信息管理。
9. 广告信息管理。

操作流：

1. 管理员登录后进入后台管理系统首页。
2. 模块可见性权限验证：

对用户进行模块可见性权限验证，对用户有查看权的模块才显示，无查看权则隐藏。

1. 管理员点击相应子模块。
2. 验证当前登录的管理员对该模块是否有权限。
3. 进入该子模块管理页面，罗列出可管理信息。
4. 展示出该模块下的管理操作：添加、查看、编辑、删除。
5. 添加：
   1. 验证当前登录管理员是否有权执行此操作。
   2. 弹出该模块的新增页面。
   3. 展示新增页面的可填写信息。
   4. 验证新增信息必填项。
   5. 封装新增数据提交至后端。
   6. 关闭弹出的新增页面。
   7. 显示添加结果提示。
   8. 刷新页面显示新增操作后的页面。
6. 查看：
   1. 验证是否已选中一条（只能选一条）信息条目。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出该模块的详情页面。
   4. 展示选中条目的详细内容。
   5. 保证展示的内容均不可修改。
   6. 关闭弹出的详情页面。
7. 编辑：
   1. 验证是否已选中一条（只能选一条）信息条目。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出该模块的编辑页面。
   4. 展示选中条目的详细内容。
   5. 保证可编辑的内容可修改，不可编辑的内容不可修改。
   6. 验证信息必填项。
   7. 封装编辑数据提交至后端。
   8. 显示编辑结果提示。
   9. 刷新页面，显示编辑操作后的信息。
8. 删除：
   1. 验证是否已选中信息条目（至少一条）。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出删除警示信息。
   4. 封装删除数据提交至后端。
   5. 显示删除结果提示。
   6. 刷新页面，显示删除操作后的页面。
9. 涉及页面：
   1. 网站首页及其子信息后台管理页面与增、查、改页面。
   2. 特色课程页面及其信息后台管理页面与增、查、改页面。
   3. 行程配置页面及其信息后台管理页面与增、查、改页面。
   4. 学员风采页面及其信息后台管理页面与增、查、改页面。
   5. 新闻资讯页面及其信息后台管理页面与增、查、改页面。
   6. 培训动态页面及其信息后台管理页面与增、查、改页面。
   7. 用户留言页面及其信息后台管理页面与增、查、改页面。
   8. 关于我们页面及其信息后台管理页面与增、查、改页面。
10. 页面样式：
11. 细节描述：
    1. 进入后台管理系统首页：
       1. 前端：

A、请求：

以当前登录用户的信息发送获取页面数据请求到后端。

B、展示：

根据后端返回数据在页面展示相应信息。

* + 1. 后端：

A、接收：

接收前端数据获取请求。

B、处理：

1、当前登录用户合法性验证。

获取当前登录用户信息，验证其是否为后台管理员。

* + 1. 不是：

请求失败，返回后台登录页面。

* + 1. 是：

查询当前登录用户有权查看的相关模块数据。

2、封装当前登录用户有权查看模块的相关数据。

C、返回：

将封装好的数据返回给前端。

* 1. 进入相应信息管理模块：
     1. 前端：

A、请求：

管理员点击相应信息管理子模块，发送数据获取请求到后端。

B、展示：

根据后端返回数据在页面展示相应信息。

* + 1. 后端：

A、接收：

接收前端数据获取请求。

B、处理：

1、当前登录用户合法性验证。

获取当前登录用户信息，验证其是否为后台管理员。

1. 不是：

请求失败，返回后台登录页面。

1. 是：

查询当前登录用户有权查看的相关模块。

2、用户权限验证：

验证当前登录用户对所请求的模块是否有查看权。

* + 1. 没有：

请求失败，返回相关数据给前端，前端给用户相应提示。

* + 1. 有：

封装当前管理模块的相关数据。

3、将封装好的数据返回给前端。

C、返回：

将封装好的数据返回给前端。

* 1. 进行管理操作（查看、添加、编辑、删除）：
     1. 前端：

A、请求：

管理员选中相应信息，然后点击操作按钮，发送相关操作请求到后端。

B、展示：

根据后端返回数据在页面做相应提示与展示。

* + 1. 后端：

A、接收：

接收前端操作请求。

B、处理：

1、当前登录用户合法性验证。

获取当前登录用户信息，验证其是否为后台管理员。

1. 不是：

请求失败，返回后台登录页面。

1. 是：

执行该操作。

2、用户权限验证：

验证当前登录用户对所请求的模块是否有该操作权限。

1. 没有：

请求失败，返回相关数据给前端，前端给用户相应提示。

1. 有：

执行当前操作。

3、封装操作结果与相关提示数据。

C、返回：

将封装好的数据返回给前端。

### 用户管理模块

1. 功能说明：

作用:

超级管理员用以管理信息管理员及普通用户。包含以下子模块：

1. 信息管理员管理。
2. 普通用户管理。

操作流：

1. 超级管理员登录后进入后台管理系统首页。
2. 模块可见性权限验证：

对用户进行模块可见性权限验证，对用户有查看权的模块才显示，无查看权则隐藏。

1. 验证当前登录的管理员对该模块是否有权限。
2. 进入该子模块管理页面，罗列出可管理用户的信息。
3. 展示出该模块下的管理操作：添加、查看、编辑、删除、禁用、授权。

注：授权操作仅信息管理员管理模块含有。

1. 添加：
   1. 验证当前登录管理员是否有权执行此操作。
   2. 弹出该模块的新增页面。
   3. 展示新增页面的可填写信息。
   4. 验证新增信息必填项。
   5. 封装新增数据提交至后端。
   6. 关闭弹出的新增页面。
   7. 显示添加结果提示。
   8. 刷新页面，显示新增操作后的页面。
2. 查看：
   1. 验证是否已选中一条（只能选一条）信息条目。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出该模块的详情页面。
   4. 展示选中条目的详细内容。
   5. 保证展示的内容均不可修改。
   6. 关闭弹出的详情页面。
3. 编辑：
   1. 验证是否已选中一条（只能选一条）信息条目。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出该模块的编辑页面。
   4. 展示选中条目的详细内容。
   5. 保证可编辑的内容可修改，不可编辑的内容不可修改。
   6. 验证信息必填项。
   7. 封装编辑数据提交至后端。
   8. 显示编辑结果提示。
   9. 刷新页面，显示编辑操作后的信息。
4. 删除：
   1. 验证是否已选中信息条目（至少一条）。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出删除警示信息。
   4. 封装删除数据提交至后端。
   5. 显示删除结果提示。
   6. 刷新页面，显示删除操作后的页面。
5. 禁用：
   1. 验证是否已选中信息条目（至少一条）。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出禁用警示信息。
   4. 封装禁用数据提交至后端。
   5. 显示禁用结果提示。
   6. 刷新页面，显示禁用操作后的页面。
6. 授权（仅信息管理员管理模块含有）：
   1. 验证是否已选中要授权用户（至少一条）。
   2. 验证当前登录管理员是否有权执行此操作。
   3. 弹出授权操作页面，显示可授权角色及角色权限说明。
   4. 选中授权角色，提交授权操作。
   5. 验证是否已选中角色（至少一条）。
   6. 封装授权数据提交至后端。
   7. 关闭授权操作页面，显示授权操作结果提示。
7. 涉及页面：
   1. 普通用户管理页面及其增、改、查页面。
   2. 信息管理员管理页面及其增、改、查、授权页面。
8. 页面样式：
9. 细节描述：

a) 进入后台管理系统首页：

i. 前端：

A、请求：

以当前登录用户的信息发送获取页面数据请求到后端。

B、展示：

根据后端返回数据在页面展示相应信息。

ii. 后端：

A、接收：

接收前端数据获取请求。

B、处理：

1、当前登录用户合法性验证。

获取当前登录用户信息，验证其是否为后台管理员。

（1）不是：

请求失败，返回后台登录页面。

（2）是：

查询当前登录用户有权查看的相关模块数据。

2、封装当前登录用户有权查看模块的相关数据。

C、返回：

将封装好的数据返回给前端。

b）进入相应信息管理模块：

i．前端：

A、请求：

管理员点击相应信息管理子模块，发送数据获取请求到后端。

B、展示：

根据后端返回数据在页面展示相应信息。

ii. 后端：

A、接收：

接收前端数据获取请求。

B、处理：

1、当前登录用户合法性验证。

获取当前登录用户信息，验证其是否为后台管理员。

（1）不是：

请求失败，返回后台登录页面。

（2）是：

查询当前登录用户有权查看的相关模块。

2、用户权限验证：

验证当前登录用户对所请求的模块是否有查看权。

* + 1. 没有：

请求失败，返回相关数据给前端，前端给用户相应提示信息。

* + 1. 有：

封装当前信息管理模块的相关数据。

3、将封装好的数据返回给前端。

C、返回：

将封装好的数据返回给前端。

c）进行管理操作（查看、添加、编辑、删除、授权）：

注：授权操作仅信息管理员管理模块含有。

i. 前端：

A、请求：

管理员选中相应信息，然后点击操作按钮，发送相关操作请求到后端。

B、展示：

根据后端返回数据在页面做相应提示与展示。

ii. 后端：

A、接收：

接收前端操作请求。

B、处理：

1、当前登录用户合法性验证。

获取当前登录用户信息，验证其是否为后台管理员。

（1）不是：

请求失败，返回后台登录页面。

（2）是：

进行用户权限验证。

2、用户权限验证：

验证当前登录用户对所请求的模块是否有查看权。

1. 没有：

请求失败，返回相关数据给前端，前端给用户相应提示信息。

1. 有：

执行当前操作。

3、封装操作结果与相关提示数据。

C、返回：

将封装好的数据返回给前端。

### 用户信息模块

1. 功能说明：

用户（普通用户、后台管理员）用以查看他人信息与维护自身信息。

1. 操作流：
2. 用户点击对应用户的昵称或头像，进入对应用户的个人信息页面。
3. 显示对应用户的基本信息，若是本人，则显示本人所有个人信息，且保证能编辑的信息在页面上可编辑，不能编辑的信息在页面上不可编辑。

如：

1. 用户账号在个人信息维护页面上必须不可编辑。
2. 不能编辑他人信息。
3. 用户编辑好相关个人信息后，点击保存或提交。
4. 刷新个人信息页面，显示用户最新信息。
5. 涉及页面：
   1. 普通用户个人信息页面。
   2. 后台管理系统管理员个人信息页面。
6. 细节描述：
   1. 用户点击指定用户头像或昵称。
      1. 前端：
         1. 请求：

封装被查看人与请求查看人的数据，发送个人信息获取请求到后端。

* + - 1. 展示：

根据后端返回数据在页面做相应提示与展示。

保证：在个人信息页面上，能编辑的信息可编辑，不能编辑的信息不可编辑。

如：

不能编辑他人信息。

不能编辑个人账号。

* + 1. 后端：
       1. 接收：

接收前端数据获取请求。

* + - 1. 处理：
         1. 用户合法性验证。

验证请求查看的用户是否已登录。

未登录：

请求失败，返回相应提示数据给前端。

已登录：

进行个人信息查询。

* + - * 1. 从数据库查询被查看用户的个人信息。
        2. 封装请求查看与被请求查看用户的个人信息数据。
      1. 返回：

将封装好的数据返回给前端。

* 1. 用户编辑相关个人信息后点击提交或保存。
     1. 前端：
        1. 请求：

封装编辑后的信息，发送更新请求到后端。

* + - 1. 展示：

根据后端返回数据在页面做相应提示与展示。

* + 1. 后端：
       1. 接收：

接收前端数据更新请求。

* + - 1. 处理：

1. 用户合法性验证：

验证被更新用户账号是否符合邮箱规则，该用户在数据库中是否存在：

不合法：

更新失败，返回相应提示数据给前端。

合法：

执行数据更新操作。

1. 数据更新

封装对应用户最新个人信息，执行保存操作。

1. 数据保存

将封装好的数据保存到数据库。

* + - 1. 返回：

返回操作结果与提示数据给前端。