Cavalo de troia

Cavalo de troia é um tipo de malware que possibilita uma maneira de acesso remoto ao computador após a infecção. Além de executar as funções pelas quais ele foi projetado, também pode fazer outras funções maliciosas, como por exemplo:

* Instalação de keyloggers ou screenlogger;
* Furto de senhas e outras informações;
* Inclusão de backdoors, onde uma pessoa pode ter o total controle sobre o computador;
* Alteração ou exclusão de arquivos;

Para ser instalado no computador o cavalo de troia tem que ser executado, onde geralmente ele vem anexado em um e-mail ou disponível em algum site da internet.

Worn

Os worns(ou vermes) é um tipo de malware que são mais inteligentes que os demais, pois os worns são auto replicantes, ou seja, ele cria varias copias de si mesmo e infecta outros computadores. Esta infeção pode acontecer por meio de conexões de rede local, pela internet ou anexos de e-mail.

O worn pode enviar copias de si próprio para todos os contatos de seu e-mail, e depois disso, os computadores destas pessoas farão o mesmo, causando um efeito de avalanche, com isso ocorrera o congestionamento de redes das empresas e da internet. Com esse congestionamento eles entopem as redes e podem criar grandes períodos de espera para abrir paginas na Internet.