1. Con un script de powershell:

Crear ramas de OUs para cada país que se muestra en la lista de usuarios, y también para cada departamento.

Dar de alta todos los usuarios, asignándolos a la OU correspondiente con respecto de su país y departamento.

El username del usuario se debe componer de la inicial de su nombre + su apellido completo (ejemplo: cmessi, azarate, rgarcia, dsalgado, vdejesus, etc). Tomar en cuenta que los usernames no se pueden duplicar, en caso de duplicación poner un número al final.

Si la fecha de contratación ya pasó, la cuenta debe estar activa, de lo contrario no.

Usar la contraseña predefinida (ITQ.soa2022) y cargarla como cadena segura (secure string).

A todos los usuarios se les debe exigir el cambio de contraseña al iniciar sesión por primera vez, excepto a los de PMO y a las Service Accounts.

Para las Service Accounts nunca debe expirar la contraseña.

Crear un grupo de distribución de usuarios para cada país y darle nombre en formato “(país) People”.

Crear un grupo de seguridad de usuarios para cada departamento con formato “(departamento) People”.

Crear un grupo de seguridad usuarios para las service accounts con el nombre de su departamento.

Todo el departamento de ingeniería debe ser miembro del grupo Administrators, y las service accounts deben ser miembros del grupo Server Operators.

1. Crear un script de limpieza que se deshaga de todo lo que se hizo en el paso 1.