# Windows 10 non supporté

ID METSYS : 12  
ID PingCastle : [S-OS-2003](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html), [S-OS-2008](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html), [S-OS-XP](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html), [S-OS-Win7](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html)  
ID PurplKnight : [Computers with older OS versions](https://www.purple-knight.com/fr/security-indicators/)

Charge de travail : 10 jours  
Difficulté : 4 - Requière des connaissances avancées sur l'infrastructure et de l'anomalie qu'elle contient

****Description****

Le maintien dans le domaine de systèmes d'exploitation qui ne sont plus supportés (absence de mise à jour de sécurité par l'éditeur) peut constituer une porte d'entrée dans le domaine par l'exploitation de failles qui ne sont plus corrigées

****Recommandation****

Il est recommandé de ne pas maintenir de systèmes d'exploitation obsolètes au sein du domaine :

• Mise à niveau vers un OS plus récent et supporté

• Mise à niveau des applications

• Sortie du domaine : mise en groupe de travail (workgroup) ou création d’un domaine dédié, afin de pouvoir monter le niveau de sécurité du domaine et ne pas rester à un faible niveau à cause d’un petit nombre de machines.