# Délégations inactives

ID METSYS : 15  
ID PingCastle : [T-Inactive](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html)  
ID PurplKnight : [Trust accounts with old passwords](https://www.purple-knight.com/fr/security-indicators/)  
ID ANSSI : [vuln2\_trusts\_accounts](https://www.cert.ssi.gouv.fr/uploads/guide-ad.html#trusts_accounts)

Charge de travail : 0.5 jour  
Difficulté : 1 - Requière quelques connaissances sur l'anomalie

****Description****

Lorsqu'une délégation est active, elle utilise un secret partagé pour communiquer avec un domaine. Ce secret est conservé dans un compte spécial dont le nom est le nom du domaine distant. Ce mot de passe est changé chaque mois et, par conséquent, lorsque l'attribut « whenChanged » de ce compte n'est pas modifié, on peut supposer que le secret n'a pas été modifié et qu'il y a soit un problème avec le domaine distant, soit que le domaine distant n'existe plus.

****Recommandation****

Vérifiez les problèmes de connectivité réseau depuis le domaine distant ou si le domaine distant existe toujours. S'il n'existe plus, la délégation devrait être supprimée. Sinon, le secret peut être utilisé pour émettre de faux tickets Kerberos et servir de porte dérobée.