# Objets gMSA avec des anciens mots de passe

ID METSYS : 21  
ID PurplKnight : [gMSA objects with old passwords](https://www.purple-knight.com/fr/security-indicators/)

Charge de travail : 0.5 jour  
Difficulté : 1 - Requière quelques connaissances sur l'anomalie

****Description****

Les comptes gMSA doivent automatiquement changer leurs mots de passe tous les 30 jours. Les objets qui ne le font pas pourraient indiquer des signes de manipulation.

****Recommandation****

Les mots de passe des comptes « Managed Service Accounts » doivent être modifiés tous les 30 jours. C'est également la valeur par défaut. Les comptes retournés doivent être examinés pour déterminer pourquoi leurs mots de passe n'ont pas été modifiés. Note : La colonne « Active » indique si le compte était actif au cours des 45 derniers jours.