# Utilisateurs non privilégiés ayant accès aux mots de passe gMSA

ID METSYS : 22  
ID PurplKnight : [Non-privileged users with access to gMSA passwords](https://www.purple-knight.com/fr/security-indicators/)

Charge de travail : 0.5 jour  
Difficulté : 1 - Requière quelques connaissances sur l'anomalie

****Description****

Un attaquant qui contrôle l'accès au compte gMSA peut récupérer les mots de passe des ressources gérées avec gMSA.

****Recommandation****

Assurez-vous qu'il n'y a pas de principaux inutiles qui peuvent lire les mots de passe des comptes de service gérés en groupe via l'attribut « msDS-GroupMSAMembership ».