# Groupe « PreWin2000 compatible » contenant les « utilisateurs authentifiés »

ID METSYS : 39  
ID PingCastle : [A-PreWin2000Other](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html), [A-PreWin2000AuthenticatedUsers](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html)  
ID PurplKnight : [Changes to PreWindows 2000 Compatible Access Group membership](https://www.purple-knight.com/fr/security-indicators/)  
ID ANSSI : [vuln3\_compatible\_2000\_not\_default](https://www.cert.ssi.gouv.fr/uploads/guide-ad.html#compatible_2000_not_default)

Charge de travail : 0.5 jour  
Difficulté : 1 - Requière quelques connaissances sur l'anomalie

****Description****

Le groupe « Pre-Windows 2000 Compatible Access » accorde l'accès à certaines appels RPC qui ne devraient pas être disponibles pour les utilisateurs ou les ordinateurs. La présence du groupe « Authenticated Users » peut augmenter l’impact de certaines attaques (PrintNightmare).

****Recommandation****

Aucun système d’exploitation plus ancien que « Windows 2000 » est présent, alors il est possible de supprimer ce groupe.