# Compte soumis à une délégation sans contrainte

ID METSYS : 40  
ID PingCastle : [P-UnconstrainedDelegation](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html)  
ID PurplKnight : [Computer or user accounts with unconstrained delegation](https://www.purple-knight.com/fr/security-indicators/)  
ID ANSSI : [vuln2\_delegation\_t4d](https://www.cert.ssi.gouv.fr/uploads/guide-ad.html#delegation_t4d)

Charge de travail : 5 jours  
Difficulté : 4 - Requière des connaissances avancées sur l'infrastructure et de l'anomalie qu'elle contient

****Description****

Lorsqu'une délégation sans contrainte est configurée, le ticket TGT Kerberos peut être capturé. Ce ticket TGT permet ensuite d'accéder à n'importe quel service auquel l'utilisateur a accès. Si l'utilisateur est un administrateur ou un contrôleur de domaine (une connexion peut être forcée en utilisant le service « spooler »), le domaine peut être compromis.

****Recommandation****

Remplacez la délégation sans contrainte par une délégation contrainte. En pratique, sur l'objet du compte, dans l'onglet « délégation », remplacez « faire confiance à cet ordinateur pour déléguer à n'importe quel service » par « faire confiance à cet ordinateur pour déléguer uniquement à des services spécifiés ».