# Configuration WSUS utilisant HTTP au lieu de HTTPS

ID METSYS : 43  
ID PingCastle : [S-WSUS-HTTP](https://pingcastle.com/PingCastleFiles/ad_hc_rules_list.html)

Charge de travail : 1 jour  
Difficulté : 2 - Requière quelques connaissances sur l'infrastructure et l'anomalie qu'elle contient

****Description****

WSUS est le composant utilisé sur le réseau interne pour distribuer les mises à jour Windows. La recommendation de Microsoft est d'utiliser HTTPS pour le transport, mais pour des raisons de commodité ou de tests, HTTP peut être configuré.

Le protocole HTTP peut être intercepté sur le réseau à l'aide d'outils tels que « wsuxploit » ou « WSuspicious » et des mises à jour malveillantes peuvent être livrées. L'attaquant peut ensuite prendre le contrôle de nombreux systèmes.

****Recommandation****

WSUS doit être configuré avec HTTPS. Ensuite, toutes les stratégies de groupe (GPO) qui font référence au chemin HTTP doivent être modifiées pour le chemin HTTPS.